
Connexium TCSESB Firmware History      
 
Note: Our firmware are continuously reviewed and updated in order to maintain the highest level of quality of our products. Schneider Electric recommends all 
customers to have their installation up to date with the newest firmware version to protect their infrastructures against cybersecurity threats and experience the 
best quality.  For further information please visit the Schneider Electric Cybersecurity Support Portal : 
https://www.se.com/ww/en/work/support/cybersecurity/overview.jsp 
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SV5.39 12/2020 PEP0596091R Update for 'California Law SB-327'.  The law mandates that any new device “contains a security feature that 
requires a user to generate a new means of authentication before access is granted to the device for the first 
time.”  This forces users to change the unique password to something new as soon as it’s switched on for the 
first time.   
Password must contain at least 8 characters which include upper-case characters, lower-case characters, 
numerical digits and special characters for this product. 

SV5.36 08/2015 PEP0290605R Resolves an SNMPv3 vulnerability that may allow authentication bypass if specifically, crafted packets are used. 

    


