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Important User Information

Solid state equipment has operational characteristics differing from those of
electromechanical equipment. “Safety Guidelines for the Application, Installation
and Maintenance of Solid State Controls” (Publication SGI-1.1 available from
your local Rockwell Automation Sales Office or online at http://www.ab.com/
manuals/gi) describes some important differences between solid state equipment
and hard-wired electromechanical devices. Because of this difference, and also
because of the wide variety of uses for solid state equipment, all persons
responsible for applying this equipment must satisfy themselves that each intended
application of this equipment is acceptable.

In no event will Rockwell Automation, Inc. be responsible or liable for indirect or
consequential damages resulting from the use or application of this equipment.

The examples and diagrams in this manual are included solely for illustrative
purposes. Because of the many variables and requirements associated with any
particular installation, Rockwell Automation, Inc. cannot assume responsibility or
liability for actual use based on the examples and diagrams.

No patent liability is assumed by Rockwell Automation, Inc. with respect to use of
information, circuits, equipment, or software described in this manual.

Reproduction of the contents of this manual, in whole or in part, without written
permission of Rockwell Automation, Inc. is prohibited.

Throughout this manual we use notes to make you aware of safety considerations.

ATTENTION: Identifies information about practices or circumstances
that can lead to personal injury or death, property damage, or economic
loss.

Attentions help you:

e identify a hazard
e avoid the hazard
e recognize the consequences

Important: Identifies information that is especially important for successful
application and understanding of the product.

Shock Hazard labels may be located on or inside the drive to alert
6 people that dangerous voltage may be present.

ControlFLASH, DriveExplorer, DriveExecutive, DriveTools, and SCANport are trademarks of Rockwell Automation, Inc.
Allen-Bradley and ControlLogix are registered trademarks of Rockwell Automation, Inc.

RSLogix is a trademark of Rockwell Software.

Ethernet is a trademark of Digital Equipment Corporation, Intel Corporation, and Xerox Corporation.

Netscape and Netscape Navigator are registered trademarks of Netscape Communications Corporation.

‘Windows, Windows CE, Windows NT, Microsoft, and Internet Explorer are either registered trademarks or trademarks of
Microsoft Corporation.



Summary of Changes

This is the first release of the 1203-EN1 EtherNet/IP-to-SCANport
module FRN 1.xxx.
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About This Manual

Topic Page
Related Documentation P-1
Conventions Used in This Manual P-2
Rockwell Automation Support P-2

Related Documentation

For: Refer to: Publication
EtherNet/IP EtherNet/IP Planning and Installation Manual ENET-INOO1...
EtherNet/IP Performance and Application Guide ENET-APO001...
DriveExplorer™ http://www.ab.com/drives/driveexplorer, and —
DriveExplorer Online help (installed with the software)
DriveExecutive™ http://www.ab.com/drives/drivetools, and —
DriveExecutive Online help (installed with the software)
1336 Plus Il Drive 1336 Plus Il User Manual 1336 PLUS-5.3
1336 IMPACT Drive 1336 IMPACT User Manual 1336 IMPACT-5.0
1336 FORCE Drive 1336 FORCE User Manual 1336 FORCE-5.0
1305 Drive 1305 User Manual 1305-5.2
RSLinx™ Getting Results with RSLinx Guide, and LINX-GROOT1...
or RSLinx Lite RSLinx Online help (installed with the software)
RSLogix™ 5 RSLogix 5 Getting Results Guide LG5-GRO001...
RSLogix 5 Online help (installed with the software)
RSLogix™ 500 RSLogix 500 Getting Results Guide, and LG500-GRO001...
RSLogix 500 Online help (installed with the software)
ControILogix® and ControlLogix Ethernet Bridge Module User Manual 1756-UMO050...
1756-ENBT or ControlLogix Ethernet Communications Module User | 1756-UMO051...

1756-ENET/B

Manual

Documentation can be obtained online at http://www.ab.com/manuals.
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Conventions Used in This Manual

The following conventions are used throughout this manual:

Parameter names are shown in the format Parameter xx - [*]. The xx
represents the parameter number. The * represents the parameter
name. For example Parameter 01 - [SCANport Adapter].

Menu commands are shown in bold type face and follow the format
Menu > Command. For example, if you read “Select File > Open,”
you should click the File menu and then click the Open command.

The firmware release is displayed as FRN X.xxx. The “FRN”
signifies Firmware Release Number. The “X” is the major release
number. The “xxx” is the minor update number.

RSNetWorx for EtherNet/IP (version 4.01), RSLinx (version 2.41),
and RSLogix5000 (version 12) were used for the screen shots in this
manual. Different versions of the software may differ in appearance
and procedures.

This manual provides information about the 1203-EN1 EtherNet/IP-
to-SCANport module and using it with SCANport drives. The module
can also be used with other products that support SCANport. Refer to
the documentation for your product for specific information about
how it works with the module.

Rockwell Automation Support

Rockwell Automation, Inc. offers support services worldwide, with over
75 sales/support offices, over 500 authorized distributors, and over 250
authorized systems integrators located through the United States alone.
In addition, Rockwell Automation, Inc. representatives are in every
major country in the world.

Local Product Support

Contact your local Rockwell Automation, Inc. representative for:

Sales and order support
Product technical training
Warranty support

Support service agreements
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Technical Product Assistance

If you need to contact Rockwell Automation, Inc. for technical
assistance, please review the information in Chapter 7, Troubleshooting
first. If you still have problems, call your local Rockwell Automation,
Inc. representative.

U.S. Allen-Bradley Drives Technical Support:
E-mail: support@drives.ra.rockwell.com

Tel: (1) 262.512.8176

Fax  (1)262.512.2222

Online: www.ab.com/support/abdrives

UK Customer Support Center:
E-mail: esupport2@ra.rockwell.com
Tel:  +44 (0) 870 2411802

Fax:  +44 (0) 1908 838804

Germany Customer Service Center:
E-mail: ragermany-csc@ra.rockwell.com
Tel: ~ +49 (0) 2104 960-630

Fax: 449 (0) 2104 960-501
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Chapter 1

Getting Started

The 1203-EN1 EtherNet/IP-to-SCANport module is a communication
option intended for use with Allen-Bradley drives and other products

that support SCANport.

Topic Page Topic Page
Components 11 Safety Precautions 1-4
Features 1-2 Quick Start 1-5
Compatible Products 1-3 Modes of Operation 1-6
Required Equipment 1-3

Components
Figure 1.1 Components of the Module
Front View f f
Bottom View
© @
Allen-Bradley \\\O "o~
~ 4 O wmoD il § m \
O NETA
1203-EN1 O ners
EtherNet/IP to SCANport
10/100 Mbps
+ Sena\ SCANDort ADDCF'\+DC
@ © i bbb
Item | Part Description
@ | Status Indicators |Four LEDs that indicate the status of the EtherNet/IP connection, SCANport,
and the module itself. Refer to Chapter 7, Troubleshooting.
@® |Web Pages Enables and disables the module web pages. Refer to Chapter 2, Setting the
Switch (SW2) Web Pages Switch. SW1 is unused.
© | Ethernet An RJ-45 connector for the Ethernet cable. The connector is CAT-5 compliant
Connector to ensure reliable data transfer on 100Base-TX Ethernet connections.
@ |24VDC Power |24 VDC (+15% /-25%) power connection. If the 20-XCOMM-AC-PS1 is used,
Terminal Block  |this terminal block can be used to daisy-chain 24 VDC to other 1203-EN1’s.
@ | AC-to-DCConverter | Connection for optional 20-XCOMM-AC-PS1 AC-to-DC converter.
Connector
@® |SCANport A 20-pin, single-row shrouded male header. An interface cable is
Connector factory-connected to this connector and to a connector on the power supply
board in the 1203-EN1 enclosure base.
@ |RS232 DF1 Port |Used to connect software tools using 1203-SFC cable.
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Features

The EtherNet/IP-to-SCANport module features the following:

The module is an external module only. It requires DC power from
either an appropriate DC power source or AC-to-DC converter.
Connectors for both are provided.

A number of configuration tools can be used to configure the module
and connected drive. These include drive-configuration software tools
such as DriveExplorer (version 4.03 or higher) or DriveExecutive
(version 3.01 or higher). In addition, you can use a BOOTP server to
configure some of the network features on the module (for example,
the IP address).

Status indicators report the status of the drive, module, and network.

1I/0, including Logic Command/Reference and up to four pairs of
Datalinks, may be configured for your application using parameters.

Explicit messages (parameter read/write, etc.) are supported.

Master-Slave and/or Peer-to-Peer hierarchies can be set up so that the
module and connected SCANport drive transmit data to and from a
scanner and/or another SCANport drive on the network.

User-defined fault actions determine how the module and SCANport
drive respond to communication disruptions on the network.

Each module has Web pages that display information about the
module and the connected drive.

The module can be configured to send e-mail messages to desired
addresses when selected drive faults occur and/or are cleared, and/or
when the module takes a communication or idle fault action.
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Compatible Products

The EtherNet/IP-to-SCANport module is compatible with Allen-Bradley
drives and other products that support SCANport. SCANport is a
standard peripheral communication interface. At the time of publication,
compatible products include:

e 1305 Drives e 1397 DC Drives

e 1336 PLUS Drives e 1394 Servo Drives

e 1336 PLUS II Drives e 1557 Drives

e 1336 IMPACT Drives e SMC Dialog Plus

e 1336 FORCE Drives e SMP-3 Smart Motor Protectors
e 1336 REGEN Units e 2364F RGU Units

e 1336 SPIDER Drives

Required Equipment

Equipment Shipped with the Module
When you unpack the module, verify that the package includes:

O One EtherNet/IP-to-SCANport module in metal enclosure
U This manual

User-Supplied Equipment
To install and configure the 1203-EN1 module, you must supply:

O A small flathead screwdriver (for wiring the DC power connector)
O Bulletin 1202 Communication Cable (1202-Cxx)
U Ethernet cable (refer to the EtherNet/IP Media Planning and
Installation Manual, Publication ENET-INOO].. ., for details.)
O Configuration tool, such as:
— DriveExplorer (version 4.03 or higher)
— DriveExecutive (version 3.01 or higher)
— BOOTP Server (version 2.1 or higher) (for network setup only)
QO Controller configuration software (Example: RSLogix 5000)
O A PC connection to the EtherNet/IP network or serial connection via
1203-SFC serial cable
O An AC/DC converter such as Allen-Bradley AC Power Adapter
(Catalog # 20-XCOMM-AC-PS1) when DC supply is unavailable.



Getting Started

Safety Precautions

Please read the following safety precautions carefully.

> D> b P

> B

ATTENTION: Risk of injury or equipment damage exists. Only
personnel familiar with drive and power products and the associated
machinery should plan or implement the installation, start-up,
configuration, and subsequent maintenance of the product using an
EtherNet/IP module. Failure to comply may result in injury and/or
equipment damage.

ATTENTION: Risk of equipment damage exists. The EtherNet/IP
module contains ESD (Electrostatic Discharge) sensitive parts that can
be damaged if you do not follow ESD control procedures. Static control
precautions are required when handling the module. If you are
unfamiliar with static control procedures, refer to Guarding Against
Electrostatic Damage, Publication 8000-4.5.2.

ATTENTION: Risk of injury or equipment damage exists. If the
EtherNet/IP module is transmitting control I/O to the drive, the drive
may fault when you reset the module. Determine how your drive will
respond before resetting an module.

ATTENTION: Risk of injury or equipment damage exists.
Parameters 30 - [Comm FIlt Action], 31 - [Idle FIt Action], and 51 -
[Peer Flt Action] let you determine the action of the module and
connected drive if communications are disrupted or the controller is
idle. By default, these parameters fault the drive. You can set these
parameters so that the drive continues to run. Precautions should be
taken to ensure that the settings of these parameters do not create a risk
of injury or equipment damage. When commissioning the drive, verify
that your system responds correctly to various situations (for example, a
disconnected cable or a faulted controller).

ATTENTION: Risk of injury or equipment damage exists. When a
system is configured for the first time, there may be unintended or
incorrect machine motion. Disconnect the motor from the machine or
process during initial system testing.

ATTENTION: Risk of injury or equipment damage exists. The
examples in this publication are intended solely for purposes of
example. There are many variables and requirements with any
application. Rockwell Automation, Inc. does not assume responsibility
or liability (to include intellectual property liability) for actual use of
the examples shown in this publication.
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Quick Start

This section is provided to help experienced users quickly start using the
EtherNet/IP module. If you are unsure how to complete a step, refer to
the referenced chapter.

Step Referto...

1 |Review the safety precautions for the module. Throughout This
Manual
2 | Verify that the drive is properly installed. Drive User Manual
3 |Install the module.
Panel or DIN rail mount the module. Verify that the drive is not | Cha ter 2,
powered. Then, connect the module to the network using an | Installing the
Ethernet cable and to the drive using a 1202 communications | Module
cable (1202-Cxx).
4 | Apply power to the module (and drive). Chapter 2,
The module requires DC power, either from a DC power Installing the
source or from an AC/DC converter. Apply power to the Module
module. Then apply power to the drive. The status indicators
should be green. If they flash red, there is a problem. Refer to
Chapter 7, Troubleshooting.
5 | Configure the module for your application. Chapter 3,
Set the parameters for the following module features as Configuring the
required by your application: Module
o |P address, subnet mask, and gateway address
o EtherNet/IP data rate
 |/O configuration
o Master-Slave or Peer-to-Peer hierarchy
o Fault actions
6 | Configure the scanner or bridge to communicate with the | Chapter 4,
module. Configuring the
Use a software tool such as RSLogix 5000 to configure the | Scanner or Bridge
master on the EtherNet/IP network to recognize the module
and drive.
7 | Create a ladder logic program. Chapter 5,
Use a programming tool such as RSLogix to create a ladder  |Using /0
logic program that enables you to: Messaging
o Control the module and connected drive using I/O.
* Monitor or configure the drive using Explicit messages. Chapter 6,
Using Explicit

Messaging
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Modes of Operation

The module uses four status indicators to report its operating status.
They can be viewed on the 1203-EN1 enclosure cover. See Figure 1.2.

Figure 1.2 Status Indicators

PN
@)

@ Allen-Bradley \ \O Por™
QO MoD
QO NETA
1203-EN1 O nere
EtherNet/IP to SCANport
10/100 Mbps

\\\ \\\\ @

5

n ®

Item |Status |Normal

Indicator | Status (!

Description

@ |PORT |Green

Normal Operation. The module is properly connected and is
communicating with the drive.

® |MOD Green

Normal Operation. The module is operational and is
transferring 1/0 data.

Flashing
Green

Normal Operation. The module is operational but is not
transferring 1/0 data.

© |NETA |Green

Normal Operation. The module is properly connected and
communicating on the network.

Flashing
Green

Normal Operation. The module is properly connected but
does not have an I/O or Explicit Messaging connection.

@® |NETB |Flashing
Green

Normal Operation. The module is properly connected and is
transmitting data packets on the network.

off

Normal Operation. The module is not transmitting data
packets.

()" If all status indicators are off, the module is not receiving power. Refer to Chapter 2,
Installing the Module, for instructions on installing the module.

If any other conditions occur, refer to Chapter 7, Troubleshooting.
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Installing the Module

Chapter 2 provides instructions for installing the module.

Topic Page
Preparing for an Installation 2-1
Setting the Web Pages Switch 2-1
Mounting the Module 2-3
Connecting the Module to the Network and Drive 2-5
Applying Power 2-6
Commissioning the Module 2-8

Preparing for an Installation
Before installing the EtherNet/IP-to-SCANport module:

e Read the EtherNet/IP Performance and Application Guide,
Publication ENET-APOO1..., and EtherNet/IP Media Planning and
Installation Manual, Publication ENET-INOOI....

e Verify that you have all required equipment. Refer to Chapter 1,
Getting Started.

Important: To guard against device malfunction, use a grounding wrist
strap when installing the EtherNet/IP module.

Setting the Web Pages Switch

To use the module web pages, the Web Pages Switch must be set to its
“Enable Web” position.

Important: A new setting is recognized only when power is applied to
the module, or the module is reset. If you change a setting,
cycle power or reset the module.
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ATTENTION: Risk of equipment damage exists. The EtherNet/IP

A module contains ESD (Electrostatic Discharge) sensitive parts that can
be damaged if you do not follow ESD control procedures. Static control
precautions are required when handling the module. If you are
unfamiliar with static control procedures, refer to Guarding Against
Electrostatic Damage, Publication 8000-4.5.2.

Set the Web Pages Switch (SW2) to enable or disable the module web
pages (see Figure 2.1 and setting descriptions below). By default, the
module web pages are disabled. For complete details on module web
pages, see Chapter 8, Viewing the Module’s Web Pages.

Figure 2.1 Setting Web Pages Switch

Disable Web UNUSED
Position\ SWITCH

4
.

o= -——

¢

A

Enable Web \ WEB PAGES
Position SWITCH

|
I8

Serial  SCANport AbP_+DC-
I t

=i

SW2 Setting Description

Up position Disables the module web pages (default setting).
(UP = OFF)

Down position Enables the module web pages.

(DN = ON)
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Mounting the Module

ATTENTION: Risk of equipment damage exists. During panel or
DIN rail mounting, be sure that all debris (metal chips, wire strands,
etc.) is kept from falling into the module enclosure. Debris that falls
into the enclosure could cause damage on power up.

Panel or DIN rail mount the module before connecting the module to the
network and drive.

Minimum Spacing

1203-EN1’s can be zero-stacked (side-by-side mounting). Allow 75 mm
(3 in.) of space on the bottom of the module for cable entry. Allow at
least 85 mm (3.2 in.) of enclosure clearance depth to accommodate the
module.

Panel Mounting Using the Dimensional Drawing

Mount the module to a panel using two M4 or #8 panhead screws
(supplied separately).

Figure 2.2 Panel Mounting Dimensions

T4 96,3 mm
(0.16) (3.79) ’ (in.)

T®

@ Allen-Bradley =~ O ror

O w™moD
O NETA
QO NETB
1203-EN1
853 EtherNet/IP to SCAN
therNe (e} ort
(3.36) 10/100 Mbps ’
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Panel Mounting Procedure Using Module as a Template

The following procedure enables you to use the assembled module as a
template for drilling holes in the panel.

1. Using the assembled module as a template, carefully mark the center
of both holes on the panel.

2. Remove the module to a clean location.

3. Dirill and tap the mounting holes for the recommended M4 or #8
panhead screws (supplied separately).

4. Place the module back on the panel, and check for proper hole
alignment.

5. Attach the module to the panel using the mounting screws.

DIN Rail Mounting
The module can be mounted using the following DIN rails:

e 35x7.5mm (EN 50022 -35x7.5)
e 35x 15 mm (EN 50022 - 35 x 15)

Before mounting the module on a DIN rail, open the DIN rail latch.
Press the DIN rail mounting area of the module against the DIN rail, and
manually lock the DIN rail latch (Figure 2.3).

Figure 2.3 DIN Rail Mounting
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Connecting the Module to the Network and Drive

high voltages that can cause injury or death. Remove power from the
drive, and then verify power has been discharged before installing or
removing an module.

f ATTENTION: Risk of injury or death exists. The drive may contain

Unpredictable operation may occur if you fail to verify that parameter
settings are compatible with your application. Verify that settings are
compatible with your application before applying power to the drive.

2 ATTENTION: Risk of equipment damage, injury or death exists.

1. Remove power from the drive.

2. Connect an Ethernet cable to the EtherNet/IP network. See
Figure 2.4 for an example of wiring to an EtherNet/IP network.

3. Route the Ethernet cable to the module, and insert the cable’s plug
into the mating module receptacle.

4. Connect a 1202-Cxx Communication Cable to the mating connector
on the module, and then to the port on the drive.

Figure 2.4 Connecting the Ethernet Cable to the Network

Router ControlLogix with
(optional) EtherNet/IP Bridge 1305 Drive
1203-EN1
EtherNet/IP
Module
O Ethernet Cable 1202-Cxx
ot Communication
Cable



2-6

Installing the Module

Applying Power

ATTENTION: Risk of equipment damage, injury, or death exists.
Unpredictable operation may occur if you fail to verify that parameter
settings are compatible with your application. Verify that settings are
compatible with your application before applying power to the drive.

The 1203-EN1 module requires DC power from either an appropriate
DC power source or an AC-to-DC converter. Connectors for both are
provided.

Important: In either case, the DC power source or AC-to-DC converter
that you use must be capable of providing 150 mA @ 18-27
VDC.

Using 24 VDC Power Terminal Block

”

1. Connect the “+” and *“-” wires of your DC power source to the 2-pin
linear plug (provided with the 1203-EN1 module), matching the
respective polarity.

2. Insert the 2-pin linear plug into the mating 24 VDC power terminal
block (Figure 2.1).

Using AC-to-DC Converter Connector

Plug the AC-to-DC converter such as an Allen-Bradley
20-XCOMM-AC-PS1 AC Power Adapter into the mating DC ADP
receptacle (Figure 2.1).

Powering Daisy-Chained 1203-EN1 Modules

You can power additional modules by daisy-chaining them together. For
each module in the chain, connect all DC “+” terminals together and all
DC “-” terminals together (Figure 2.5). We highly recommend using
twisted wire pairs for better noise immunity.
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Figure 2.5 Powering Multiple Modules via Daisy Chaining

[l ﬁ

h

/
¥
_or- | ‘= DC Power
~~~" Source

AC-to-DC
Converter

The number of 1203-EN1’s that can be daisy-chained together is
dependent on the available output capacity of the DC power source or
AC-to-DC converter. The following example illustrates how to
determine the number of daisy-chained 1203-EN1’s that can be powered.

Example: Suppose the 1203-EN1’s being daisy-chained will be powered
by the Allen-Bradley AC-to-DC Converter 20-XCOMM-AC-PS1, which
has an output capacity of 830 mA. Since the current consumed by the
1203-EN1 is 150 mA at 24 VDC, divide the power source’s available
output capacity by this consumption (830 mA + 150 mA = 5.533), and
round down the result. For this example, 5 daisy-chained 1203-EN1’s
can be powered.

LED Status Indication at Power-Up

After making the appropriate power wiring connection(s) to the
module(s), apply power. When power is applied to a module for the first
time, the status indicators should be green or off after an initialization. If
the status indicators go red, there is a problem. Refer to Chapter 7,

Troubleshooting.
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Commissioning the Module

To commission the module, you must set a unique IP address. (Refer to
the Glossary for details about IP addresses.) After installing the module
and applying power, you can set the IP address by using a BOOTP server
or by setting module parameters.

By default, the module is configured so that you must set the IP address
using a BOOTP server. To set the IP address using module parameters,
you must disable the BOOTP feature. Refer to Chapter 3, Configuring
the Module, for details.

Important: New settings for some parameters (for example,
Parameters 03 - [IP Addr Cfg 1] through 06 - [IP Addr
Cfg 4]) are recognized only when power is applied to the
module or the module is reset. After you change parameter
settings, cycle power or reset the module.
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Configuring the Module

Chapter 3 provides instructions and information for setting the
parameters in the module.

Topic Page
Configuration Tools 31
Using DriveExplorer Software 32

Using BOOTP 3-3
Setting the IP Address, Subnet Mask, and Gateway Address 35
Setting the Data Rate 37
Setting the I/0 Configuration 37
3-8
39
3-1

Setting the Reference Adjustment
Selecting Master-Slave or Peer-to-Peer

Setting a Fault Action 3-13
Setting Web Features Access 315
Resetting the Module 3-16
Viewing the Module Configuration 3-17

For a list of parameters, refer to Appendix B, Module Parameters. For
definitions of terms in this chapter, refer to the Glossary.

Configuration Tools

The EtherNet/IP-to-SCANport module stores parameters and other
information in its own non-volatile memory. You must, therefore, access
the module to view and edit its parameters. The following tools can be
used to access the module parameters:

Tool Page
DriveExplorer Software (version 4.03 or higher) 3-2

BOOTP Server (for setting IP address, subnet 3-3
mask, and gateway address only)
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Using DriveExplorer Software

DriveExplorer can be used with the 1203-EN1 via two connection
methods: RS-232 Serial and EtherNet/IP.

RS-232 Serial (DriveExplorer Lite and Full versions)

A 1203-SFC cable (comes with 1203-SSS AnaCANda and available
separately) is used to connect a PC to the DF1 serial port on the
1203-EN1. The user can adjust parameters on the 1203-EN1 and the
connected Host drive. The Full version of DriveExplorer can also route
out over EtherNet/IP and access other Allen-Bradley drives on the
network. Refer to DriveExplorer documentation for details on
establishing a serial connection.

EtherNet/IP (DriveExplorer Full Version)

Most PC's today come with a built-in Ethernet port. EtherNet/IP
connectivity allows high speed communications (10/100 Mbps) and
faster updates versus an RS-232 serial connection. Refer to
DriveExplorer documentation for details on establishing an EtherNet/IP
connection.

Figure 3.1 Launched DriveExplorer Window for Configuring 1203-EN1 Module

&3 DriveExplorer =10 x|

File Edit Egzplore Actions Help

DEE| ' 2R& |y B 088 =&
=) Dievices - EtherNstfIP Direct 5 [ WP [ Name [ value Units | -
i [El-Nade 1! - Bul.1305 Drive Lz SCAMport Adapter z
; - Bul. 1305 Drive .34 230¥ 1122 BOOTP Disabled
: NI 1:2.3 1P Addr CFa 1 10
2.4 IP &ddr Cfg 2 a1
- Custom fiews 1:2.5 1P Addr CFg 3 100 o
- Compare Results 1:2.6 1P Addr CFa 4 55
1127 Subnet Cfig 1 255
¥ 128 Subnet Cfg 2 255
¥ o129 Subnet CFg 3 248
* 1210 Subnet CFg 4 1]
* 121 Gateway Cfg 1 10
* 12z Gateway Cfg 2 a1
* 1213 Gateway Cfg 3 L
#1214 Gateway Cfg 4 1
*o1r21s IP addr Act 1 10
* 11216 IP &ddr Act 2 91
* 217 IP &ddr &ct 3 100 LI
Far Help, press F1 ’7 v

After launching DriveExplorer, access the appropriate configuration
screens to set module parameters. Refer to the respective sections in this
chapter for setup details.
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Using BOOTP

By default, the module is configured so that you can set its [P address,
subnet mask, and gateway address by using a BOOTP utility. You can
select from a variety of BOOTP utilities. These instructions use
Rockwell’s BOOTP Server (version 2.1), a stand-alone program that
incorporates the functionality of standard BOOTP utilities with a
graphical interface. It is available from http://www.ab.com/networks.
Refer to the Readme file and online Help for detailed directions and
information.

TIP: If desired, you can disable BOOTP and configure the IP address,
subnet mask, and gateway address by setting parameters. For details,
refer to Setting the IP Address. Subnet Mask, and Gateway Address in
this chapter.

To configure the module IP address, subnet mask, and gateway
address using BOOTP Server

1. On the module label, locate and note the module’s hardware address.

2. On a computer connected to the EtherNet/IP network, start the
BOOTP software. The BOOTP Server window appears. Devices on
the network issuing BOOTP requests appear in the BOOTP Request
History list.

Figure 3.2 BOOTP Server Window
RS BODTP Server 2.1 & =

File Tools Help
~BOOTP Request Histor

[ themircsee) | Ethemet Address (MAC) | IP Address | Subret Mask | Gateway

13:30:59 O0:00:BC:02:60:09
13:30:54 00:00:BC:08:60:09
133051 00:00:BC:08:60:09

- Relatian L

Mew | Ethemet Addiess (MAC) | IF Addiess | Subnet Mask. [ Gateway

Delete,
Efiztle EWETE
[reable BEAE
Foree | FHEREw

Statu
(Unah\a to service BOOTF request from 00:00.BC:08:60:09: Mo entry in Relation List

3. Inthe BOOTP Request History list, double-click the hardware
address (Ethernet MAC address) of the module.
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The New Entry dialog box appears.
Figure 3.3 New Entry Dialog Box

Hew Entiy E

Ethernet Address (MAC) [00:00:BC:08:60:09

IPAddess| 131 . 200 . 130 . 178
SubnetMask| 255 . 255 . 254 . O
Gatewsy | 131 . 200 . 130 . 1|

Cancel |

4. Enter in the following data:

Box (7 Type

IP Address A unique IP address for the module

Subnet Mask | The subnet mask for the module’s network

Gateway The IP address of the gateway device on the module’s network

M For definitions,

refer to the Glossary.

5. Click OK to apply the settings. The module appears in the Relation

List with the new settings.

Figure 3.4 BOOTP Server Window with a Module in the Relation List
B4 BODTP Server MEE|
Fle Tooks Help

~ BOOTP Request Histor
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Disable BOOTP
Force IP Renew
Status
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6. To assign this configuration to the module permanently, click

Disable BOOTP. When power is cycled on the module, it will use

the configurat

>

necess
modul

7. To save the R

ion you assigned it and not issue new BOOTP requests.

TIP: To enable BOOTP for an module that has had BOOTP
disabled, first select the module in the Relation List (add if

ary), then click Enable BOOTP, and finally reset the
e.

elation List, select File > Save.
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Setting the IP Address, Subnet Mask, and Gateway
Address

By default, the module is configured so that you set its IP address, subnet
mask, and gateway address using a BOOTP server. If you want to set
these features using the module’s parameters instead, you must disable
BOOTP and then set the appropriate parameters in the module using a
serial connection.

DriveExplorer (version 4.03) was used for set up examples in this
chapter. Different versions of software may differ in appearance and
procedures.

To disable the BOOTP feature

1. Set the value of Parameter 02 - [BOOTP] to Disabled.

Table 3.A Parameter 02 - [BOOTP] Setup Values

Value |Setting
0 Disabled
1 Enabled (Default)

2. Reset the module. See Resetting the Module section in this chapter.

After disabling the BOOTP feature, you can then configure the IP
address, subnet mask, and gateway using the module’s parameters.

To set an IP address using parameters

1. Verity that Parameter 02 - [BOOTP] is set to Disabled. This
parameter must be set to Disabled to configure the IP address using
parameters.

2. Set the value of Parameters 03 - [IP Addr Cfg 1] through 06 - [IP
Addr Cfg 4] to a unique IP address.

Figure 3.5 Example IP Address Parameter Setup Values

Default = 0.0.0.0 255 . 255 . 255 . 255

[IP Addr Cfg 1]
[IP Addr Cfg 2]
[IP Addr Cfg 3]
[IP Addr Cfg 4]
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3. Reset the module. See Resetting the Module section in this chapter.

The Net A status indicator will be solid green or flashing green if the
IP address is correctly configured.

To set a subnet mask using parameters

1. Verify that Parameter 02 - [BOOTP] is set to Disabled. This
parameter must be set to Disabled to configure the subnet mask using
parameters.

2. Set the value of Parameters 07 - [Subnet Cfg 1] through 10 -
[Subnet Cfg 4] to the desired value for the subnet mask.

Figure 3.6 Example Subnet Mask Parameter Setup Values

Default = 0.0.0.0 255.255 . 255. 255

[Subnet Cfg 1|]
[Subnet Cfg 2]
[Subnet Cfg 3]
[Subnet Cfg 4]

3. Reset the module. See Resetting the Module section in this chapter.

To set a gateway address for the module using parameters

1. Verify that Parameter 02 - [BOOTP] is set to Disabled. This
parameter must be set to Disabled to configure the gateway address
using parameters.

2. Set the value of Parameters 11 - [Gateway Cfg 1] through 14 -
[Gateway Cfg 4] to the IP address of the gateway device.

Figure 3.7 Example Gateway Parameter Setup Values

Default = 0.0.0.0 255 . 255 . 255 . 255

[Gateway Cfg 1]
[Gateway Cfg 2]
[Gateway Cfg 3]
[Gateway Cfg 4]

3. Reset the module. See Resetting the Module section in this chapter.
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Setting the Data Rate

By default, the module is set to autodetect, so it automatically detects the
data rate and duplex setting used on the network. If you need to set a
specific data rate and duplex setting, the value of Parameter 27 - [EN
Rate Cfg] determines the Ethernet data rate and duplex setting that the
module will use to communicate. For definitions of data rate and duplex,
refer to the Glossary.

1. Set the value of Parameter 27 - [EN Rate Cfg] to the data rate at
which your network is operating.

Table 3.B Parameter 27 - [EN Rate Cfg] Data Rate Setup Values

Value | Data Rate

0 Autodetect (default)
1 10 Mbps Full

2 10 Mbps Half

3 100 Mbps Full

4 100 Mbps Half

2. Reset the module. See Resetting the Module section in this chapter.

Setting the I/O Configuration

The I/O configuration determines the data that is sent to and from the
drive. Logic Command/Status, Reference/Feedback, and Datalinks may
be enabled or disabled. A “1” enables the I/O. A “0” disables the I/0.

1. Set the bits in Parameter 32 - [SP I/O Cfg].

Table 3.C Parameter 32 - [SP I/O Cfg] Bit Assignments

Bit |Description

Logic Command/Reference (Default)
Datalink A

Datalink B

Datalink C

Datalink D

-7 |Not Used

AW = O

Bit 0 is the right-most bit.

2. If Logic Command/Reference is enabled, configure the parameters in
the drive to accept the Logic Command and Reference from the
module. For example, set Parameter 5 - [Freq Select 1] in a 1305
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drive to “Adapter 2” so that the drive uses the Reference from the
module. Also, verify that the mask parameters (for example,
Parameter 92 - [Logic Mask]) in the drive are configured to receive
the desired logic from the module. Refer to the documentation for
your drive for details.

3. If you enabled one or more Datalinks, configure parameters in the
drive to determine the source and destination of data in the
Datalink(s). For example, configure the datalinks in 1305 drives by
setting Parameters 111 - [Data In A1] to 126 - [Data Out D2].
Also, ensure that the EtherNet/IP module is the only module using
the enabled Datalink(s).

4. Reset the module. See Resetting the Module section in this chapter.

The module is ready to receive I/0. You must now configure the module
to receive I/O from a master or peer device. Refer to Selecting
Master-Slave or Peer-to-Peer in this chapter. If you select a Master-Slave
hierarchy, you must also configure the master to communicate with the

module. Refer to Chapter 4, Configuring the Scanner or Bridge.

Setting the Reference Adjustment

A Reference Adjustment is a percent scaling factor for the Reference
from the network and can be set from 0 to 200%. This allows the drive’s
Reference to either match the network Reference (=100%), scale below
the network Reference (<100%), or scale above the network Reference
(>100%).

personal injury, note that changes to Parameter 47 - [Ref
Adjust] take effect immediately. A drive receiving its
Reference from the module will receive the newly scaled
Reference, resulting in a change of speed.

2 ATTENTION: To guard against equipment damage and/or

If the module is receiving a Reference, adjust the scale using Parameter
47 - [Ref Adjust]. It can be scaled between 0.00 and 200.00%. The
default is 100.00%.

The adjustment takes effect as soon as it is entered.
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Selecting Master-Slave or Peer-to-Peer

A hierarchy determines the type of device with which the module
exchanges data. In a Master-Slave hierarchy, a module exchanges data
with a master, such as a scanner or bridge. In a Peer-to-Peer hierarchy, a
module exchanges data with one or more EtherNet/IP modules connected
to devices that have compatible Logic Command/Status words.

For both master-slave and peer-to-peer hierarchies, the devices
exchanging data must be on the same IP subnet. See “IP Addresses” in
the Glossary for information about IP subnets.

To set a Master-Slave hierarchy

1. Enable the desired I/O in Parameter 32 - [SP I/O Cfg]. Refer to
Setting the I/0 Configuration in this chapter.

2. Set the bits in Parameter 45 - [M-S Input]. This parameter
determines the data received from the master by the drive. A “1”
enables the I/0. A “0” disables the I/0.

Table 3.0 Parameter 45 - [M-S Input] Bit Assignments

Bit |Description
0 Logic Command/Reference (Default)
1 Datalink A Input
2 Datalink B Input
3 Datalink C Input
4 Datalink D Input
5-7 |Not Used
Bit 0 is the right-most bit.

3. Set the bits in Parameter 46 - [M-S Output]. This parameter
determines the data transmitted from the drive to the scanner. A “1”
enables the I/0. A “0” disables the 1/0.

Table 3.E Parameter 46 - [M-S Output] Bit Assignments

Bit |Description
Status/Feedback (Default)
Datalink A Output
Datalink B Output
Datalink C Output
Datalink D Output

-7 |Not Used

BN = O

Bit 0 is the right-most bit.
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4. Reset the module. See Resetting the Module section in this chapter.

The module is ready to receive I/O from the master (i.e., scanner). You
must now configure the scanner to recognize and transmit I/O to the

module. Refer to Chapter 4, Configuring the Scanner or Bridge.

To set a module to transmit Peer-to-Peer data

1. Verify that Parameter 61 - [Peer Out Enable] is set to Off. This
parameter must be Off while you configure peer output parameters.

Table 3.F Parameter 61 - [Peer Out Enable] Setup Values

Value | Setting
0 Off (Default)
1 On

2. Select the source of the data to output to the network in Parameter
59 - [Peer A Output].

Table 3.G Parameter 59 - [Peer A Output] Setup Values

Value |Description

0 Off (Default)

1 Logic Command/Reference
2-5 Datalink A, B, C, or D Input
6-9 |Datalink A, B, C, or D Output

3. If desired, select an additional source of the data to output to the
network in Parameter 60 - [Peer B Output].

Table 3.H Parameter 60 - [Peer B Output] Setup Values

Value |Description

0 Off (Default)

1 Logic Command/Reference
2-5 |Datalink A, B, C, or D Input
6-9 |Datalink A, B, C, or D Output

4. Set Parameters 62 - [Peer Out Time] and 63 - [Peer Out Skip] to
establish the minimum and maximum intervals between Peer
messages. Because the module transmits Peer messages when a
change-of-state condition occurs, minimum and maximum intervals
are required.

— The minimum interval ensures that the module does not transmit
messages on the network too often, thus minimizing network
traffic. It is set in Parameter 62 - [Peer Out Time]. The default
is 10.00 seconds.
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— The maximum interval ensures that the module transmits
messages often enough so that the receiving module(s) can
receive recent data and verify that communications are working
or, if communications are not working, can timeout. The
maximum interval is the value of Parameter 62 - [Peer Out
Time] multiplied by the value of Parameter 63 - [Peer Out
Skip], which has a default of 1.

For example, suppose the minimum interval (Parameter 62 - [Peer
Out Time]) is set to 2.00 seconds, and the desired maximum interval
is 4.00 seconds. Then, the Parameter 63 - [Peer Out Skip] value
would be “2” (2.00 x 2 = 4.00).

Set Parameter 61 - [Peer Out Enable] to On (value = 1). The
module will transmit the data selected in Parameters 59 - [Peer A
QOutput] and 60 - [Peer B Output] to the network. Another module
must be configured to receive the Peer I/O data.

To set a module to receive Peer-to-Peer data

1.

Verify that Parameter 57 - [Peer Inp Enable] is set to Off. This
parameter must be set to Off while you configure the peer input
parameters.

Table 3.1 Parameter 57 - [Peer Inp Enable] Setup Values

Value | Setting
0 Off (Default)
1 On

In Parameters 52 - [Peer Inp Addr 1] through 55 - [Peer Inp Addr
4], set the IP address of the node from which you want to receive
data. Valid nodes must have 1203-EN1 modules connected to drives
with compatible Logic Command/Status words.

Figure 3.8 Example Peer Input Address 1 Parameter Setup Values

IP Address of Node 055 . 955 . 955 . 955
Transmitting Peer 1/0 |

[Peer Inp Addr 1]
[Peer Inp Addr 2]
Default = 0.0.0.0 [Peer Inp Addr 3]
[Peer Inp Addr 4]
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3. Select the destination of the data that is input to the drive as Peer A in
Parameter 48 - [Peer A Input].

Table 3.0 Parameter 48 - [Peer A Input] Setup Values

Value |Description
0 Off (Default)
1 Logic Command/Reference
2-5 |Datalink A, B, C, or D Input

4. If desired, select the destination of the data to input to the drive as
Peer B in Parameter 49 - [Peer B Input].

Table 3.K Parameter 49 - [Peer B Input] Setup Values

Value |Description
0 Off (Default)
1 Logic Command/Reference
2-5 |Datalink A, B, C, or D Input

5. If the module receives a Logic Command, set the bits in Parameter
50 - [Peer Cmd Mask] that the drive should use. The bit definitions
for the Logic Command word will depend on the drive to which the
module is connected. Refer to Appendix D or drive documentation.

Master device and a Peer device, each command bit must have only one
source. This includes the stop bit. The source of command bits set to
“0” will be the Master device. The source of command bits set to “1”
will be the Peer device.

2 ATTENTION: If the module receives a Logic Command from both a

Table 3.L Parameter 50 - [Peer Cmd Mask] Setup Values

Value |Description
0 Ignore this command bit. (Default)
1 Use this command bit.

6. Set Parameter 56 - [Peer Inp Timeout] to the maximum amount of
time the module will wait for a message before timing out. The
default is 10.00 seconds.

Important: This value must be greater than the product of
Parameter 62 - [Peer Out Time] multiplied by
Parameter 63 - [Peer Out Skip] in the module from
which you are receiving 1/0.

For example, if the value of Parameter 62 - [Peer Out Time] is 2.00
and the value of Parameter 63 - [Peer Out Skip] is 2 (2.00x 2 =
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4.00), then Parameter 56 - [Peer Inp Timeout] needs to have a
value greater than 4.00, such as 5.00.

7. Set the action in Parameter 51 - [Peer Flt Action] that the module
will take if it times out.

ATTENTION: Risk of injury or equipment damage exists.
Parameter 51 - [Peer Flt Action] lets you determine the action of the
module and connected drive if communications are disrupted. By
default, this parameter faults the drive. You can set this parameter so
that the drive continues to run. Precautions should be taken to ensure
that the setting of this parameter does not create a hazard of injury or
equipment damage. When commissioning the drive, verify that your
system responds correctly to various situations (for example, a
disconnected cable).

Table 3.M Parameter 51 - [Peer Flt Action] Setup Values

Value | Description
0 Fault (Default)
1 Zero Data

2 Hold Last

3 Send Fit Cfg

For details, see Setting a Fault Action section in this chapter.

8. Set Parameter 57 - [Peer Inp Enable] to On (value = 1).

9. Reset the module. See Resetting the Module section in this chapter.

The module is now configured to receive Peer I/O from the specified
node. Ensure that the specified node is configured to transmit Peer I/O.
Parameter 58 - [Peer Inp Status] will display “Running” if Peer I/O is
working.

Setting a Fault Action

By default, when communications are disrupted (for example, a cable is
disconnected) or the scanner is idle (for example, in program mode or its
controller is faulted), the drive responds by faulting if it is using I/O from
the network. You can configure a different response to communication
disruptions using Parameter 30 - [Comm FIt Action] and a different
response to an idle scanner using Parameter 31 - [Idle FIt Action].
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ATTENTION: Risk of injury or equipment damage exists.
Parameters 30 - [Comm FIt Action] and 31 - [Idle FIt Action] let you
determine the action of the module and connected drive if
communications are disrupted or the scanner is idle. By default, these
parameters fault the drive. You can set these parameters so that the
drive continues to run. Precautions should be taken to ensure that the
settings of these parameters do not create a risk of injury or equipment
damage. When commissioning the drive, verify that your system
responds correctly to various situations (for example, a disconnected
cable or faulted controller).

To change the fault action

Set the values of Parameters 30 - [Comm FIt Action] and 31 -[Idle FIt
Action] to the desired responses:

Table 3.N Parameters 30 - [Comm Flt Action] and 31 - [Idle Fit Action] Setup Values

Value |Action Description

0 Fault The drive is faulted and stopped. (Default)

1 Zero Data | The drive is sent 0 for output data after a communications
disruption. This does not command a stop.

2 Hold Last The drive continues in its present state after a
communications disruption.

3 Send Flt Cfg | The drive is sent the data that you set in the fault
configuration parameters (Parameters 34 - [Flt Cfg Logic]
through 43 - [Fit Cfg D2 In]).

Changes to these parameters take effect immediately. A reset is not required.

To set the fault configuration parameters

If you set Parameter 30 - [Comm FIt Action] or 31 - [Idle Flt Action]
to “Send Flt Cfg,” the values in the following parameters are sent to the
drive after a communications fault and/or idle fault occurs. You must set
these parameters to values required by your application.

Parameter |Name Description
34 FIt Cfg Logic | A 16-bit value sent to the drive for Logic Command.
35 FIt Cfg Ref A 16-bit value (0 — 65535) sent to the drive as a
36 — 43 FltCfgx1In | Reference or Datalink.
or
Flt Cfg x2 In

Changes to these parameters take effect immediately. A reset is not required.
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Setting Web Features Access

By accessing the IP address set for the module using a web browser, you
can view the module’s web pages for information about the module and
the drive to which it is connected. Additionally, the module can be
configured to automatically send e-mail messages to desired addresses
when selected drive faults occur and/or are cleared, and/or when the
module takes a communication or idle fault action. For more details on
the module’s web pages, refer to Chapter 8, Viewing the Module’s Web

Pages.

By default, the module web pages are disabled.

To enable the module web pages

e Refer to Figure 2.1 and set the Web Pages Switch (SW2) to the
“Enable Web” (down) position.

Important: For a change to the switch setting to take effect, the
module must be reset (see Resetting the Module section
in this chapter).

Bit 0 of Parameter 65 - [Web Features] is used to protect the
configured settings for e-mail notification. By default, settings are not
protected. To protect an e-mail configuration, set the value of E-mail Cfg
Bit 0 to “0” (Disabled). You can unprotect the configuration by changing
Bit 0 back to “1” (Enabled). E-mail notification will always remain
active regardless of whether or not its settings are protected — unless
e-mail notification was never configured. For more information about
configuring module e-mail notification or stopping e-mail messages,
refer to Chapter 8, Configure E-mail Notification Web Page).

Table 3.0 Parameter 65 - [Web Features] Bit Assignments

Bit Description
0 (right-most bit) | E-mail Cfg (Default = 1 = Enabled)
1-7 Not Used

Changes to this parameter take effect immediately. A reset is not required.
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Resetting the Module

Changes to switch settings and some module parameters require that you
reset the module before the new settings take effect. You can reset the
module by cycling power to the module or by using the following
parameter:

ATTENTION: Risk of injury or equipment damage exists. If the
module is transmitting control I/O to the drive, the drive may fault when
you reset the module. Determine how your drive will respond before
resetting a connected module.

Set Parameter 29 - [Reset Module] to Reset Module.

Table 3.P Parameter 29 - [Reset Module] Setup Values

Value |Description

0 Ready (Default)
1 Reset Module
2 Set Defaults

When you enter 1 = Reset Module, the module will be immediately
reset. When you enter 2 = Set Defaults, the module will set all module
parameters to their factory-default settings. After performing a Set
Defaults, enter 1 = Reset Module so that the new values take effect. The
value of this parameter will be restored to 0 = Ready after the module is
reset.
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Viewing the Module Configuration

The following parameters provide information about how the module is
configured. You can view these parameters at any time using
DriveExplorer (version 4.03 or higher) or DriveExecutive (version 3.01
or higher) software.

Param Number | Name Description

28 EN Rate Act The data rate used by the module.

15-18 IP Addr Act1 -4 | The actual IP address used by the module.
19-22 Subnet Act 1 -4 | The actual subnet mask used by the module.
23-26 Gateway Act 1 -4 | The actual gateway address used by the module.
33 SP I/0 Act The Reference/Feedback and Datalinks used by

the module. This value is the same as Parameter
32 - [SP /O Cfg] unless the parameter was
changed and the module was not reset.

58 Peer Inp Status | The status of the consumed peer input connection:
Values

0 = Off

1 = Waiting

2 =Running

3 = Faulted
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Notes:



Chapter 4

Configuring the Scanner or Bridge

Chapter 4 provides instructions on how to configure a ControlLogix
bridge to communicate with the module and connected 1305 drive.

Topic Page
Example Network 441
Adding a Bridge or Scanner to the 1/0 Configuration 4-2
Adding the Module and Drive to the 1/O Configuration 4-4
Saving the Configuration 4-7

Example Network

After the module is configured, the connected drive and module will be a
single node on the network. This chapter provides the steps that are
needed to configure a simple network like the network in Figure 4.1. In
our example, we will configure a 1756-ENBT bridge to communicate
with a drive using Logic Command/Status, Reference/Feedback, and
four 16-bit datalinks over the network.

Figure 4.1 Example EtherNet/IP Network

ControlLogix Controller

with 1756-ENBT Bridge 1305 Drive

1203-EN1
EtherNet/IP
Module

Computer with
Ethernet/IP Connection
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Adding a Bridge or Scanner to the I/O Configuration

To establish communications over an EtherNet/IP network, you must
first add the controller and its scanner or bridge to the I/O configuration.

1. Start RSLogix 5000. The RSLogix 5000 window appears.

Figure 4.2 RSLogix 5000 Window

SUUL - LtherNetlP_Dema in SCANport_EtherNetiPACD [1756-L11* i =10/ x|
Mo Bk iww Semeh Logk Conmascaions Tooks Wk Help

| 0| & #|nle] ] ]_@I&II—EIEIQIEII

Ul 0s = Run [ d Pakc [AF_ETHIF1\I0 1 57 72\ Backplare'] & E

HoFoees b, I'::T i — ol
Wobds @ o I R = = e o | ¥
10| ahs T Favonives e FCoer_f Tpidpd | Compae

£ = Conbrolier Etharbist 0> _Dema
22 Corvrober Tags
L Coniruber Fauk Harrder

2. In the Control Organizer pane, right-click the I/O Configuration
folder and select New Module (Figure 4.2). The Select Module Type
dialog box (Figure 4.3) appears.

Figure 4.3 Select Module Type Dialog Box

Select Module Type x|
Type Mot Bevision
TS ENET/E E—— 3 )
Tupe |Description |
756 D20 1756 SA3000 Drive Intertace =
1756 Dhb1 1756 543100 Drive Intertacs
1758 M0 1756 4500 Dive Intertace [ |
1756 DME30 1756 583000 Drive Intetace
1756030 1756 503000 Driva Intetface
1756 DMF30 1756 73000 Drive Interface
1765 DM 1766 DeviceMlet Scanner
1756ENRT i 1756 10/100 s Ethemet Bricge, TwistecPair Media

55 Ethemnet Cummumcalmn Interface

1756-EWEB /& 1756 104100 Mhps Ethernel Bridge w/Enhanced Wb Services

1756 HSC 1756 High Speed Counter |
~Sho
Wendor: | All >| W Dther W Specialy 1/0 Select Al

I #palog W Digtal ¥ Communication [ Motion [ Controller Clear Al

0‘— oK Cancel | Hep |
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3. In the list, select the EtherNet/IP scanner or bridge used by your
controller and then select the major revision of its firmware in the
Major Revision box. In this example (Figure 4.3), we use a
1756-ENBT EtherNet/IP Bridge (Series B), so the 1756-ENBT/B
option is selected.

4. Click OK. The Module Properties dialog box (Figure 4.4) appears.

Figure 4.4 Module Properties Dialog Box - Page 1

il Module Properties - Local:5 (1756-ENET/B 2.1) |

General | Conneetion | Maduie Infe | Fert Configuration | Part Disgnostios | Backplane |

Sl 5 =

Type: 1756-ENET/B 1756 Ethemet Bridge

Wendor: Allen-Bradley

Parent Local

e IENEt_Scannel Address / Host Mam

Description: = @ |PAddress: | 100 . 91 . 97 L 73
| | ¢ HostName:

Besison:  [2 [T =] ElecionicKeying.  [Disabie Keying -

Status: Offine

0Kk | Cancel | amb | Heb

5. Edit the following:

Box Type

Name A name to identify the scanner or bridge.

Slot The slot of the EtherNet/IP scanner or bridge in the rack.

Revision The minor revision of the firmware in the scanner. (You
already set the major revision in the Select Module Type
dialog box, Figure 4.3.)

IP Address The IP address of the EtherNet/IP scanner or bridge.

Electronic Keying

Compatible Module. This setting for Electronic Keying
ensures the physical module is consistent with the software
configuration before the controller and scanner or bridge
make a connection. Therefore, ensure that you have set the
correct revision in this dialog box. Refer to the online Help if
the controller and scanner have problems making a
connection and you want to change this setting.

6. Click Finish>>.

The scanner or bridge is now configured for the

EtherNet/IP network. It appears in the I/O Configuration folder. In
our example, a 1756-ENBT bridge appears under the I/O
Configuration folder (Figure 4.5).

Figure 4.5 RSLogix 5000: I/O Configuration Folder
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Adding the Module and Drive to the I/0 Configuration

To transmit data between the scanner or bridge and the module, you must
add the 1203-EN1 module as a child device of the scanner or bridge.

1. In the Control Organizer pane, right-click on the scanner or bridge
and select New Module (Figure 4.6). In our example, we right-click
on the 1756-ENBT/B bridge.

Figure 4.6 Right-Clicking on the Scanner

EB 1} Configuration

Cuk Chrl+3
Copy Chrl+Z
Paste Chr|+4
Delete Del

Cross Reference Chrl+E

Primt: Chrl+F

W Properties [

The Select Module Type dialog box (Figure 4.7) appears.

Figure 4.7 Select Module Type Dialog Box

Select Module Type [<]
Tupe: Major Bevision:
ETHERNE T MODLLE m
Type | Desciiption
1734-AENT 24 1734 Ethemnet Adapter, Twisted-Pair Media
1756-ENBT 24 1756 104100 Mbps Ethemet Bridge, Twisted-Pair Media
1756-ENET 24 1756 Ethemet Commurication Interface
1756-ENET /B 1756 Ethemet Bridge
1788-ENBT 24 1788104100 Mbps Ethemet Bridge, Twisted-Pair Media

1794-AENT A4 1754 10/100 Mbps Ethemet Adapter, Twisted-Pai Media
ETHERMET-MODULE & e &

~Sh
Yendar: |4l 'I W Other W Specialty 140 Select All
¥ #nalog ¥ Digtal ™ Commurication ¥ Motion [ Controller Clesar 41l |

ok | Camel | Hep |

2. Select ETHERNET-MODULE (Figure 4.7) to configure a
1203-EN1, and then click OK.

The Module Properties dialog box (Figure 4.8) appears.
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Figure 4.8 Module Properties Dialog Box - Page 1
= Module Properties - ENet_Scanner (ETHERNET-MODULE 1.1} x|

General | Eonnectlnnl Module Inlol

Type: ETHERMETODULE Generic Ethernet Module
Wendor: Allen-Bradley
Parent: EMet_Scanner .
M ame: I!A‘m A5 Diive r— Connection F
Aggembly
Description; ;I Instance: Size:
Input: I _Ij [16-kit]
LI Output: I _Ij [16-bit]
Cornirn Farmat: IData -INT j
= LConfiguration: IE 0 = 8-bit
Address / Host Name : | (S
i+ |P Address: 0 .9 . 100 . 55 Statug [npu; I
© Host Name: I Status Dutput: I
Status: Offline oK I Cancel | Apply | Help

Edit the following information about the module:

Box Type

Name

A name to identify the module and drive.

Comm. Format |Data - INT.

This setting formats the data in 16-bit words.

IP Address

The IP address of the module.

Under Connection Parameters, edit the following:

Box Assembly Instance | Size
Input 1 The value will vary based on your
(This value is required.) | application (setting of Parameters 32 -
[SP I/0 Cfg] and 46 - [M-S Output]).
Output 2 The value will vary based on your
(This value is required.) | application (setting of Parameters 32 -
[SP I/0 Cfg] and 45 - [M-S Input]).
Configuration |6 0

(This value is required.)

(This value is required.)

The following table defines the number of 16-bit words that you need
for input and output depending on your configuration.

Table 4.A 1305 Drive (16-bit Reference/Feedback and Datalinks)

Input | Output | Logic Command/ | Reference/ Datalinks (16-bit)
Size |Size |Status Feedback (16-bit) (A |B |C |D
4 2 v v

6 4 v v v

8 6 v v v |V

10 8 v v v vV |V

12 10 v 4 v v |v |V
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> TIP: For instructions on configuring the I/O for the
module (Parameter 32 - [SP I/O Cfg]) and the
Master-Slave Hierarchy (Parameters 45 - [M-S Input]
and 46 - [M-S Output]), refer to Chapter 3, Configuring
the Module.

5. Click Next > to display the next page.

Figure 4.9 Module Properties Dialog Box - Page 2

il Module Properties - ENet_Scanner (ETHERNET-MODULE 1.1} E x|

General Connection | Madule Infa |

Bequested Packet Interval (RPI]: fo. Uams (1.0~ 3200.0 ms)
™ Inkibit Module

™ Major Fault On Controlles If Carinection Fails While in Run Mode:
Module Faul

Status: Offfine OK I Cancel | Apply | Help I

6. In the Requested Packet Interval (RPI) box, set the value to 5.0
milliseconds or greater. This value determines the maximum interval
that a controller should use to move data to or from the module. To
conserve bandwidth, use higher values for communicating with low
priority devices.

7. Click Finish>>. The new node (“AB1305_Drive” in this example)
now appears under the scanner or bridge (“ENet_Scanner” in this
example) in the I/O Configuration folder. If you double-click the
Data Types folder and then double-click on the Module-Defined
folder, you will see that module-defined data types and tags have
been automatically created. After you save and download the
configuration, these tags allow you to access the Input and Output
data of the module via the controller’s ladder logic.

Figure 4.10 RSLogix 5000 - Data Types and I/0 Configuration Folders

E| B Data Types
Pobe -Cﬁ, User-Defined

- Eﬁ, Skrings

- Q@, Predefined
e Cﬂ, Module-Defined
El 5] 1/0 Corfiguration

= ﬁ [5] 1756-EMET/E EMet_Scanner

: ETHERMET-MODULE AB1305_Drive
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Saving the Configuration

After adding the scanner or bridge and the module to the I[/O
configuration, you must download the configuration to the controller.
You should also save the configuration to a file on your computer.

1. Select Communications > Download. The Download dialog box
(Figure 4.11) appears.

Figure 4.11 Download Dialog Box

& Download ta the controller
Mame; EtherMetlP_Dema
Type: 175E-L1 44 ContiolLogi®6550 Controller

Path: AB_ETHIP-1410.91.97. 73\B ackplanet1
Security:  <None>

@ The contaller is in Remate Run mode. The mode will be changed to
Remote Program prior to download

e Cancel Help

> TIP: If a message box reports that RSLogix is unable to go
online, select Communications > Who Active to try to find
your controller in the Who Active dialog box. If it does not
appear, you need to add or configure the EtherNet/IP driver in
RSLinx. Refer to the RSLinx online help.

2. Click Download to download the configuration to the controller.
When the download is completed successfully, RSLogix enters
online mode and the I/0O OK box in the upper-left part of the screen
is green.

3. Select File > Save. If this is the first time that you saved the project,
the Save As dialog box appears. Navigate to a folder, type a file
name, and click Save to save the configuration to a file on your
computer.
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Notes:



Chapter 5

Using /0O Messaging

Chapter 5 provides information and examples that explain how to use a
ControlLogix controller to send I/O Messaging to control, configure, and
monitor a SCANport-based drive. A 1305 drive is used for the examples
in this chapter.

Topic Page  Topic Page
About I/0 Messaging 51 Using Reference/Feedback 5-4
Understanding the I/O Image | 5-2 Using Datalinks 5-5
Using Logic Command/Status |5-3 Example Ladder Logic Program 5-5

ATTENTION: Risk of injury or equipment damage exists. The
examples in this publication are intended solely for purposes of
example. There are many variables and requirements with any
application. Rockwell Automation, Inc. does not assume responsibility
or liability (to include intellectual property liability) for actual use of
the examples shown in this publication.

Important: At the time of publication, only ControlLogix controllers can
make an EtherNet/IP network I/O connection as described in
this chapter; PLC-5’s and SLC’s cannot. However, these
controllers can perform control using explicit messaging to the
CIP Register object and PCCC N41: and N42: files.

About I/0 Messaging

On EtherNet/IP, I/O messaging is used to transfer the data that controls
the 1305 drive and sets its Reference. I/O can also be used to transfer
data to and from Datalinks in 1305 drives.

The module provides many options for configuring and using I/O, including:

e The size of I/O can be configured by enabling or disabling the Logic
Command/Reference and Datalinks.

e A Master-Slave hierarchy or a Peer-to-Peer hierarchy can be set up.

Chapter 3, Configuring the Module, and Chapter 4, Configuring the
Scanner or Bridge, discuss how to configure the module and scanner or
bridge on the network for these options. The Glossary defines the
different options. This chapter discusses how to use I/O after you have
configured the module and scanner or bridge.
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Understanding the I/O Image

The terms input and output are defined from the scanner’s point of view.
Therefore, Output I/O is data produced by the scanner and consumed by
the EtherNet/IP module. Input I/O is status data that is produced by the
module and consumed as input by the scanner. The I/O image table will
vary based on the following:

e Configuration of /O (Parameter 32 - [SP I/O Cfg]). If any of the I/O
is not enabled, the image table is truncated. The image table always
uses consecutive words starting at word 0.

Figure 5.1 illustrates an example of an I/O image with all Datalinks enabled.

Figure 5.1 Example I/O Image with All /O Enabled

EtherNet/IP SCANport
Controller || Scanner Adapter Drive
Word and I/0
Output 0 Logic Command [## Logic Command
Image 1 Reference | Reference
(Write) 2 Datalink A1 P Dataln At
3 Datalink A2 % DatalnA2
L1 4, 4 Datalink B1 =% DatalnB1
5 Datalink B2 P DatalnB2
6 Datalink C1 P Dataln C1
7 Datalink C2 =% DatalnC2
8 Datalink D1 7 DatalnD1
9 Datalink D2 =% DatalnD2
Input 0 PadWord ("
Image 1 PadWord "
(Read) 2 logicStatus  [#F] Logic Status
3 Feedback 1| Feedback
4 Datalink A1 1 Data Out A1
> L2 || 5 Datalink A2 *5| DataOutA2
6 Datalink B1 1 Data Out B1
7 Datalink B2 #¢={ Data Out B2
8 Datalink C1 1 DataOutC1
9 Datalink C2 1 Data Out C2
10 Datalink D1 9= DataOut D1
11 Datalink D2 M Data Out D2
> |Message|‘ _| Message |_._ ‘_| Message
|| Handler T Buffer Handler

M Required by ControlLogix. May or may not be required by other controllers.

In Figure 5.1, the configuration is shown using 10 words of output and
12 words of input (the scanner adds two pad words at the beginning of
the input). Depending on your application needs, this may vary.
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Figure 5.2 illustrates an example of an I/O image that does not use all of
the I/0 data. Only the Logic Command/Reference and Datalink B are
enabled.

Figure 5.2 Example I/O Image with Only Logic/Reference and Datalink B Enabled

EtherNet/IP SCANport
Controller || Scanner Adapter Drive
Word and I/0
Output 0 Logic Command > | ogic Command
Image 1 Reference > Reference
(Write) 2 Datalink B1 Data In A1
3 Datalink B2 Data In A2
l > Data In B1
> Data In B2
Data In C1
Data In C2
Data In D1
Data In D2
Input 0 PadWord " Logic Status
Image 1 Pad Word (" J7 Feedback
(Read) 2 Logic Status <+ ’f Data Out A1
3 Feedback Data Out A2
- 4 Datalink B1 Data Out B1
5 Datalink B2 Data Out B2
Data Out C1
Data Out C2
Data Out D1
Data Out D2

M Required by ControlLogix. May or may not be required by other controllers.

Using Logic Command/Status

When enabled, the Logic Command is word 0 in the output image and
the Logic Status is word 2 in the input image. The Logic Command is a
16-bit word of control produced by the scanner and consumed by the
module. The Logic Status is a 16-bit word of status produced by the
module and consumed by the scanner.

This manual contains the bit definitions for compatible products
available at the time of publication in Appendix D, Logic Command/
Status Words. For other products, refer to their documentation.
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Using Reference/Feedback

When enabled, Reference begins at word 1 (16-bit) in the Output image
and Feedback begins at word 3 in the Input image. The Reference (16
bits) is produced by the controller and consumed by the module. The
Feedback (16 bits) is produced by the module and consumed by the
controller.

The Reference value is a scaled value; it is not an engineering value. For
example, in 1305 drives, the Reference is scaled based on the value of
Parameter 19 - [Maximum Freq] where “32,767” equals the Parameter
19 frequency value, and “0” equals 0 Hz. Table 5.A shows example
References and their results on a 1305 drive that has its Parameter 19 -
[Maximum Freq] set to 60 Hz (default).

Table 5.A Example Speed Reference and Feedback for a 1305 Drive

Reference Scale Feedback
Value Percent Value Output Speed | Value
32767 100% 60 Hz 60 Hz 32767
16384 50% 30 Hz 30 Hz 16384
8192 25% 15 Hz 15 Hz 8192

0 0% 0Hz 0 Hz 0

For Reference/Feedback details about other SCANport products, refer to
their respective User Manuals.
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Using Datalinks

A Datalink is a mechanism used by SCANport drives to transfer data to
and from the controller. Datalinks allow parameter values to be changed
without using an Explicit Message. When enabled, each Datalink
occupies two 16-bit words in both the input and output image.

Rules for Using Datalinks

e FEach set of Datalink parameters in a SCANport drive can be used by
only one module. If more than one module is connected to a single
drive, multiple modules must not try to use the same Datalink.

e Parameter settings in the drive determine the data passed through the
Datalink mechanism. For example, the 1305 drive uses Parameter
111 - [Data In A1] and Parameter 119 - [Data Out A1] to configure
the parameter(s) pointed to using Datalink A1. Refer to the
documentation for your drive.

e When you use a Datalink to change a value, the value is not written to
the Non-Volatile Storage (NVS). The value is stored in volatile
memory and lost when the drive loses power. Thus, use Datalinks
when you need to change a value of a parameter frequently.

Example Ladder Logic Program

The example ladder logic program works with a ControlLogix controller
and a 1305 drive. The example program will also work with a 1336
PLUS II drive.

Function of the Example Program
This example program enables you to:

e Obtain Logic Status information from the drive.
e Use the Logic Command to control the drive (for example, start, stop).
e Send a Reference to the drive and receive Feedback from the drive.

e Send/receive Datalink data to/from the drive.
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Example Parameter Settings in the Drive

B3 DriveExplorer ;IEIEI

File Edit Explore Actions Help

LE R85 E 02 8|= &
El- Devices 5 | M:P.P# | Tame | Walue
[=)- Node 55: - Bul. 1305 Drive * ER0.5 Freq Select 1 Adapter 2

-0 - Bul. 1305 Drive 2,36 z30v | * 19 Maimum Freq ]
LeosEn . Soiiz  paamez :
stom e * 113 DatalnBi 10
* 114 Data In B2 24
----- Compare Resulks * 115 Data InC1 27
* 116 Data In C2 28
* 10,117 Data In D1 29
* 10,115 Data In D2 73
* 550,119 Drata COuk &1 7
* 550,120 Drata Cuk A2 g
550121 Drata Cuk B1 10
9500122 Diata Cut B2 24
550,123 Drata COub C1 27
550,124 Drata Cuk C2 28
550,125 Drata Cut D1 29
550,126 Drata Cuk D2 73
1 | i
For Help, press F1 l_ li v

Example Parameter Settings in the Module

_ol x|
File Edit Explore Actions Help
: B
DEE s =2RE F-FO2E =&
El- Devices 5 | M:P.P# | Mame | ‘Walue
=8 N_ode 55: - Bul, 1305 Drive * BRZ2.3 IP Addr Cfg L 10
f-0 -Bul.1305 Drive 2,38 230v |* S5:2.4 IP Addr CFg 2 91
1z0zen © Sizs ek -
- 12, I iZfg
Custom views * om 27 Subnet Cfg 1 255
* BR1 2.8 Subnet Cfg 2 255
Compare Results * 5523 Subnet Cfg 3 248
* BE: 2,10 Subnet CFg 4 o
* BE1z.11 Gateway Chg 1 10
* B z12 Gateway Cfg 2 a1
55 2,13 Gateway Cfg 3 96
55 2,14 Gateway Cfg 4 1
55: 2.32 SP IO CRg wxxl 1111
55 2.45 M-5 Input xxxl 1111
55: 2.46 M-5 Cutput xxxl 1111
1] | i

For Help, press F1 v
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RSLogix 5000 Configuration

Controller Tags

When you add the module and drive to the I/O configuration (refer to
Chapter 4), RSLogix 5000 automatically creates controller tags for them.

You can expand the Output and Input tags to reveal the output and input
configuration. The Output tag for this example program requires ten
16-bit words of data and the Input tag for this example requires twelve
16-bit words of data (see Figure 5.3).

Figure 5.3 Input/Output Tags for the Example Ladder Program

Scope: IEtherNetIF‘_Demo[cnj Show: IShUW Al j Sart: I Tag Mame j
Tag Mame 7 | Value €| Style Type Drescription
P |[=-4B1305_Drive:l fooal AB:ETHERMET_...
E-AB‘ISDS_Drive:I.Data {oo.t | Decimal INT[12]

[H-4B1305_Drive:l.Data[0] 0 | Decimal INT EMET Overhead
[H-4B1305_Drive:l.Data[1] 0 | Decimal INT EMET Overhead
[H-4B1305_Drive:l.Data[2] 3855 |Decimal INT Logic Status
[+-&B1305_Drive:l.Data[3] 16384 |Decimal INT Feedback
[+-4B1305_Drive:l.Data[4] 100 |Decimal INT D atalink &1
[+1-4B81:305_Drive:l. D atal5] 100 | Decimal INT D atalink A2
[H-4B1305_Drive:l. D ata[6] 2 |Decimal INT D atalink B1
[+]-&B1305_Drive:l.Datal7] 1000 | Decimal INT D atalink B2
[+-4B1305_Drive:l.Data[8] 1000 | Decimal INT D atalink C1
[+]-4B81305_Drive:l.Data[d] 2000 | Decimal INT D atalink C2
[+-4B1305_Drive:].Data[10] 3000 | Decimal INT D atalink 01
[+-4B1305_Drive:l.Data[11] 4000 | Decimal INT D atalink D2

[=1-AB1305_Drive:0 fooal AB:ETHERMET_ ...

E-ABHDS_Drive:D.Data I... 1 | Decimal IMT[10]

[+-4B1305_Drive: 0.0 ata[0] 16 |Decimal INT Logic Command
[+-4B1305_Drive:0.Data[1] 16384 |Decimal INT Reference
[+-4B1305_Drive: 0.0 ata[2] 100 |Decimal INT D atalink &1
[+]-4B81305_Drive:0.Data[3] 100 |Decimal INT D atalink 42
[+-4B1305_Drive: 0.0 ata[4] 2 |Decimal INT D atalink B1
[+-4B1305_Drive: 0.0 ata[5] 1000 | Decimal INT [ atalink B2
[+-4B1305_Dirive: 0.0 ata[6] 1000 | Decimal INT D atalink C1
[+-4B1305_Drive: 0.0 ata[7] 2000 | Decimal INT [ atalink C2
[+-4B1305_Drive: 0.0 ata[8] 3000 | Decimal INT D atalink 01
[+-4B1305_Drive: 0.0 ata[9] 4000 | Decimal INT D atalink D2

Program Tags

In addition to the Controller tags that are automatically created, you need
to create the following tags for this example program.
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Figure 5.4 MainProgram Tags for the Example Ladder Program

Scope: IMainProgram j Shgw:IShDWA" j Sart: ITag Mamne j
Tag Mame 2 | Value € | Style Type Drescription
» ClearFault_Command 0 |Decimal BOOL

[+]-D atalinks_from_Diive {oo.t | Decimal INT[E]

[+-D atalinks_ta Drive {... ) | Decimal INT[8]
Dirive_&ctive 1| Decimal BOOL 1305 RUMMING
Drive_AL_Speed 1 |Decimal BOOL 1305 AT SPEED
Drrive_Fault 0| Decimal BOOL 1305 FAULT
Drive_Forward 1 |Decimal BOOL 1305 FORWARD
Drive_FReady 1| Decimal BOOL 1305 EMABLED
Drive_Reverse 0 |Decimal BOOL 1305 REVERSE

[+-Feedback 16384 |Decimal INT 1305 Feedback.
Forward_Command 1 |Decimal BOOL
PerformParameterRead 0 | Decimal BOOL
PerformP arameteriafrite 0| Decimal BOOL
PerformS catteredRead 0 | Decimal EOOL
PerformS catteredw/ite 0| Decimal BOOL

[+-Reference 16384 |Decimal INT
Start_Command 0 |Decimal BOOL
Stop_Command 0| Decimal BOOL

Logic Command/Status Words

This example uses the Logic Command word and Logic Status word for
a 1305 drive. Refer to Appendix D, Logic Command/Status Words, to
view these. The definition of the bits in these words may vary if you are
using a different SCANport product. Refer to the documentation for your
product.
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Example ControlLogix Ladder Logic Program
Figure 5.5 Example ControlLogix Ladder Logic Program for I/O Messaging
ControlLogix to 1305 drive on EtherNet/IP
The ControlLogix system consists of a 1756-ENBT in slot 5 communicating over EtherNet/IP with a 1305 drive using a
1203-EN1 EtherNet/IP module.
The I/0 image is as follows:
INPUT (12 INT words) OUTPUT (10 INT words)
AB1305_Drive:l.Data[0] = ENBT Overhead =~ AB1305_Drive:O.Data[0] = Drive Logic Command
AB1305_Drive:l.Data[1] = ENBT Overhead = AB1305_Drive:0.Data[1] = Drive Reference
AB1305_Drive:l.Data[2] = Drive Logic Status AB1305_Drive:O.Data[2] = Datalink A1
AB1305_Drive:l.Data[3] = Drive F AB1305_Drive:0.Data[3] = Datalink A2
AB1305_Drive:|.Data[4] = Datalink A1 AB1305_Drive:O.Data[4] = Datalink B1
AB1305_Drive:l.Data[5] = Datalink A2 AB1305_Drive:0.Data[5] = Datalink B2
AB1305_Drive:l.Data[6] = Datalink B1 AB1305_Drive:0O.Data[6] = Datalink C1
AB1305_Drive:l.Data[7] = Datalink B2 AB1305_Drive:0.Data[7] = Datalink C2
AB1305_Drive:l.Data[8] = Datalink C1 AB1305_Drive:0.Data[8] = Datalink D1
AB1305_Drive:l.Data[9] = Datalink C2 AB1305_Drive:0.Data[9] = Datalink D2
AB1305_Drive:l.Data[10] = Datalink D1
AB1305_Drive:l.Data[11] = Datalink D2
This matches the 1/O Configuration for the ETHERNET-MODULE AB1305_Drive (click on it and you will see that the
connection size for Inputs is set to 12 and Outputs is set to 10).
Logic Status information rungs are provided for display purposes only. The AB1305_Drive:l.Data[2].x bits could be used
directly elsewhere in the ladder program.
1305
Logic Status 1305
ENABLED ENABLED
AB1305_Drive:l.Data[2].0 Drive_Ready
JE
1305
Logic Status 1305
RUNNING RUNNING
AB13057D|_'|iver:I.Data[2].1 Drive_Active
1C
1305
Logic Status
COMMAND 1305
DIRECTION FORWARD
AB1 3057DEEV$: |.Data[2].2 Drive_Forward
1C
1305
Logic Status
COMMAND 1305
DIRECTION REVERSE
AB1305_DqV(?:I.Data[2].2 Drive_Reverse
1/
1305
Logic Status 1305
FAULT FAULT
AB1305_DqV(;:I.Data[2].7 Drive_Fault
1C
1305
Logic Status 1305
AT SPEED AT SPEED
AB1305_D[:ver:l.Data[2].8 Drive_At_Speed
-
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Figure 5.5 Example ControlLogix Ladder Logic Program for /O Messaging (Cont.)

This rung displays the Feedback word from the 1305 drive. Note that the value is in an engineering unit, where "32,767"
equals the Parameter 19 [Maximum Freq] value and "0" equals 0 Hz. The relationship is linear. For example, if Parameter
19 = 60 Hz (default setting), then:

32,767 = 60 Hz
16,384 = 30 Hz
8,192 =15 Hz
4,096 =7.5Hz
0= O0Hz (etc.)
1305
Feedback
6 Move —

Source AB1305_Drive:l.Data[3]

16384

Dest Feedback

16384

Datalink data from drive. This rung is used for display purposes only. The AB1305_Drive:l.Data[*] tags could be used
directly elsewhere in the ladder program.

AB1305_Drive:l.Data[4] = Datalink A1 1305 Pr.111 = 7 [Accel Time 1]

AB1305_Drive:l.Data[5] = Datalink A2 1305 Pr.112 = 8 [Decel Time 1]

AB1305_Drive:l.Data[6] = Datalink B1 1305 Pr.113 = 10 [Stop Select]

AB1305_Drive:l.Data[7] = Datalink B2 1305 Pr.114 = 24 [Jog Frequency]

AB1305_Drive:l.Data[8] = Datalink C1 1305 Pr.115 = 27 [Preset Freq 1]

AB1305_Drive:l.Data[9] = Datalink C2 1305 Pr.116 = 28 [Preset Freq 2]

AB1305_Drive:l.Data[10] = Datalink D1 1305 Pr.117 = 29 [Preset Freq 3]

AB1305_Drive:l.Data[11] = Datalink D2 1305 Pr.118 = 73 [Preset Freq 4]

Pr.7 Accel Time 1
OP:

7 Copy File —

Source AB1305_Drive:l.Data[4]

Dest Datalinks_from_Drive[0]

Length 8

Logic Command bit control rungs are provided for display purposes only. The AB1305_Drive:O.Data[0].x bits could be used
directly elsewhere in the ladder program.

1305
Logic Command
oP
Stop_Command AB1305_Drive:0.Data[0].0
8 I E
1305
Logic Command
START
Start_Command AB1305_Drive:O.Data[0].1
9 1€
1305

Logic Command
CLEAR FAULTS
CIearFaul}_?ommand AB1305_Drive:0.Data[0].3
10 =l
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Figure 5.5 Example ControlLogix Ladder Logic Program for /O Messaging (Cont.)

1305
Logic Command
WARD
Forward_Command AB1305_Drive:0.Data[0].4
11 J E
1305
Logic Command
REVERSE
Forward_Command AB1305_Drive:0.Data[0].5
12 J/E

This rung provides the Reference word to the 1305 drive. Note that the value is in an engineering unit, where "32,767"

equals the Parameter 19 [Maximum Freq] value and "0" equals 0 Hz. The relationship is linear. For example, if Parameter
19 = 60 Hz (default setting), then:

32,767 = 60 Hz
16,384 = 30 Hz
8,192 =15Hz
4,096 = 7.5 Hz
0= 0Hz (etc)
Reference
1 Move —

Source Reference

16384

Dest AB1305_Drive:O.Data[1]

16384

Datalink data sent to drive. This rung is used for display purposes only. The AB1305_Drive:O.Data[*] tags could be used
directly elsewhere in the ladder program.

AB1305_Drive:O.Data[2]
AB1305_Drive:O.Data[3]
AB1305_Drive:O.Data[4]
AB1305_Drive:O.Data[5]
AB1305_Drive:0.Data[6]
AB1305_Drive:O.Data[7]
AB1305_Drive:0.Data[8]
AB1305_Drive:O.Data[9]

Datalink A1 1305 Pr.111 = 7 [Accel Time 1]
Datalink A2 1305 Pr.112 = 8 [Decel Time 1]
Datalink B1 1305 Pr.113 = 10 [Stop Select]
Datalink B2 1305 Pr.114 = 24 [Jog Frequency]
Datalink C1 1305 Pr.115 = 27 [Preset Freq 1]
Datalink C2 1305 Pr.116 = 28 [Preset Freq 2]
Datalink D1 1305 Pr.117 = 29 [Preset Freq 3]
Datalink D2 1305 Pr.118 = 73 [Preset Freq 4]

Datalink A1

OP-
Copy File —
Source Datalinks_to_Drive[0]
Dest AB1305_Drive:O.Data[2]
Length 8
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Example Datalink Data

The following figure shows the Datalink data used in the example
program.

Figure 5.6 Example Datalink Data for the Example Ladder Program

Scope: IMainProgram j Shaw: IShUW Al j Sort: ITag M ame j
TagMame 2 | Walue €| Style Type Description
P |[=-Datalinks_from_Drive {o..t | Decimal IMT[8]
[+-Datalinkz_from_Drive[0] 100 |Decimal IMT Pr.7 Accel Time 1
[+-Datalinkz_from_Drivel1] 100 |Decimal IMT Fr.8 Decel Time 1
[+-D atalinks_from_Drive[2] 2 |Decimal INT Pr.10 Stop Select
[+-Datalinkz_from_Drive[3] 1000 |Decimal IMNT Pr.24 Jog Frequency
[+]-D atalinks_from_Drive[4] 1000 | Decimal INT Pr.27 Preset Freq 1
[+-Datalinkz_from_Drive[5] 2000 |Decimal IMNT Pr.28 Preset Freq 2
[+-D atalinks_from_DrivelE] 3000 | Decimal INT Pr.29 Preset Freq 3
[+-Datalinkz_from_Drive[7] 4000 |Decimal IMT Pr.73 Preset Freq 4
[=-Datalinks_to_Drive {e.. | Decimal INT[5]

[+-Datalinkz_ta_Drive[0] 100 |Decimal IMT Pr.7 Accel Time 1
[+-Datalinks_ta Drivel1] 100 | Decimal INT Pr.8 Decel Time 1
[+-Datalinkz_ta_Drive[2] 2 |Decimal IMNT Pr.10 Stop Select
[+-Datalinks_ta Drivel3] 1000 | Decimal INT Pr.24 Jog Frequency
[+-Datalinkz_ta Drive[d] 1000 |Decimal IMT Pr.27 Preset Freq 1
[+-Datalinks_toDrive[] 2000 | Decimal INT Pr.28 Preset Freq 2
[+-Datalinkz_ta_Drive[E] 3000 |Decimal IMNT Pr.29 Preset Freq 3
[+-Datalinks_to Drivel7] 4000 | Decimal INT Pr.73 Preset Freq 4




Chapter 6

Using Explicit Messaging

Chapter 6 provides information and examples that explain how to use
Explicit Messaging to read/write parameters on a SCANport-based
drive. The examples used in this chapter are a continuation of the 1305
drive ladder example in Chapter 5.

Topic Page
About Explicit Messaging 6-1
Formatting Explicit Messages

Performing Explicit Messages
About the Example Explicit Messages

Example Get Attribute Single Message
Example Set Attribute Single Message

N
r>

kg gl v
— [l0o [ [lon [~

Example Get Attributes Scattered Message 6-10
Example Set Attributes Scattered Message 6-13

ATTENTION: Risk of injury or equipment damage exists. The
examples in this publication are intended solely for purposes of
example. There are many variables and requirements with any
application. Rockwell Automation, Inc. does not assume responsibility
or liability (to include intellectual property liability) for actual use of
the examples shown in this publication.

ATTENTION: Risk of equipment damage exists. If Explicit Messages
are programmed to write parameter data to Non-Volatile Storage (NVS)
frequently, the NVS will quickly exceed its life cycle and cause the
drive to malfunction. Do not create a program that frequently uses
Explicit Messages to write parameter data to NVS. Datalinks do not
write to NVS and should be used for frequently changed parameters.

Refer to Chapter 5 for information about the I/O image, using Logic
Command/Status, Reference/Feedback, and Datalinks.

About Explicit Messaging

Explicit Messaging is used to transfer data that does not require
continuous updates. With Explicit Messaging, you can configure and
monitor a device’s parameters on the EtherNet/IP network.
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Formatting Explicit Messages

Explicit Messages for the ControlLogix Controller

ControlLogix scanners and bridges accommodate both downloading
Explicit Message Requests and uploading Explicit Message Responses.
The scanner or bridge module can accommodate one request or response
for each transaction block. Each transaction block must be formatted as
shown in Figure 6.1.

Figure 6.1 ControlLogix Message Format in RSLogix 5000

Message Configuration - DriveMessageControl [ x]

Configuistion| Commuricaton  Tag® |

ame: I—‘D

Messsage Configuration - DriveMessagsControl =]
Configuration”  Commurication” | Tag |
Path | (10

Configuration Lt ermunication| Ta =
| 1 | = )
Message Tupe: T 'I
Service 6 - Source Elzment: 6 -
Type:
Source Length: l_gg [Bytes]

i
CZ';:E I-a_ k) Ehess I_G_ (L] Destination l_@ = Help
Instance @ At @ Hesd

New Tag.. ——
Help

) Enable ) Enable Waiting ) Start 2 Dane Done Length: 0

) Enor Cods Entended Error Code: ™ Timed Out

Errar Path:

Enror Text:

L e O

Refer to page 6-3 for a description of the data that is required in each box
(I-11).

TIP: To display the Message Configuration dialog box in RSLogix
5000, add a message instruction (MSG), create a new tag for the
message (properties: Base tag type, MESSAGE data type, controller
scope), and click the blue box inside the message.
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ControlLogix Message Requests and Responses

Box |Description

@ |Message Type
The message type is usually CIP Generic.

@® | Service Type
The service type indicates the service (for example, Get Attribute Single or Set
Attribute Single) that you want to perform. Available services depend on the class
and instance that you are using. Refer to Appendix C, EtherNet/IP Objects.

© |Service Code
The service code is the code for the requested EtherNet/IP service. This value
changes based on the Service Type that has been selected. In most cases, this is
a read-only box. If you select “Custom” in the Service Type box, then you need to
specify a service code in this box (for example, 32 for a Get Attributes Scattered
service or 34 for a Set Attributes Scattered service).

O |[Class
The class is an EtherNet/IP class. Refer to Appendix C, EtherNet/IP Objects, for
available classes.

@ |Instance
The instance is an instance (or object) of an EtherNet/IP class. Refer to
Appendix C, EtherNet/IP Objects, for available instances for each class.

® |Attribute
The attribute is a class or instance attribute. Refer to Appendix C, EtherNet/IP
Objects, for available attributes for each class or instance.

@ |Source Element
This box contains the name of the tag for any service data to be sent from the
scanner or bridge to the module and drive.
Source Length
This box contains the number of bytes of service data to be sent in the message.
Destination
This box contains the name of the tag that will receive service response data from
the module and drive.

® |Path
The path is the route that the message will follow.
Tip: Click Browse to find the path or type in the name of an module that you
previously mapped.

@ |Name

The name for the message.
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Performing Explicit Messages

There are five basic events in the Explicit Messaging process. The details
of each step will vary depending on the controller. Refer to the
documentation for your controller.

Important: There must be a request message and a response message
for all Explicit Messages, whether you are reading or
writing data.

Figure 6.2 Explicit Message Process

1) Set up and send Explicit
Message Request

Complete Explicit
15 Message

[}

(4) Retrieve Explicit
Message Response

Event

1. You format the required data and set up the ladder logic program to
send an Explicit Message request to the scanner or bridge module.

2. The scanner or bridge module transmits the Explicit Message
Request to the slave device over the EtherNet/IP network.

3. The slave device transmits the Explicit Message Response back to
the scanner. The data is stored in the scanner buffer.

4. The controller retrieves the Explicit Message Response from the
scanner’s buffer.

5. The Explicit Message is complete.
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About the Example Explicit Messages

These examples show how to format and execute the following types of
Explicit Messages using a ControlLogix controller:

e Get Attribute Single e Get Attributes Scattered
e Set Attribute Single e Set Attributes Scattered

Message Formats

When formatting an example message, refer to Formatting Explicit
Messages in this chapter for an explanation of the content of each box.

Also, to format and execute these example messages, you need the
Controller tags displayed in Figure 6.3.

Figure 6.3 Controller Tags for Explicit Messages

Scope: IEtherNetIP_Demo[cnj Show: IShUW Al LI Sart: ITag Mame j

Tag Mame 2 | Walue € | Style Type Drescription
[+]-4B1305_Drive:C foocl AB:ETHERMET_...
[+]-4B1305_Drive:l foool AB:ETHERMET_...
[+]-4B1305_Drive:0 foood AB:ETHERMET_...
[+-MultipleR eadi eszage focol MESSAGE
[+-ParameterR eadieszage focol MESSAGE
[+-ParameterR eady alue 5000 | Decimal IMNT Pr.74 Preset Freq &
[+-Parametera/fritebd essage focol MESSAGE
[+-Parameters/ritely alue 5000 | Decimal IMT Pr.74 Preset Freq &
[+-ScatteredReadMeszage focol MESSAGE
[+-ScatteredR eadR equest {.. .} |Decimal IMT[8]
[+-ScatteredR eadR ezponse {.. .} |Decimal IMT[8]
[+-Scatteredwriteb ezzage focol MESSAGE
[+-ScatteredwriteR equest {v. .} |Decimal IMT[8]

P |- ScatteredwiiteResponse {.. .} |Decimal IMT[8]

Ladder Logic Rungs

The ladder logic rungs for the examples in this chapter can be appended
after rung 14 in the ladder logic program (Figure 5.5) in Chapter 5
Using I/0 Messaging.

Source and Destination Data

The example values for the source and destination data that appear in
this chapter may vary in your application.
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Example Get Attribute Single Message

A Get Attribute Single message reads a single attribute value. In this
example, we read the value of a parameter in a 1305 drive.

Example Message Format

Figure 6.4 Message Format for a Get Attribute Single Message

Message Configuration - ParameterReadMessage E x|

Corfiguration | Communication  Teg |

Mame: ParameteFisadessage
Message Configuration - ParameterReadMessage x|
Configuation Communization | Tag |
Pt [B81305 Drive Browse..
Message Configuration - ParameterReadMessage x|
Ennfigulalinn| Commurication| Tag |
Message Type: CIP Generic [Dctal]
Service | Get Attribute Single vI Source Element -
Type:
Sourcelengie o =  [Byes]
Seryice 5
Code: J% izl Db Hex b e stinstion FarameterFieadyalue v
Instance: |74 Attribute] 1 (Hex) New Tag Help
» Enable ) Enable W aiting O Start 2 Done Done Length: 2 Help
L3 Enor Code Extended Enor Code: [ Timed Out &
Enor Path:
Enror Texst:
oK I Cancel | Lpply | Help I

The following table identifies key settings for the message format:

Configuration |Value Description Referto...
Service Type () | Get Attribute Single Read parameter data C-22
Service Code ()| e (Hex.) Get Attribute Single C-10

Class f (Hex.) CIP Parameter Object C-20
Instance 74 (Dec.) Parameter 74 - [Preset Freq 5] | C-20
Attribute 1 (Hex.) Parameter Value C-21
Destination ParameterReadValue | Controller tag for response data | —

() The default setting for Service Type is “Custom,” which enables you to enter a Service
Code that is not available from the Service Type pull-down menu. When you select a
Service Type other than “Custom” from the pull-down menu, an appropriate Hex. value
is automatically assigned to the service Code box which grays out (unavailable).
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Example Ladder Logic Rung

Figure 6.5 Example Get Attribute Single Message

Explicit Messaging Examples

Reading a single parameter (Get Attribute Single command). In this example, Parameter 74 [Preset Freq 5] is read.
PerformPa_{aFneterRead MS

15 4 E Type - CIP Generic —CE
Message Control ParameterReadMessage |...| —DN>—
—CER>—

Example Destination Data

In this example, the Get Attribute Single message reads Parameter 74 -
[Preset Freq 5] in the 1305 drive and returns its value to the destination
tag named ParameterRead Value.
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Example Set Attribute Single Message

A Set Attribute Single message writes a value for a single attribute. In
this example, we write the value of a parameter in a 1305 drive.

Example Message Format

Figure 6.6 Message Format for a Set Attribute Single Message

Message Configuration - ParameterWriteMessage x|
Configuration| Commurication  Tag |
Mame: [Faameterwiietessagd
Message Configuration - ParameterWriteMessage 2 5[
Configuration  Communicatian | Tag I
Path [4B1305_Diive Brawise
AB1305 Drive
Message Configuration - ParameterWriteMessage il
Canfiguration | Cammurication| Tag | 3
Message Type 5| (oeta
?;\:ce Im Source Element: W
Source Length: m (Bytes)
e [ e Dass [T et g, =]
Instance: IM— Altribute:(1 [Hex] Mew Tag... ﬂl
5 Enable & Enable Waiting 2 Start 2 Done Done Length: O M
(2 Enor Code: Extended Eror Code: ™ Timed Out&
Errar Path
Errar Test:
[ ok || Comal | ey | Hen |

The following table identifies key settings for the data format:

Configuration | Value Description Refer to
Service Type ] Set Attribute Single | Write parameter data C-22
Service Code (V[ 10 (Hex.) Set Attribute Single C-10
Class f (Hex.) CIP Parameter Object C-20
Instance 74 (Dec.) Parameter 74 - [Preset Freq 5]  |C-20
Attribute 1 (Hex.) Parameter Value Cc-21
Source Element | ParameterWriteValue | Controller tag for write data —
Source Length |2 bytes One 16-bit word of data is sent | —

() The default setting for Service Type is “Custom,” which enables you to enter a Service
Code that is not available from the Service Type pull-down menu. When you select a
Service Type other than “Custom” from the pull-down menu, an appropriate Hex. value
is automatically assigned to the service Code box which grays out (unavailable).



Using Explicit Messaging 6-9

Example Ladder Logic Rung

Figure 6.7 Example Set Attribute Single Message

Writing a single parameter (Set Attribute Single command). In this example, Parameter 74 [Preset Freq 5] is written.

PerformParameterWrite
16 J E Type - CIP Generic —CEN
Message Control ParameterWriteMessage ...| —CDND>—
—CER>—

Example Source Data

In this example, the Set Attribute Single message writes the value in the
source tag named ParameterWrite Value to Parameter 74 - [Preset Freq
5] in the 1305 drive.
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Example Get Attributes Scattered Message
A Get Attributes Scattered message reads the values of multiple

attributes. In this example, we read the values of various parameters in a
1305 drive.

Example Message Format

Figure 6.8 Message Format for a Get Attributes Scattered Message

Message Configuration - ScatteredReadMessage x|

Conl\gural\onl Communication 753 |

Hame: ScatteredReadMessage]
Message Configuration - ScatteredReadMessage 5[
Configueation  Communization | Tag |
Path [481305_Diive Brawise
AB1305_Drive
x
Ennfigulalinn| Commurication| Tag | 3
H (e

Message Type:

?erwoe Custom =| SourceElement  |ScatteredReadReque
vpe,

Source Length: 16 3: [Byptes]
Service l— ‘ I_
Code 13¢ Hew) Clase: a2 L Destination SEHI[EIEdHEadHESD[VI

- Help
Instance: [ Attibute]d [Hex) T |
Help
C» Enable ) Enable'Waiting ) Start ® Done Done Length: 16
L3 Ennor Code Exlended Error Code: [™ Timed Out &
Enor Path:
Enror Texst:

oK I Cancel | Lpply I Help |

The following table identifies key settings for the message format:

Configuration |Value Description Referto...
Service Type | Custom Required for scattered messages —

Service Code |32 Code for Get Attributes Scattered C-22

Class 93 (Hex.) SCANport Pass-Through Parameter Object | C-20
Instance 0 (Dec.) Required for scattered messages —

Attribute 0 (Hex.) Required for scattered messages —

Source Element| ScatteredReadRequest Controller tag for request data 6-12
Source Length |16 Bytes Eight 16-bit words of data 6-12
Destination ScatteredReadResponse | Controller tag for response data 6-11
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Example Ladder Logic Rung

Figure 6.9 Example Get Attributes Scattered Message

Reads a scattered group of parameters (not a contiguous block).

PerformS%at}eredRead

J C

Type - CIP Generic
Message Control

MSG

ScatteredReadMessage ...

—CEN
—CoN>—

—CER>—

Explanation of Source and Destination Data

The data structures in Figure 6.10 uses 16-bit words and can get up to 40
parameters in a single message. In the Response Message, a parameter
number with the high bit set indicates that the associated parameter value

field contains an error code.

Figure 6.10 Data Structures for Get Scattered Attributes Messages

Word 0

o
- O ©W 0O N O OB~ W NN =

Request (Source Data)

Parameter Number

Pad Word

Parameter Number

Pad Word

Parameter Number

Pad Word

Parameter Number

Pad Word

Parameter Number

Pad Word

Parameter Number

Pad Word

Word 0

o a
- O ©W 0O N O O B~ W

Response (Destination Data)

Parameter Number

1| Parameter Value

Parameter Number

Parameter Value

Parameter Number

Parameter Value

Parameter Number

Parameter Value

Parameter Number

Parameter Value

Parameter Number

Parameter Value
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Example Data

In this example, we use the data structure in Figure 6.11 in the source tag
named ScatteredReadRequest to read the following four parameters:
Parameter 54 - [Output Current], 1 - [Output Voltage], 53 - [DC Bus
Voltage], and 4 - [Last Fault].

The Get Attributes Scattered message reads the multiple parameters and
returns their values to the destination tag (ScatteredReadResponse).

Figure 6.11 Example Scattered Read Data

Soope: |EtheiNetlP_Demofcy | Show: [Show Al

;I Sort: ITag Marme j

Tag Mame 2 | Value € | Style Type Drezcription
[=-ScatteredR eadRequest {... ) |Decimal IMT[8]
[+]-ScatteredR eadR equest[0] L4 |Decimal IMT Pr.54 Output Current
[+-ScatteredR eadRequest[1] 0 | Decimal INT Pad 'word
[+-ScatteredR eadR equest[2] 1 |Decimal IMT Pr.1 Output Yoltage
[+-ScatteredR eadR equest[3] 0 |Decimal IMNT Pad 'word
[+ ScatteredR eadR equest[4] 53 |Decimal INT Pr.53 DC Bus Yaoltage
[+-ScatteredR eadR equest[5] 0 | Decimal IMT Pad 'word
[+-ScatteredR eadR equest[E] 4 | Decimal IMT Pr.4 Lazt Fault
[+-ScatteredR eadRequest[7] 0 | Decimal IMT Pad 'word
[=]-5catteredReadR esponse {...} |Decimal INT[E]
[+-ScatteredR eadR ezponse[0] 54| Decimal IMNT Pr.54 Output Current
[+-ScatteredR eadResponse[1] 41 | Decimal INT Parameter ' alue
[+-ScatteredR eadR esponse[2] 1 |Decimal IMT Pr.1 Output Yoltage
[+]-ScatteredF eadR esponse[3] 11537 |Decimal INT Parameter Walue
[+-ScatteredR eadR esponse[4] 53 | Decimal IMT Pr.53 DC Bus Voltage
[+-ScatteredR eadR ezponse[5] 293 | Decimal IMNT Parameter ' alue
[+-ScatteredR eadR ezponse[6] 4 | Decimal IMT Pr.4 Lazt Fault
[+]-5catteredF eadR esponse[ 7] 0 |Decimal INT Parameter Walue
[=-ScatteredwriteM essage ferie 1l MESSAGE

In this example, the parameters have the following values:

Parameter Value

54 - [Output Current] 0.41 Amps
1 - [Output Voltage] 118.37 VAC
53 - [DC Bus Voltage] 293 VDC

4 - [Last Faul{] 0 (no fault)
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Example Set Attributes Scattered Message

A Set Attributes Scattered message writes values to multiple attributes.
In this example, we write the values of various parameters in a 1305

drive.

Example Message Format

Figure 6.12 Message Format for a Set Attributes Scattered Message

Message Configuration - ScatteredWriteMessage x|
Configuration| Commurication  Tag |
Harne: Scatteredw/riteMessage
Message Configuration - ScatteredWriteMessage P 5[
Configueation  Communization | Tag |
Path [4B1305_Drive Browise
AB1305 Drive
Message Configuration - ScatteredWriteMessage 5[

CanIQu'allml Commurication| Tag | 3

Mo | ioeta

?erw\:e Custom «| SourceElement  [ScatteredwriteReque +

upe:
Sowecslengh:  [15 =]  [Butes)
Service "
oriee [30 Hed s [ Med  posgmion SeatteredwiteRespi y
: I Helj
Instance: |0 Attributes| 0 [Hex) TR I
Help
G Enable 3 Enable Watting O Start @ Done Done Length: 16 4
2 Error Code: Extended Emor Code: ™ Timed Out &
Enror Path:
Enor Texst:
0k | cancsl | amh || He |

The following table identifies key settings for the message format:

Configuration |Value Description Refer to
Service Type | Custom Required for scattered messages —
Service Code |34 Code for Get Attributes Scattered C-22
Class 93 (Hex.) SCANport Pass-Through Parameter Object | C-20
Instance 0 (Dec.) Required for scattered messages —
Attribute 0 (Hex.) Required for scattered messages —
Source Element| ScatteredWriteRequest Controller tag for request data 6-15
Source Length |16 Bytes Eight 16-bit words of data 6-15
Destination ScatteredWriteResponse | Controller tag for response data 6-15
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Example Ladder Logic Rung

Figure 6.13 Example Set Attributes Scattered Message

Writes a scattered group of parameters (not a contiguous block).

PerformScatteredWrite
1E

MS

J C

Type - CIP Generic
Message Control

—CEN

ScatteredWriteMessage _...| —CDND—

—CER>—

Explanation of Source and Destination Data

The data structures in Figure 6.14 use 16-bit words and can set up to 40
parameters in a single message. In the Response Message, a parameter

number with the high bit set indicates that the associated pad word field
contains an error code.

Figure 6.14 Data Structures for Set Attributes Scattered Messages

Word 0

o
- O ©W 0O N O OB~ W NN =

Request (Source Data)

Parameter Number

Parameter Value

Parameter Number

Parameter Value

Parameter Number

Parameter Value

Parameter Number

Parameter Value

Parameter Number

Parameter Value

Parameter Number

Parameter Value

Word 0

P
- O ©W O N o OB~ WD

Response (Destination Data)

Parameter Number

1| Pad Word or Error Code

Parameter Number

Pad Word or Error Code

Parameter Number

Pad Word or Error Code

Parameter Number

Pad Word or Error Code

Parameter Number

Pad Word or Error Code

Parameter Number

Pad Word or Error Code
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Example Data

In this example, we use the data structure in Figure 6.15 in the source tag
(ScatteredWriteRequest) to write new values for the following four

parameters:

Parameter Value

30 - [Accel Time 2] 5.5 Sec.
75 - [Preset Freq 6] 60.01 Hz.
31 - [Decel Time 2] 5.5 Sec.
76 - [Preset Freq 7] 70.01 Hz.

The results of the message appear in the destination tag named

ScatteredWriteResponse. Values of “0” indicate no errors occurred.

Figure 6.15 Example Scattered Write Data

Scope: | EthertletP_Demole: »| - Show [Show Al

= S [TagName x|

Tag Mame 7 | Walug | Style Type Description
[+ MultipleR eadMessage {...} MESSAGE
ParameterReadMessage DN MESSAGE
[+]-ParameteiReady alus 5000 | Decimal INT Pr.74 Preset Freq 5
ParameterwiteMessage ool MESSAGE
Parametetiitey alue 5000 | Decimal INT Fi.74 Preset Freq 5
catteredReadM essage fooch MESSAGE
catteredReadRequest {...} Decimal INT[2]
catteredAeadResponse {...} Decimal INTIE]
[+-ScatteredwiiteMessage foood MESSAGE
P | =l-ScatteredwiiteReques] {-..} |Decimal INT[A]
[+]-ScatteradwiiteR equestd] 30| Decimal INT Fi.30 Accel Time 2
[+ ScatteredwiiteR equest[1] 55 Decimal INT Farameter Value
[+ ScatteredwiiteR equest]2] 7E& | Decimal INT Pir.75 Preset Freq B
[+ ScatteredwiiteR equest]3] 6001 Decimal INT Parameter Value
[+]-ScatteredwiiteR equest(4] 31 Decimal INT Pr.31 Decel Time 2
[H-GcattersdwiiteRequest[5] 55 | Decimal INT Parameter Valug
[ GeatteradwiiteReduest(s] 76| Diacimal INT Pt 76 Preset Freq 7
[+-ScatteradwiiteR equest7] 7001 | Decimal INT Farameter Value
=] ScatteredwiiteResponse {...} Decimal INT[8]
[+ ScatteredwiriteR esponse(0] 30 Decimal INT Pr.30 Accel Time 2
[+]-ScatteredwiiteR esponse(1] 0| Decimal INT Padward
[H-ScatteredwiiteResponse(2] 75 | Decimal INT Pr.75 Preset Freq 6
[ -GeatteredwiteResponse[3] 0| Dacimal INT Pad Word
[+]-ScatteredwiiteR esponse(d] 31| Decimal INT Fi.31 Decel Time 2
[+ Scatteredwiit=R esponse(5] 0 |Decimal INT Padword
[+ ScatteredwiiteResponse[E] 76 | Decimal INT Pi.76 Preset Freq 7
[+ ScatteredwiriteR esponse(7] 0| Decimal INT Padward




6-16 Using Explicit Messaging

Notes:



Chapter 7

Troubleshooting

Chapter 7 provides information for diagnosing and troubleshooting
potential problems with the module.

Topic Page Topic Page
Locating the Status Indicators 71 Net A Status Indicator 7-4
PORT Status Indicator 7-2 Net B Status Indicator 7-5
MQOD Status Indicator 7-3 Viewing and Clearing Events 7-6

Locating the Status Indicators

The EtherNet/IP-to-SCANport module has four status indicators. They
can be viewed when the 1203-EN1 enclosure cover is installed or
removed. See Figure 7.1.

Figure 7.1 Status Indicators

Front View

@/ \\\\\ @

@ Allen-Bradley \o PORT

O ™MoD
O NETA
QO NETB

1203-EN1

EtherNet/IP to SCANport

10/100 Mbps

U

Iltem | Status Indicator | Description Page
@ |PORT SCANport Connection Status | 7-2
® [MOD Module Status 7-3
© |NetA EtherNet/IP Connection Status |7-4
O |NetB EtherNet/IP Transmit Status 7-5
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PORT Status Indicator
Status Cause Corrective Action
Off The module is not powered or | e Securely connect the module to the drive using a
is not connected properly to 1202-Cxx Communication cable.
the drive. o Apply power to the module.
FlashingRed | The module is not receivinga | Verify that the 1202-Cxx Communication cable is
ping message from the drive. | securely connected.
o Cycle power to the drive and/or module.
Solid Red The drive has refused an Important: Cycle power to the drive and/or module

1/0 connection from the
module.

Another SCANport peripheral
is using the same SCANport
port as the module.

after making any of the following corrections:

o Verify that all 1202-Cxx cables are securely
connected and not damaged. Replace cables if
necessary.

o Verify that the SCANport Host supports Datalinks.

o Configure the module to use a Datalink that is not
already being used by another peripheral.

Flashing Green

The module is establishing an
1/0 connection to the drive.

No action required. Normal behavior if no SCANport
I/0 is enabled.

Solid Green The module is properly No action required.
connected and is
communicating with the drive.

Flashing Red/ | The module is performinga | No action required.

Green

self-test.
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MOD Status Indicator
Status Cause Corrective Action
Off The module is not powered. | e Securely connect the module to the drive using a
1202-Cxx Communication cable.
o Apply power to the module.
FlashingRed | The module has failed the | e Clear faults in the module.
firmware test. o Cycle power to the drive and/or module.
The module is being flash o |f cycling power does not correct the problem, the
ubaraded parameter settings may have been corrupted.
P9 ’ Reset defaults and reconfigure the module.
o |f resetting defaults does not correct the problem,
flash the module with the latest firmware release.
Solid Red The module has failed the | e Cycle power to the module.

hardware test.

o Replace the module.

Flashing Green

The module is operational,
but is not transferring 1/0
data.

o Place the controller in RUN mode.

o Program the controller to recognize and transmit
1/0 to the module.

o Configure the module for the program in the
controller.

o Normal behavior if no SCANport I/O is enabled.

Solid Green The module is operational No action required.

and transferring I/0 data.
Flashing Red/ | The module is in boot mode. |e Flash the module with the latest firmware release
Green over the serial port.

If Port and Net A are also
flashing Red/Green, then the
module is performing a
self-test.

o No action required.
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Net A Status Indicator
Status Cause Corrective Action
Off The module is not o Securely connect the module to the drive using a
powered, the module isnot | 1202-Cxx Communication cable.
connected properly tothe | Securely connect the Ethernet cable to the Ethernet
network, or the module connector.
needs an IP address.
o Set a unique IP address using a BOOTP server or
by disabling BOOTP and using parameters.
o Apply power to the drive and module.
Solid Red The module failed Configure the module to use a unique IP address and
duplicated IP address cycle power.
detection test.
Flashing Red | An EtherNet/IP connection | e Place the controllerin RUN mode, or apply power to
has timed out. the peer device that will send 1/0.
o Check the amount of traffic on the network.
Flashing Red/ | The module is performing | No action required.
Green a self-test.

Flashing Green

The module is properly
connected but is not
communicating with any
devices on the network.

o Place the controller in RUN mode, or apply power to
the peer device that will send /0.

o Program a controller or peer device to recognize
and transmit I/O or make a messaging connection to
the module.

o Configure the module for the program in the
controller or the I/O from the peer device.

Solid Green

The module is properly
connected and
communicating on the
network.

No action required.
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Net B Status Indicator
Status Cause Corrective Action
Off The module is not powered | If Net A is off:

or is not transmitting on the
EtherNet/IP network.

o Securely connect the module to the drive using a
1202-Cxx Communication cable.

o Securely connect the Ethernet cable to the Ethernet
connector.

o Set a unique IP address using a BOOTP server or
by disabling BOOTP and using parameters.

If Net A is solid red:

o Configure the module to use a unique IP address
and cycle power.

If Net A is flashing red/green or red:
o Check the IP address in the module and scanner.

o Ping the module.
Normal condition if the module is idle.

Flashing Green

The module is transmitting
on the EtherNet/IP
network.

No action required.
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Viewing and Clearing Events

The module maintains an event queue that reports the history of its
actions. You can view the event queue using DriveExplorer (4.03 or
higher) or DriveExecutive (3.01 or higher) software.

Events

Many events in the Event queue occur under normal operation. If you
encounter unexpected communications problems, the events may help
you or Allen-Bradley personnel troubleshoot the problem. The following
events may appear in the event queue:

Code |Event Description
1 No Event Empty event queue entry.
2 SCANport A bus-off condition was detected on SCANport. This event may
Bus Off Flt  |be caused by loose or broken cables or by noise.
3 Ping Time Fit | A ping message was not received on SCANport within the
specified time.
4 Port ID Flit | The module is not connected to a correct port on a SCANport
product.
5 Port Change | The SCANport port changed.
Fit
6 Host Sent The drive sent a reset event message.
Reset
7 EEPROM The EEPROM in the module is corrupt.
Sum Flt
8 Online @ The module detected that the drive is communicating at 125
125kbps kbps.
9 Reserved Not used.
10 Bad Host FIt | The module was connected to an incompatible product.
11 Reserved Not used.
12 Type 2 Login | The module has logged in for type 2 control.
13 Type 2 Time | The module has not received a type 2 status message within the
Flt specified time.
14 DL Login The module has logged into a Datalink.
15 DL Reject FIt | The drive rejected an attempt to log in to a Datalink because the
Datalink is not supported or is used by another peripheral.
16 DL Time FIt | The module has not received a Datalink message within the
specified time.
17 Reserved Not used.
18 Reserved Not used.
19 Reserved Not used.
20 Reserved Not used.
21 Reserved Not used.
22 App Updated | Startup sequence detected new application firmware.
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Code |Event Description

23 Net Comm Flt | The module detected a communications fault on the network.

24 Net Sent The module received a reset from the network.
Reset

25 Net Close Fit | An I/O connection from the network to the module was closed.

26 Netldle FIt | The module is receiving “Idle” packets from the network.

27 Net Open An 1/0 connection to the module from the network has been

opened.

28 Net Timeout | An I/O connection from the network to the module has timed
Flt out.

29 PCCCI10 The device sending PCCC control messages to the module has
Close sent the PCCC Control Timeout to a value of zero.

30 PCCCI0 The module has begun receiving PCCC control messages (the
Open PCCC Control Timeout was previously set to a non-zero value).

31 PCCCI0 The module has not received a PCCC control message within
Time Flt the specified PCCC Control Timeout interval.

32 Watchdog The software detects a failure.
T/O Fit

33 EEPROM Init | Startup sequence detected a blank EEPROM map revision.

Intended to happen in factory test.

34 Normal The module successfully started up.
Startup

35 Manual Reset | The module was reset by the user.

36 ENET Link | The Ethernet link was removed from the module.
Down

37 ENET Link | An Ethernet link is available for the module.
Up

38 BOOTP The module received a response to its BOOTP request.
Response

39 Duplicate IP | The module uses the same IP address as another device on the
Addr network.

40 Peer 10 Open | The module received the first Peer I/O message.

41 Peer 10 Time | The module has not received a Peer I/O message for longer
Fit than the Peer I/0 Timeout.

42 Email Failure | The module attempted to send an e-mail notice, but could not

deliver the message to the mail server.
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Chapter 8

Viewing the Module’s Web Pages

Chapter 8 provides instructions on how to monitor the module and
connected SCANport drive using the module’s web interface.

Topic Page
Accessing the Module’s Web Home Page 81
Process Display Pop-up Windows 85
TCP/IP Configuration Web Page 8-6
Configure E-mail Notification Web Page 8-7
SCANport Device Information Pages 89

Future enhancements may result in web pages that look different than
the examples shown in this chapter.

Accessing the Module’s Web Home Page

After configuring the module, you can view its web pages. These pages
present information about the module, and the drive to which it is
connected.

TIP: By default the module web pages are disabled. To enable the web
pages, set the Web Pages Switch (SW2 in Figure 2.1) to its “Enable
Web” position and then reset the module.

The module can be configured to automatically send e-mail messages to
desired addresses when selected drive faults or warnings occur and/or
are cleared, and/or when the module takes a communication or idle fault
action. For more details, see the Configure E-mail Notification Web Page
section in this chapter.

Bit 0 of Parameter 65 - [Web Features] can be used to protect the
configured settings for e-mail notification. Refer to Chapter 3, Setting
Web Features Access for more information.
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To view the web pages of the module

1. On a computer with access to the EtherNet/IP network on which the
module is installed, launch a web browser such as Microsoft™
Internet Explorer (version 5.0 or higher) or Netscape® Navigator®
(version 4.6 or higher).

The computer can access the module web pages if it is connected to
the same network as the module, or if it is connected to a network
with access to the module’s network via a gateway device (for
example, a router).

2. Inthe Address (Explorer) or Location (Navigator) box, type the IP
address of the module and then press ENTER. The web Home Page
for the module appears.

Important: Clicking the browser’s Refresh button always re-displays
the Home Page even while viewing another module web

page.

Figure 8.1 Module Web Home Page Example

/3 Rockwell Automation - Microsoft Intemnet Explorer provided by Rockwell Automation

Elle  Edit View Favoites Tools Help |
@ L+ @ B oo @ m BB a3 FH.E
Back Fonvard! Stop  Refresh  Home Search Favortes  History M ail Frint Edit Discuss
Addiess [&] hitp://10.91.100.53/ ~| 6o |Liks
o - 2 Rockwell
el 1203-EN1 EtherNet/IP Adapter A onahon
xpand iriry Horme
B Home
%PFOCESS display Adapter - 1203-EN1 EtherNet/IP
TCR/IP configur E evision 101
Configure e-mi a4
P Brames SCAND IF Address 10.91.100.53
@ online user ma Ethernet Address (MAC)  00:00:BCI0B:60:36
[ software tools Serial Number 0x00008000
g\j Launch my Drir Status Allocated
= Laun;h i /O Connection Status Master-slave /0 connection to 10.91.97.52
3 E-mail technica
Host - 1336 PLUS II Drv 4.5 A, 230V
Revision 10.06
Status Faulted
Commanded direction Farward
Rotation direction Forward
Output Freq 0.00 Hz
Process status Wolts 0
Amps 0.0
Capyright @ 2003 Rockwell Automation, Inc. All Rights Reserved.
| _>l_I

[&] htp:/710.91.100.53/HomeSingle:hiri [ 25 Localintranet 7
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Title Bar on Module Web Pages

The title bar appears on all module web pages, including its Home Page.
It consists of three elements:

Item

Description

Allen-Bradley logo
(at far left)

This logo is also a link. Click it to view the ab.com web Home
Page.

Module Title (middle)

Shows the module type and title.

Rockwell Automation logo

(at far right)

This logo is also a link. Click it to view the Rockwell
Automation web Home Page.

Navigation Menu on Module Web Pages

The navigation menu appears on the left side of all module web pages,
including its Home Page. The navigation menu consists of links and link
folders which can be expanded or minimized. The following table shows
all of the navigation menu’s links and link folders:

Link/Folder

Description

Home link

Click this link to view the module’s Home Page (Figure 8.1).

Process Display link

Click this link to view the Host's Process Display pop-up window
(Figure 8.2) showing dynamic process information (updates
every 3 seconds).

TCP/IP configuration
link

Click this link to view the module’s TCP/IP Configuration web
page showing information about the TCP/IP configuration, such
as the module’s IP address and the number of packets being
sent. Figure 8.3 shows an example TCP/IP Configuration web
page.

Configure e-mail
notification link

Click this link to view the module’s Configure E-mail Notification
web page (Figure 8.4) for configuring the module to send
automatic e-mail messages. See Figure 8.5 for an example
e-mail message.

Browse SCANport Click this folder to expand and view the Port folders for the
devices folder SCANport drive and module.
Port folders Click a respective Port folder to expand and view its device’s:

¢ “Module information” link (for drive or module)

o “Fault queue” link and “Warning queue” link (for drive only)
o “Event queue” link (for module only)

These links take you to their related information screens. See
Figure 8.6 and Figure 8.8 for example screens.

Online user manuals
link

Click this link to view Allen-Bradley’s web page with
documentation for drives and other devices.

Software tools Web site
link

Click this link to view Allen-Bradley’s web page with information
about software tools such as DriveExplorer and DriveExecutive.

Launch my
DriveExplorer software
link

Click this link to launch the DriveExplorer software already
installed on your PC.
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Link/Folder Description

Launch my Click this link to launch the DriveExecutive software already
DriveExecutive installed on your PC.

software link

E-mail technical Click this link to view a new e-mail message window to send a
support link message to Allen-Bradley’s Technical Support Team.

Information on Module Home Page

The module Home Page displays the following information for the
module and host:

Item Description
Module Information o Device Name
o Revision
o |P Address

o Ethernet Address (MAC)
o Serial Number

o Status

e |/O connection status

Host Information o Device Name

o Revision

o Status

o Commanded direction
o Rotation direction

o Process status
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Process Display Pop-up Windows

The Process Display pop-up window dynamically shows the SCANport
product’s information. To view this window, click the “Process Display”
link in the navigation menu.

Figure 8.2 Example of Process Display Pop-up Window for SCANport Product

7§ Rockwell Automation - Microsoft Internet Explorer provided by R [H[=] E3

[T Process Display N -

Froduct text 1336 PLUS IT Drw 4.5 A, 2300
Status Faulted
Commanded direction Forward
F.otation direction Forward
Output Freq 0.00 Hz

Frocess status Wiolts 0
Amps 0.0

This page refreshes automatically every 3 seconds. i

=
1| | »

|&] Dore (O | | 5 Localintanet 4
Information Description
Product text Description of SCANport product.
Status Status of SCANport product.
Commanded direction | Commanded direction of SCANport product.
Rotation direction Rotation direction of SCANport product.
Process status Line 1 - desired parameter of SCANport product and its
dynamic value.
Line 2 - desired parameter of SCANport product and its
dynamic value. ('
Line 3 - desired parameter of SCANport product and its
dynamic value. ("

M The parameter whose value is shown on this line can be set by using the drive HIM. For
details, refer to the drive User Manual.
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TCP/IP Configuration Web Page

The TCP/IP Configuration web page provides details about the module’s
Ethernet settings and network activities.

Figure 8.3 Example of TCP/IP Configuration Web Page

2§ Mockwell Automation - Micianalt Intemet Explones pravided by Rockwell Automation

Eie Ed Yww Fpedes Joodk  Hep [ |
&> . @ B Al @ 3B S . .

Back F, Sl Rehesh  Home | Semch Favosins  Haloy Had Prrd Edl Ditguss.

Agckeas [t 210 51 100 530 ] Go | ks ™

Rockwell
Automation

TCR/IP Canfiguranan

[® Home

(B Frocess display 1P address 10.91,100.53
B TR/ configuration -
[0 configure e-mail notil

(S erowse SCANport de || Sotewdy address

[ online user manuals BOOTR

E'l Software tools Web £ Ethernet address 00:00:BC:08:60:36
B | aunch my DriveExpl

¥ Launch my DriveExec Ethernet received packets 19918

L E-mail technical supp.

Ethernet re

25

19412

Ethernet
Ethernst trans

Ethernet trangmit errors [+]

Copyright & 2002 Rodiwell Automation, Inc. All Rights Reserved.

r—— -’
[E10ere [T
Information Description
IP Address IP address of the module.
Subnet Mask Subnet mask for the module’s network.
Gateway Address Address for the gateway device on the module’s network.
BOOTP Whether BOOTP is being used to configure the module’s
network information.
Ethernet Address Hardware address for the module.
Ethernet received packets | Number of packets that the module has received.
Ethernet received errors Number of receive errors reported by the hardware.
Ethernet received overruns | Number of receive buffer overruns reported by the
hardware.
Ethernet transmitted packets | Number of packets that the module has sent.
Ethernet transmit errors Number of transmit errors reported by the hardware.
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Configure E-mail Notification Web Page

The Configure E-mail Notification web page contains selections and
data fields for configuring the module to automatically send e-mail
messages to desired addresses when selected types of events occur. By
default, this configuration is not protected. After configuration, the
settings can be protected by setting the Parameter 65 - [Web Features]
E-mail Cfg Bit 0 value to “0” (Disabled). To change a protected
configuration, it must first be unprotected by setting the E-mail Cfg Bit 0
value back to “1” (Enabled). For more information, see Chapter 3,
Setting Web Features Access.

Figure 8.4 Example of Configure E-mail Notification Web Page

3 Rockwell Automation - Microsalt Intermet Explorer provided by Aockwell Automation

B B Yew Fpesies ook Hep [ w |
e P < T E: N T - W TR 2 L e R |

Back F 4 Siop  Belesh  Home Mol Edi Disciay
_msig] g A0S M

Seach Favortes Mooy

Rockwell
Automation

[A Home:
[A Process display

I Send an e-mall message when & fault (trip) i declared on the SCANPOrt product (drive
[0 Ter/IF configuration E G il (Y

[M configure &-mail noti
[ Browse SCanport di
[© online user manuats

[ software tooks Web

5 Launch my DriveExp
8 Launch my DriveExe:
) E-mail technical supg

 For any fault

 Only for the following faults (example: 1,3,5-8):
© For & faults except the following faults (example: 1,3,5-8):
I Send an e-mail r when a fault on the drive is deared

© Send an &-mail

sage when a warning is red on the SCANport product (drive):
€ For any warning

= Only for the following wamings (example: 1,3,5-8)

© For all warnings except the following warnings (example: 1,3,5-8):

[

F Send an e-mail message when a wamning on the drive is cleared

I Send an &-mail messa
res

when the adapter takes its communication fault action

whn the adapter takes its idle fault action
wyserver: i 0 0 0

to notify (80 char. max.): |

1P address of mail (5

E-rnail addr

Subject of e-mall message (S0 char, max.): [

Sevo changes
al | llJ Cepyright €& 2003 Rockwell Automation, Inc. All Rights Reserved,

]

To configure e-mail notification

1. Click the SCANport product’s desired fault and/or warning check
boxes you want to occur that will send e-mail notification:

If you only want e-mail notification when specific faults or warnings
occur, click this radio button and type their numbers in the box.

If you only want e-mail notification when all faults or warnings
except specific ones occur, click this radio button and type their
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numbers in the box.

2. Click the module’s desired communication and/or idle fault action
check boxes you want to occur that will send e-mail notification.

3. Type the following information in their respective boxes:

Information Description

“IP address of .. Type in the address of the mail server that will be
used to deliver the e-mail messages.

“E-mail addresses to notify ... | Type in addresses to where you want e-mail

messages to be sent. Multiple addresses can be
used, but they must be separated by commas
(comma delimited).

“Subject of e-mail message ..” | Type in the desired subject text for the e-mail
message.

4. Click Save changes.

Important: It is recommended that Parameter 65 - [Web
Features] E-mail Cfg Bit 0 value be set to “0”
(Disabled) after E-mail Notification has been
configured. Otherwise the configuration can be changed
anytime the web page is accessed with a browser.

Figure 8.5 Example of E-mail Message Sent by Module

@ 1203-EN1@10.91.100.53 on 12/08/2003 02:21:21 PH

T jdoe@example.com
oo

Subject:  Sample email message

Seq 1 — Driwve at 10.91.100.53 reported fault 10 - Serial Fault

This is an automated message from the 1203-EN1 EtherNet-IP adapter at IP address
10.91.100.53 Please do not reply to this message. as the adapter cannot process
replies

The SCAHport product has logged the following fault (trip)
Fault code
Fault text: Serial Fault

See this device's Web page at http:~-10.91.100.53/

> TIP: To stop e-mail messages, do one of the following:

e Delete all e-mail addresses from the Configure E-mail
Notification web page.

e Uncheck all of the “Send an e-mail message when .. boxes.

Disabling the module web pages by setting the Web Pages Switch
(SW2 in Figure 2.1) to the “Disable Web” position will NOT stop
the module from sending e-mail messages. Also, turning off the

E-mail Cfg Bit O will NOT stop e-mail messages from being sent.
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SCANport Device Information Pages

SCANDport device information pages show a device’s module
information, and a fault and/or warning queue (for drive only) or event
queue (for module only). Figure 8.6 and Figure 8.7 respectively show
module information and fault queue example pages for the Port 0 device

(host). Figure 8.8

shows an event queue example page for the Port 2

device (1203-EN1 module).

Figure 8.6 Example of Port 0 (1336 Plus Il Drive) Module Information Page

Froduct text
endaor 1D
Ceevice type
Product code
Revision
Serial number
Status

oC Lo
Automation

1336 FLUS 11 Drv 4.5 A, 2300
1

128

0x0307

10.06

Mot Available

Faulted

Information Description

Product text Text identifying the device

Vendor ID 1 = Allen-Bradley

Device type 128

Product code Code for the product name and its rating

Revision Firmware revision used by the device

Serial number Serial number of the device

Status Operating status of the device (for example, at reference)
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Figure 8.7 Example of Port 0 (1336 Plus Il Drive) Fault Queue Page

-EN1 EtherNet/IP Adapter oyl
Port 0 - Fault Queue

Rockwell
n

[a}

EN Open

EN Link Up
BOOTP Response
Control Enabled
Type O Login
onlne @ 128kbps
App Updated

Mo Event

Mo Event

Mo Event

Mo Event

Mo Event

Mo Event

Mo Event

hea Event

Mo Event

4o Event

Mo Event

140 Event

No Event
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Specifications

Appendix A presents the specifications for the module.

Topic Page Topic Page
Communications A1 Environmental A-2
Electrical A1 Regulatory Compliance ~ |A-2
Mechanical A-1
Communications
Network
Protocol EtherNet/IP
Data Rates 10 Mbps Full Duplex, 10 Mbps Half Duplex, 100 Mbps Full
Duplex, or 100 Mbps Half Duplex
Drive
Protocol SCANport
Data Rates 125 kbps
Electrical
Consumption
Drive 30 mA at 12 VDC supplied by the host (for example, drive)
Network None
DC Power Supply 150 mA at 18-27 VDC
Mechanical
Dimensions
Width 108 mm (4.25 inches)
Height (with terminal | 108 mm (4.25 inches)
connector attached)
Depth 75 mm (2.95 inches)
Weight 340g (12 0z.)
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Specifications

Environmental
Temperature
Operating -10t0 50°C (14 to 149°F)
Storage -40 o 85° C (-40 to 185°F)
Relative Humidity 5 t0 95% non-condensing
Atmosphere Important: Module must not be installed in an area where
the ambient atmosphere contains volatile or corrosive gas,
vapors or dust. If the module is not going to be installed for a
period of time, it must be stored in an area where it will not
be exposed to a corrosive atmosphere.
Shock
Operational 30g, 11 ms (DIN Rail Mount)

Non-Operational

50g, 11 ms (Panel Mount)

30g, 11 ms (DIN Rail Mount)
50g, 11 ms (Panel Mount)

Vibration
Operational
Non-Operational

2.5g, 5 to 2000 Hz
5.0g, 5 to 2000 Hz

Regulatory Compliance

UL UL508C

cUL CAN / CSA C22.2 No. 14-M91
CE EN50178 and EN61800-3
CTick EN61800-3

NOTE: In order to remain CE and CTick compliant, the SCANport
cable length may not exceed 30 m (98.4 ft.).

NOTE: This is a product of category C2 according to [EC 61800-3. In a
domestic environment this product may cause radio interference in
which case supplementary mitigation measures may be required.
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Module Parameters

Appendix B provides information about the EtherNet/IP-to-SCANport

module parameters.

Topic Page
About Parameter Numbers |B-1
Parameter List B-1

About Parameter Numbers

The parameters in the module are numbered consecutively. However,
depending on which configuration tool you use, they may have different

numbers.

Configuration Tool

Numbering Scheme

o DriveExplorer
o DriveExecutive

The module parameters begin with parameter 01. For
example, Parameter 01 - [SCANport Adapter] is
parameter 01 as indicated by this manual.

Refer to Chapter 6, Using Explicit Messaging, and

o Explicit Messaging

Appendix C, EtherNet/IP Objects, for details.

Parameter List

Parameter
No. Name and Description
01 |[SCANport Adapter]

Displays the port to which the module is
connected.

02 |[BOOTP]

Configures the module to use BOOTP so that you
can set its IP address, subnet mask, and gateway
address with a BOOTP server.

Details
Default:
Minimum:
Maximum:
Type:
Default:
Values:

Type:

Reset Required:

7

0

7

Read Only

1 = Enabled
0 = Disabled
1 = Enabled

Read/Write
Yes
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Module Parameters

Parameter
No. Name and Description

[IP Addr Cfg 1]
[IP Addr Cfg 2]
[IP Addr Cfg 3]
[IP Addr Cfg 4]
Sets the bytes of the IP address.

255. 255 . 255 . 255

[IP Addr Cfg 1] ‘
[IP Addr Cfg 2]
[IP Addr Cfg 3]
[IP Addr Cfg 4]
Important: To set the IP address using these

parameters, Parameter 02 - [BOOTP] must be set
to Disabled.

[Subnet Cfg 1]
[Subnet Cfg 2]
[Subnet Cfg 3]
[Subnet Cfg 4]
Sets the bytes of the subnet mask.

255.255 . 255 . 255

[Subnet Cfg 1]
[Subnet Cfg 2]
[Subnet Cfg 3]
[Subnet Cfg 4]
Important: To set the subnet mask using these

parameters, Parameter 02 - [BOOTP] must be set
to Disabled.

[Gateway Cfg 1]
[Gateway Cfg 2]
[Gateway Cfg 3]
[Gateway Cfg 4]
Sets the bytes of the gateway address.

255.255 . 255 . 255

[Gateway Cfg 1]
[Gateway Cfg 2]
[Gateway Cfg 3]
[Gateway Cfg 4]

Important: To set the gateway address using
these parameters, Parameter 02 - [BOOTP] must
be set to Disabled.

Details

Default:
Default:
Default:
Default:
Minimum:
Maximum:
Type:

Reset Required:

Default:
Default:
Default:
Default:
Minimum:
Maximum:
Type:

Reset Required:

Default:
Default:
Default:
Default:
Minimum:
Maximum:
Type:

Reset Required:

OO OO OoO

255
Read/Write
Yes

OO OO OoO

255
Read/Write
Yes

OO OO OoO

255
Read/Write
Yes
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Parameter
No. Name and Description

27

[IP Addr Act 1]

[IP Addr Act 2]

[IP Addr Act 3]

[IP Addr Act 4]

Displays the actual IP address being used by the
module.

255.255 . 255 . 255

[IP Addr Act 1]
[IP Addr Act 2]
[IP Addr Act 3]
[IP Addr Act 4]
[Subnet Act 1]
[Subnet Act 2]
[Subnet Act 3]
[Subnet Act 4]

Displays the actual subnet mask being used by the
module.

255.255 . 255 . 255

[Subnet Act 1]
[Subnet Act 2]
[Subnet Act 3]
[Subnet Act 4]
[Gateway Act 1]
[Gateway Act 2]
[Gateway Act 3]
[Gateway Act 4]

Displays the actual gateway address being used
by the module.

255.255 . 255 . 255

[Gateway Act 1]
[Gateway Act 2]
[Gateway Act 3]
[Gateway Act 4]
[EN Rate Cfg]
Configures the network data rate at which the

module communicates. (Updates Parameter 28 -
[EN Rate Act] after reset.)

Details

Default:
Default:
Default:
Default:
Minimum:
Maximum:
Type:

Default:
Default:
Default:
Default:
Minimum:
Maximum:
Type:

Default:
Default:
Default:
Default:
Minimum:
Maximum:
Type:

Default:
Values

Type:

Reset Required:

OO OO OoO

255
Read Only

OO OO OoO

255
Read Only

OO OO OoO

255
Read Only

0 = Autodetect

0 = Autodetect

1 =10 Mbps Full
2 =10 Mbps Half
3 =100 Mbps Full
4 =100 Mbps Half
Read/Write

Yes
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Module Parameters

Parameter
No. Name and Description Details
28 |[EN Rate Act] Default: 0 = No Link
Displays the data rate actually used by the Values 0 = No Link
module. 1 =10 Mbps Full
2 =10 Mbps Half
3=100 Mbps Full
4 =100 Mbps Half
Type: Read Only
29 |[Reset Module] Default: 0 = Ready
No action if set to “Ready.” Resets the module if | Values 0 = Ready
set to “Reset Module.” Restores the module to its 1 = Reset Module
factory default settings if set to “Set Defaults.” This 2 = Set Defaults
parameter is a command. It will be reset to Type: Read/Write
“Ready” after the command has been performed. |Reset Required:  No

30

31

A

ATTENTION: Risk of injury or equipment damage exists. If the module is
transmitting 1/O that controls the drive, the drive may fault when you reset the
module. Determine how your drive will respond before resetting a connected
module.

[Comm Flt Action] Default: 0 = Fault

Sets the action that the module will take if it Values: 0 = Fault

detects a network failure. This setting is effective 1 = Zero Data

only if I/O that controls the drive is transmitted 2 = Hold Last

through the module. 3 =Send Fit Cfg
Type: Read/Write

Reset Required:  No

A

ATTENTION: Risk of injury or equipment damage exists. Parameter 30 - [Comm
FIt Action] lets you determine the action of the module and connected drive if the
communications are disrupted. By default, this parameter faults the drive. You can
set this parameter so that the drive continues to run. Precautions should be taken
to ensure that the setting of this parameter does not create a risk of injury or
equipment damage. When commissioning the drive, verify that your system
responds correctly to various situations (for example, a disconnected cable).

[Idle Fit Action] Default: 0 = Fault

Sets the action that the module and drive take if | Values: 0 = Fault

the module detects that the scanner is idle 1 =Zero Data
because the controller was switched to program 2 = Hold Last
mode. This setting is effective only if I/O that 3=Send Flt Cfg
controls the drive is transmitted through the Type: Read/Write
module. Reset Required:  No

A

ATTENTION: Risk of injury or equipment damage exists. Parameter 31 - [Idle Fit
Action] lets you determine the action of the module and connected drive if the
scanner is idle. By default, this parameter faults the drive. You can set this
parameter so that the drive continues to run. Precautions should be taken to
ensure that the setting of this parameter does not create a risk of injury or
equipment damage. When commissioning the drive, verify that your system
responds correctly to various situations (for example, a faulted controller).
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Parameter

No. Name and Description

32

33

34

35

[SP 1/0 Cfq]

Sets the I/0 that is transferred through the module.

Bt 7654321

Default ﬂﬂﬂﬂﬂﬂﬂn —» 0=Cmd/Ref

[SP I/O Act]
Displays the I/O that the module is actively
transmitting. The value of this parameter will

usually be equal to the value of Parameter 32 - [SP | Type:

I/0 Cfg]. If not, reset the EN1 or see Chapter 7.

Bt 7654321

Default ﬂnnmmﬂﬂn —» 0=Cmd/Ref
[

[FIt Cfg Logic]
Sets the Logic Command data that is sent to the
drive if any of the following is true:

o Parameter 30 - [Comm Flt Action] is set to
“Send Flt Cfg” and communications are
disrupted.

o Parameter 31 - [Idle Flt Action] is set to “Send
Flt Cfg” and the scanner is idle.

o Parameter 51 - [Peer Flt Action] is set to “Send
Flt Cfg” and communications are disrupted.

The bit definitions will depend on the product to
which the module is connected.

[Fit Cfg Ref]

Sets the Reference data that is sent to the drive if
any of the following is true:

o Parameter 30 - [Comm Flt Action] is set to
“Send Flt Cfg” and communications are
disrupted.

o Parameter 31 - [Idle Flt Action] is set to “Send
Flt Cfg” and the scanner is idle.

o Parameter 51- [Peer Flt Action] is set to “Send
Flt Cfg” and communications are disrupted.

Details

Default: xxx0 0001

Bit Values: =1/0 disabled
1 =1/0 enabled

Type: Read/Write

Reset Required:  Yes

Bit Definitions

L, 1=Datalink A

2 Datalink B

3 Datalink C

4 = Datalink D

5 = Not Used

6 = Not Used

7 = Not Used

Default: xxx0 0001

Bit Values: 0 = I/0 disabled
1 =1/0 enabled
Read Only

Bit Definitions

1 = Datalink A

» 2 =Datalink B

3 Datalink C

4 = Datalink D

5 = Not Used

6 = Not Used

7 = Not Used

Default: 0000 0000 0000 0000

Minimum: 0000 0000 0000 0000

Maximum: 1111 1111 1111 1111

Type: Read/Write

Reset Required:  No

Default: 0

Minimum: -32768

Maximum: 32767

Type: Read/Write

Reset Required:  No
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Module Parameters

Parameter
No. Name and Description

44

45

[FIt Cfg A1 In]

[Fit Cfg A2 In]

[FIt Cfg B1 In]

[Fit Cfg B2 In]

[FIt Cfg C1 In]

[FIt Cfg C2In]

[FIt Cfg D1 In]

[Fit Cfg D2 In]

Sets the data that is sent to the Datalink in the
drive if any of the following is true:

o Parameter 30 - [Comm Flt Action] is set to
“Send Flt Cfg” and communications are
disrupted.

o Parameter 31 - [Idle Flt Action] is set to “Send
Flt Cfg” and the scanner is idle.

o Parameter 51 - [Peer FIt Action] is set to “Send
FIt Cfg” and communications are disrupted.

[Serial Port Rate]

Sets the data rate of the serial port.

[M-S Input]

Sets the Master-Slave input data. This data is
produced by the scanner and consumed by the
module.

Bt 7654321

Details

Default: 0

Default: 0

Default: 0

Default: 0

Default: 0

Default: 0

Default: 0

Default: 0

Minimum: 0

Maximum: 65535

Type: Read/Write

Reset Required:  No

Default: 2 =9600 bps

Values: 0 =2400 bps
1 = 4800 bps
2=9600 bps
3=19.2 Kbps
4 =38.4 Kbps

Type: Read/Write

Reset Required: ~ Yes

Default: xxx0 0001

Bit Values: = /0 disabled
1 =1/0 enabled

Type: Read/Write

Reset Required: ~ Yes

Bit Definitions

Default m:]nmmmmn —» 0=Cmd/Ref
L, 1=Datalink A Input

» 2 = Datalink B Input
3 Datalink C Input
4 = Datalink D Input

5= Not Used
6 = Not Used
7 = Not Used
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Parameter

46

No. Name and Description Details
[M-S Output] Default: xxx0 0001
Sets the Master-Slave output data. This datais | Bit Values: 0 =1/0 disabled
produced by the module and consumed by the 1 =1/0 enabled
scanner. Type: Read/Write
Reset Required:  Yes
Bit Definitions

47

48
49

50

Bt 7654321

Default ﬂﬂﬂﬂﬂﬂﬂn —» 0= Status/Fdbk
L, 1=Datalink A Output

2 Datalink B Output
3 Datalink C Output
4 = Datalink D Output

5 = Not Used
6 = Not Used
7 = Not Used
[Ref Adjust] Default: 100.00
Sets the percent scale factor for the Reference Minimum: 0.00
from the network. Maximum: 200.00
Type: Read/Write

Reset Required:  No

that changes to Parameter 47 - [Ref Adjust] take effect immediately. A drive
receiving its Reference from the module will receive the newly scaled Reference,

f ATTENTION: To guard against equipment damage and/or personal injury, note
resulting in a change of speed.

[Peer A Input] Default: 0 = Off

[Peer B Input] Values: 0 = Off

Configures the destination in the drive of the Peer 1 = Cmd/Ref

/0 input. The module receives this data from the 2 = Datalink A Input

network and sends it to the drive. 3 = Datalink B Input
4 = Datalink C Input

Important: Changes to these parameters are 5 = Datalink D Input

ignored when Parameter 57 - [Peer Inp Enable] is | Type: Read/Write

On. Reset Required:  No

Important: If the parameter is set to input a Logic
Command, configure the mask in Parameter 50 -
[Peer Cmd Mask] so that the desired bits from the
Peer device are used.

[Peer Cmd Mask] Default: 0000 0000 0000 0000
Configures the mask for the Logic Command word | Minimum: 0000 0000 0000 0000
when it is received through peer input. If the mask | Maximum: 11111111 1111 111
bit is 0 (Off), the command bit is ignored and not | Values: 0 = Ignore bit

used. If the mask bit is 1 (On), the command bit is 1 = Use bit

checked and used. Type: Read/Write

Reset Required: ~ Yes

and a Peer device, each command bit must have only one source. This includes
the stop bit. The source of command bits set to “0” will be the Master device. The

f ATTENTION: If the module receives a Logic Command from both a Master device
source of command bits set to “1” will be the Peer device.




B-8

Module Parameters

Parameter

[\ [}
51

56

Name and Description

[Peer Flt Action]

Sets the action that the module and drive take if
the module detects that the Ethernet/IP
communications with a peer have been disrupted.
This setting is effective only if I/O is transmitted
through the module.

Details

Default:
Values:

Type:

Reset Required:

0 = Fault

0 = Fault

1 =Zero Data

2 =Hold Last
3=Send Flt Cfg
Read/Write

No

A

ATTENTION: Risk of injury or equipment damage exists. Parameter 51 - [Peer Fit
Action] lets you determine the action of the module and connected drive if the
module is unable to communicate with the designated peer. By default, this
parameter faults the drive. You can set this parameter so that the drive continues to

run. Precautions should be taken to ensure that the setting of this parameter does
not create a risk of injury or equipment damage. When commissioning the drive,
verify that your system responds correctly to various situations (for example, a

disconnected cable).

[Peer Inp Addr 1]

[Peer Inp Addr 2]

[Peer Inp Addr 3]

[Peer Inp Addr 4]

Sets the bytes in the IP address that specifies the
device from which the module receives
(consumes) Peer /0 data.

255 . 255 . 255 . 255

[Peer Inp Addr 1]
[Peer Inp Addr 2]
[Peer Inp Addr 3]
[Peer Inp Addr 4]

Important: The Peer Inp Addr must be on the
same subnet as the 1203-EN1 module. See “IP
Addresses” in the Glossary for more information.

Changes to these parameters are ignored when
Parameter 57 - [Peer Inp Enable] is On.

[Peer Inp Timeout]

Configures the time-out for a peer connection. If

the time is reached without the module receiving
(consuming) a message, the module will respond
with the action specified in Parameter 51 - [Peer

FIt Action].

In @ module receiving (consuming) Peer I/0, the
value of this parameter must be greater than the
product of the value of Parameter 62 - [Peer Out
Time] in the module transmitting (producing) Peer
/0 multiplied by the value of Parameter 63 - [Peer
Out Skip] in the module transmitting (producing)
Peer I/O.

Default:
Default:
Default:
Default:
Minimum:
Maximum:
Type:

Reset Required:

Default:
Minimum:
Maximum:
Type:

Reset Required:

OO OO

0

255
Read/Write
No

10.00 Seconds
0.01 Seconds
10.00 Seconds
Read/Write

No
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Parameter
No. Name and Description Details
57 |[Peer Inp Enable] Default: 0 = Off
Determines if Peer I/O input is on or off. Values: 0 = Off
1=0n
Type: Read/Write
Reset Required:  No
58 |[Peer Inp Status] Default: 0 = Off
Displays the status of the consumed peer input | Values: 0 = Off
connection. 1 = Waiting
2 = Running
3 = Faulted
Type: Read Only
59 |[Peer A Output] Default: 0 = Off
60 |[Peer B Output] Values: 0 = Off
Selects the source of the Peer /O output data. 1 = Cmd/Ref
The module transmits this data to the network. 2 = Datalink A Input
3 = Datalink B Input
Important: Changes to these parameters are 4 = Datalink C Input
ignored when Parameter 61 - [Peer Out Enable] is 5 = Datalink D Input
On. 6 = Datalink A Output
7 = Datalink B Output
8 = Datalink C Output
9 = Datalink D Output
Type: Read/Write
Reset Required:  No
61 |[Peer Out Enable] Default: 0 = Off
Determines if Peer I/O output is on or off. Values: 0 = Off
1=0n
Type: Read/Write
Reset Required:  No
62 |[Peer Out Time] Default: 10.00 Seconds
Determines the minimum time that a module will | Minimum: 0.01 Seconds
wait when transmitting data to a peer. Maximum: 10.00 Seconds
Type: Read/Write
Important: Changes to these parameters are Reset Required:  No
ignored when Parameter 61 - [Peer Out Enable] is
On.
63 |[Peer Out Skip] Default: 1
Determines the maximum time that a module will | Minimum: 1
wait when transmitting data to a peer. The value of | Maximum: 16
Parameter 62 - [Peer Out Time] is multiplied by the | Type: Read/Write
value of this parameter to set the time. Reset Required:  No
Important: Changes to these parameters are
ignored when Parameter 61 - [Peer Out Enable] is
On.
64 |[Web Enable] Default: 0 = Disabled
Displays the setting of the Web Pages Switch Minimum: 0 = Disabled
(SW2) on the module when the module was last | Maximum: 1 = Enabled
reset. Type: Read Only




B-10 Module Parameters

Parameter

No. Name and Description

[Web Features]

Sets the access to the Web interface and
Web-configurable features.

Bt 76543210

Details

Default: XXXX XXX 1

Bit Values: 0 = Disabled
1 = Enabled

Type: Read/Write

Reset Required:  No

Bit Definitions

Default [xTx[x[x[x[x[x[1] — 0 = E-mail Cfg

» 1-7 =Not used




Appendix C

EtherNet/IP Objects

Appendix C presents information about the EtherNet/IP objects that can
be accessed using Explicit Messages. For information on the format of

Explicit Messages and example ladder logic programs, refer to
Chapter 6, Using Explicit Messaging.

Class Code Class Code
Object Hex. |Dec. |Page Object Hex. |Dec. | Page
Identity Object 0x01 |1 C-2 SCANport Device Object 0x92 (146 [C-18
Assembly Object 0x04 |4 C4 SCANport Parameter Object [0x93 147 |C-20
Register Object 0x07 |7 C-6 SCANport Fault Object 0x97 |151 |C-23
Parameter Object 0xOF [15 |C-8 SCANport Warning Object  [0x98 |152 |C-25
Parameter Group Object |0x10 |16 |C-11 TCP/IP Interface Object O0xF5 |245 |C-27
PCCC Object 0x67 |103 |C-13 Ethernet Link Object 0xF6 (246 |C-29

>

TIP: Refer to the EtherNet/IP specification for more information about
EtherNet/IP objects. Information about the EtherNet/IP specification is
available on the ODVA web site (http://www.odva.org).

Supported Data Types

Data Type Description

BYTE 8-bit unsigned integer
WORD 16-bit unsigned integer
DWORD 32-bit unsigned integer
LWORD 64-bit unsigned integer
SINT 8-bit signed integer
USINT 8-bit unsigned integer
INT 16-bit signed integer
UINT 16-bit unsigned integer
DINT 32-bit signed integer
UDINT 32-bit unsigned integer
BOOL 8-bit value -- low bit is true or false
BOOL[n] Array of n bits
STRINGn] Array of n characters

SHORT_STRING

1-byte length indicator + that many characters

STRUCT Structure name only - no size in addition to elements
CONTAINER 32-bit parameter value - sign extended if necessary
TCHAR 8 or 16-bit character

REAL 32-bit floating point
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EtherNet/IP Objects
Identity Object
Class Code

Hexadecimal Decimal
0x01 1
Instances

The number of instances depends on the number of components in the
device connected to the module. This number of components can be read
in Instance 0, Attribute 2.

Instance Description

0 Class

1 Entire device (SCANport host)

2-5(n+1) n firmware components of drive

(n+2) 1203-EN1

(n+3) 1203-EN1 application firmware

(n+4) 1203-EN1 boot firmware

Class Attributes

Attribute | Access

ID Rule Name Data Type |Description

2 Get Max Instance UINT Total number of instances

Instance Attributes

Attribute | Access

ID Rule Name Data Type |Description

1 Get Vendor ID UINT 1 = Allen-Bradley

2 Get Device Type UINT 128

3 Get Product Code UINT Number identifying product
name and rating

4 Get Revision: STRUCT of:

Major USINT | Value varies
Minor USINT | Value varies

5 Get Status WORD Bit 0 = Owned
Bit 2 = Configured
Bit 10 = Recoverable fault
Bit 11 = Unrecoverable fault

6 Get Serial Number UDINT Unique 32-bit number

7 Get Product Name SHORT_

STRING | Product name and rating




EtherNet/IP Objects C-3

Identity Object (Continued)

Services
Implemented for:
Service Code | Class Instance Service Name
0x01 Yes Yes Get_Attributes_All
0x05 Yes Yes Reset
0x0E Yes Yes Get_Attribute_Single
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Assembly Object
Class Code
Hexadecimal Decimal
0x04 4
Instances
Instance Description

1

All I/O data being read from the SCANport product (read-only)

2 All /O data written to the SCANport product (read/write)
Class Attributes
Attribute
ID Access Rule |Name Data Type | Description
1 Get Revision UINT 2
2 Get Max Instance UINT 2
100 Set Control Timeout |UINT Control timeout in seconds
Instance Attributes
Attribute
ID Access Rule |Name Data Type |Description
1 Get Number of UINT 1
Members
2 Get Member List | ARRAY of
STRUCT:
UINT Size of member data
UINT Size of member path
Packed Member path
EPATH
3 Conditional (" | Data Array of Bits | Data to be transferred
4 Get Size UINT Size of assembly data in bits

() For instance 1, access rule for the data attribute is Get. For instance 2, it is Get/Set.

Important: Setting an assembly object instance attribute can be done
only when the Control Timeout (class attribute 100) has
been set to a non-zero value.
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Assembly Object (Continued)

Services
Implemented for:
Service Code |Class Instance Service Name
0x0E Yes Yes Get_Attribute_Single
0x10 Yes Yes Set_Attribute_Single
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Register Object
Class Code
Hexadecimal Decimal
0x07 7
Instances
Instance Description
1 All /O data being read from the SCANport product (read-only)
2 All /O data written to the SCANport product (read/write)
3 Logic Status and Feedback data (read-only)
4 Logic Command and Reference data (read/write)
5 Datalink A (input data from device to scanner) (read only)
6 Datalink A (output data from scanner to device) (read/write)
7 Datalink B (input data from device to scanner) (read only)
8 Datalink B (output data from scanner to device) (read/write)
9 Datalink C (input data from device to scanner) (read only)
10 Datalink C (output data from scanner to device) (read/write)
11 Datalink D (input data from device to scanner) (read only)
12 Datalink D (output data from scanner to device) (read/write)
13 Logic Status and Feedback Data (read-only)
14 Mask (") (read/write)
15 Logic Status (read-only)
16 Logic Command (read/write)
17 Feedback (read-only)
18 Reference (read/write)

() The mask command word is set to the value of the first word of the data where
there are ones in the second word of the data. Command = (old command and not
word 2) or (word 1 and word 2). This only controls specified bits in the Logic
Command data to the SCANport product and does not change the Reference

value.
Class Attributes
Attribute | Access
ID Rule Name Data Type Description
100 Set Control Timeout | UINT Control timeout in seconds
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Register Object (Continued)

Instance Attributes

Attribute
ID Access Rule [Name Data Type | Description
1 Get Bad Flag |BOOL If set to 1, then attribute 4 may contain invalid,
bad or otherwise corrupt data.
0 =good
1 =bad
2 Get Direction |BOOL Direction of data transfer
0 = Producer Register (drive to EtherNet/IP)
1 = Consumer Register (EtherNet/IP to drive)
3 Get Size UINT Size of register data in bits
4 Conditional ("] Data ARRAY of |Data to be transferred
BITS

() The access rule of Set is optional if attribute 2, Direction = 1. If Direction = 0, the access rule is
Get.

Important: Setting a Register object instance attribute can be done only
when the Control Timeout (class attribute 100) has been set
to a non-zero value.

Implemented for:
Service Code | Class Instance Service Name
0x0E Yes Yes Get_Attribute_Single
0x10 Yes Yes Set_Attribute_Single




EtherNet/IP Objects

Parameter Object
Class Code

Hexadecimal Decimal
OxOF 15
Instances

The number of instances depends on the number of parameters in the
SCANport product. The module parameters are appended to the list of
drive parameters. The total number of parameters can be read in Instance
0, Attribute 2.

Instance Description

0 Class Attributes

1 Drive Parameter 1 Attributes

n Last Drive Parameter Attributes

n+1 Module Parameter 1 Attributes

n + 65 Last Module Parameter Attributes

Class Attributes

Attribute | Access

ID Rule Name Data Type | Description

1 Get Revision UINT 1

2 Get Max Instance |UINT Number of parameters

8 Get Parameter WORD 0="False, 1 =True
Class Bit 0 = Supports parameter instances
Descriptor Bit 1 = Supports full attributes

Bit 2 = Must do NVS save command
Bit 3 = Parameters are stored in NVS

9 Get Configuration |UINT 0
Assembly
Instance
10 Set Native USINT 0 = English
Language 1 =French
2 = Spanish
3 = ltalian
4 = German
5 = Japanese

6 = Portuguese

7 = Mandarin Chinese
8 = Russian

9 = Dutch
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Parameter Object (Continued)

Instance Attributes

Attribute | Access
ID Rule |Name Data Type |Description
1 M Parameter Value |© ©
2 Get Link Path Size USINT 0 = No link specified
n = The size of Attribute 3 in bytes
3 Get  |Link Path @
4 Get Descriptor WORD 0 =False, 1="True
Bit 1 = Supports ENUMs
Bit 2 = Supports scaling
Bit 3 = Supports scaling links
Bit 4 = Read only
Bit 5 = Monitor
Bit 6 = Extended precision scaling
5 Get Data Type USINT 0xC2 = SINT (8-bits)
0xC3 = INT (16-bits)
0xC4 = DINT (32-bits)
0xC6 = USINT (8-bits)
0xC7 = UINT (16-bits)
0XCA = REAL (32-bits)
0xD1 = BYTE (8-bits)
0xD2 = WORD (16-bits)
6 Get |Data Size USINT ©
7 Get |Parameter Name |SHORT_ |®
String STRING
8 Get | Units String SHORT_ |®
STRING
9 Get Help String SHORT_ | Null string
STRING
10 Get  |Minimum Value | @
11 Get  |Maximum Value | ®
12 Get | Default Value U] ©
13 Get  |Scaling Multiplier |UINT ©
14 Get  |Scaling Divisor  |[UINT ©)
15 Get  |Scaling Base UINT ©
16 Get  |Scaling Offset  [UINT ®
17 Get  |Multiplier Link  |UINT ©)
18 Get  |Divisor Link UINT ©)
19 Get  |Base Link UINT ©)
20 Get  |Offset Link UINT ©)
21 Get | Decimal Precision |USINT ©)

1
2
3

(
(
(
(4

Value varies based on parameter instance.
Refer to the EtherNet/IP specification for a description of the link path.

) Access rule is defined in bit 4 of instance attribute 4. 0 = Get/Set, 1 = Get.
) Specified in descriptor, data type, and data size.
)
)
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Parameter Object (Continued)

Services

Implemented for:
Service Code Class Instance Service Name
0x01 No Yes Get_Attribute_All
0x05 Yes No Reset
0x0E Yes Yes Get_Attribute_Single
0x10 Yes Yes Set_Attribute_Single
0x4B No Yes Get_Enum_String
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Parameter Group Object

Class Code

Hexadecimal Decimal
0x10 16
Instances

The number of instances depends on the number of groups in the device.
A group of module parameters is appended to the list of groups in the
device. The total number of groups can be read in Instance 0, Attribute 2.

Number |Description

0 Class Attributes

1 Drive Group 1 Attributes

n Last Drive Group Attributes

n+1 Module Group Attributes

Class Attributes

Attribute |Access Data

ID Rule Name Type Description

1 Get Parameter group |UINT 1

version

2 Get Max Instance UINT | Total number of groups

8 Set Native Language |USINT |0 =English
1 =French
2 = Spanish (Mexican)
3 = ltalian
4 = German
5 = Japanese

6 = Portuguese

7 = Mandarin Chinese
8 = Russian

9 =Dutch
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EtherNet/IP Objects

Parameter Group Object (Continued)

Instance Attributes

Attribute |Access

ID Rule Name Data Type |Description
1 Get Group Name String  |SHORT_ | Group name
STRING
2 Get Number of Members  |UINT Number of parameters in
in Group group
3 Get 1st Parameter Number [UINT U
in Group
4 Get 2nd Parameter UINT M
Number in Group
n Get : UINT M)
) Value varies based on group instance.
Services
Implemented for:
Service Code Class Instance Service Name
0x0E Yes Yes Get_Attribute_Single
0x01 Yes No Set_Attribute_Single
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PCCC Object

Class Code

Hexadecimal Decimal
0x67 103
Instances

Supports Instance 1.

Class Attributes

Not supported.

Instance Attributes

Not supported.
Services

Implemented for:
Service Code Class Instance Service Name
0x4B No Yes Execute_PCCC
0x4C No Yes Execute_DH+

Message Structure for Execute_PCCC

Request Response
Data Data
Name |Type Description Name Type Description
Length |USINT  |Length of Length  [USINT Length of
requestor ID requestor ID
Vendor |UINT Vendor number of Vendor  |UINT Vendor number of
requestor requestor
Serial  [UDINT | ASAserial number Serial UDINT ASA serial number
Number of requestor Number of requestor
Other  |Product |ldentifier of user, Other Product | Identifier of user,
Specific | task, etc. on the Specific  |task, etc. on the
requestor requestor
CMD  |USINT  |Command byte CMD USINT Command byte
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PCCC Object (Continued)

Message Structure for Execute_PCCC (Continued)

Request Response
Data Data
Name |Type Description Name Type Description
STS USINT |0 STS USINT Status byte
TNSW |UINT Transport word TNSW  |UINT Transport word.
Same value as the
request.
FNC USINT | Function code. Not EXT_STS [USINT Extended status.
used for all CMD’s. Not used for all
CMD’s.
PCCC_ | ARRAY of | CMD/FNC specific PCCC_ |ARRAY of |CMD/FNC specific
params | USINT |parameters results USINT | result data
Message Structure for Execute_DH+
Request Response
Data Data
Name |Type Description Name Type Description
DLink  |UINT Destination Link ID DLink UINT Destination Link ID
DSta USINT  |Destination Station DSta USINT Destination Station
number number
DUser [USINT |Destination “User” DUser USINT Destination “User”
number number
SLink  [UINT Source Link ID SLink UINT Source Link ID
SSta  |USINT | Source Station SSta USINT Source Station
number number
SUser [USINT | Source User SUser USINT Source User
number number
CMD  |USINT |Command byte CMD USINT Command byte
STS USINT |0 STS USINT Status byte
TNSW | UINT Transport word TNSW  [UINT Transport word.
Same value as the
request.
FNC USINT  |Function code; not EXT_STS|USINT Extended Status;
used for all CMD’s not used for all
CMD’s
PCCC_ |ARRAY |CMD/FNC specific PCCC_ |ARRAY of |CMD/FNC specific
params | of parameters results USINT  |result data
USINT
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PCCC Object (Continued)

The module supports the following PCCC command types:

CMD |FNC | Description

0x06 0x03  |ldentify host and some status

OF 67 PLC-5 typed write

OF 68 PLC-5 typed read

OF 95 Encapsulate other protocol

OF A2 SLC 500 protected typed read with 3 address fields
OF AA SLC 500 protected typed write with 3 address fields
OF Al SLC 500 protected typed read with 2 address fields
OF A9 SLC 500 protected typed write with 2 address fields
OF 00 Word range read

OF 01 Word range write

See DF1 Protocol and Command Set Manual, Allen-Bradley Publication
No. 1770-6.5.16.

N-Files
N-File Description
N10:0 Number of SCANport Product) Parameters

N10:1 - N10:999
N11:0 - N11:999
N12:0 - N12:999

SCANport Product( Parameter Value Read/Write
(Parameters 1 - 2999)

N13:0

Number of 1203-EN1 Module Parameters

N13:1 - N13:999

1203-EN1 Module Parameter Value Read/Write
(Parameters 1 —999)

N30:1 - N30:999
N31:0 - N31:999
N32:0 - N32:999

SCANport Product(™ Parameter Full/All Information Read
(Parameters 1 - 2999)

N33:1 - N33:999

1203-EN1 Module Full/All Information Read
(Parameters 1 —999)

(1) SCANport Product refers to a drive or other SCANport product connected to the

module.
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PCCC Object (Continued)

N-Files (Continued)

N-File Description
N40 This N-file lets you use Emulated Block Transfer messages to read
and write many types of SCANport messages. To use Emulated
Block Transfer messages, you send a Write message to N40:0 —
N40:63, wait until the module responds with a reply message, and
then read the response data in N40:0 — N40:63 with a Read
message.
For details about Block Transfer messages and the data required
for each byte in the N-File, refer to the Remote I/O Adapter User
Manual, Publication 20COMM-UMQ04....
Bits 15 to 8 are the Most Significant Byte. Bits 7 to 0 are the Least
Significant Byte.
Write Read
Bits | 15 015 0
N40:0 Length (in words) Length (in words)
N40:1 Header Word 1 Error bit + Header Word 1
N40:2 Header Word 2 Header Word 2
N40:3 Data (variable length) Response data (variable length)
: : or error code (one word)
N40:63
N41 This N-file lets you read and write control I/O messages. You can
write control I/0O messages only when all of the following conditions
are true:
o The module is not receiving I/0 from a scanner. For example,
there is no scanner on the network, the scanner is in idle
(program) mode, the scanner is faulted, or the module is not
mapped to the scanner.
o The module is not receiving Peer /0 from another module.
o The module is configured to receive I/O (for example, the [DPI
1/0 Cfg] parameter).
o The value of N42:3 is set to a non-zero value.
Write Read
N41:0 Logic Command Word Logic Status Word
N41:1 Reference Feedback
N41:2 Datalink A1 Datalink A1
N41:3 Datalink A2 Datalink A2
N41:4 Datalink B1 Datalink B1
N41:5 Datalink B2 Datalink B2
N41:6 Datalink C1 Datalink C1
N41:7 Datalink C2 Datalink C2
N41:8 Datalink D1 Datalink D1
N41:9 Datalink D2 Datalink D2




EtherNet/IP Objects

PCCC Object (Continued)

N-Files (Continued)

N-File Description

N42 This N-file lets you read and write some values configuring the
port.

N42:3 Time-out (read/write): Time (in seconds) allowed between
messages to the N41 file. If the module does not receive a
message in the specified time, it performs the fault action
configured in its [Comm Flt Action] parameter.

N42:7 Module Port Number (read only): SCANport port on the drive to

which the module is connected.

N50:1 - N50:249
N51:0 - N51:249
N52:0 — N52:249
N53:0 — N53:249
N54:0 — N54:249
N55:0 — N55:249
N56:0 — N56:249
N57:0 - N57:249
N58:0 — N58:249
N59:0 — N59:249
N60:0 — N60:249
N61:0 - N61:249

SCANport Product!") Parameter Value Read/Write
(Parameters 1 —2999)

N90:1 - N90:249
N91:0 - N91:249
N92:0 - N92:249
N93:0 — N93:249
N94:0 - N94:249
N95:0 — N95:249
N96:0 - N96:249
N97:0 - N97:249
N98:0 — N98:249
N99:0 — N99:249

N100:0 — N100:249
N101:0 — N101:249

SCANport Product(") Parameter Full/All Information Read
(Parameters 1 —2999)
(Each file contains a maximum of 250 parameters)

() SCANport Product refers to a drive or other SCANport product connected to the

module.
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SCANport Device Object

Class Code

Hexadecimal Decimal
0x92 146
Instances

The number of instances depends on the number of components in the
device. The total number of components can be read in Instance 0, Class
Attribute 4.

Instances (Hex.) | (Dec.) Device Example | Description
0x0000 — 0x3FFF |0 — 16383 Host 0 Class Attributes (Drive)
0x4000 — 0x43FF | 16384 — 17407 | Module 1 Drive Component 1

2 Drive Component 2

16384 | Class Attributes (Module)

16385 | Module Component 1

Class Attributes
Attribute | Access
ID Rule |Name Data Type |Description
0 Get Family Code BYTE 0x00 = Communications Module

0x02 = 1336 PLUS Fractional HP

0x03 = 1336 PLUS

0x07 = 1336 PLUS Il

0x10 = 1336 FORCE w/PLC Adapt. Bd.
0x11=2364 RGU DC Bus Regen Frt. End
0x12 = 1394 Motion Drive

0x13 = 1557 Medium Voltage AC Drive
0x14 = SMP-3

0x15 = SMC Dialog Plus

0x17 = 1305 AC Drive

0x18 = 1397 DC Drive

0x19 = 1336 Line Regeneration Pkge.
0x20 = 1336 FORCE w/Std. Adapt. Bd.
0x22 = 1336 IMPACT

0x30 = PowerFlex 70

0x38, 0x39, or 0x3A = PowerFlex 700
0x40 = PowerFlex 7000

Get Family Text STRING[16] | Text identifying the device.
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SCANport Device Object (Continued)

Class Attributes (Continued)

Attribute | Access
ID Rule |Name Data Type |Description
2 Set Language Code |BYTE 0 = English
1 =French
2 = Spanish
3 = Italian
4 = German
5 = Japanese
6 = Portuguese
7 =Mandarin Chinese
8 = Russian
9 = Dutch
3 Get Product Series  |BYTE 1=A,2=B...
4 Get Number of BYTE Number of components (e.g., main
Components control board, I/0 boards) in the device.
5 Set User Definable | STRING[16] | Text identifying the device with a
Text user-supplied name
6 Get Status Text STRING[12] |Text describing the status of the device.
7 Get Configuration BYTE Identification of variations.
Code
8 Get Configuration Text| STRING[16] | Text identifying variation of family device.
9 Get Brand Code WORD 0x0001 = Allen-Bradley
11 Get NVS Checksum | WORD Checksum of the Non-Volatile Storage
in a device.
128 Get Customization | WORD Code identifying the customized device.
Code
129 Get Customization WORD Revision of the customized device.
Revision Number
130 Get Customization STRING[32] |Text identifying the customized device.
Device Text
Instance Attributes
Attribute | Access
ID Rule  |Name Data Type | Description
0 Get Microprocessor | STRING[8] | Name of the component
Text String
1 Get Microprocessor | WORD Firmware version = 100 x major
Firmware Version revision + minor revision
2 Get Microprocessor | WORD Language module version =
Language Module 100 x major revision + minor
Version revision
Services
Implemented for:
Service Code Class Instance Service Name
0x0E Yes Yes Get_Attribute_Single
0x10 Yes Yes Set_Attribute_Single
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SCANport Parameter Object
Class Code
Hexadecimal Decimal
0x93 147
Instances
The number of instances depends on the number of parameters in the
device. The total number of parameters can be read in Instance 0,
Attribute 0.

Instances (Hex.) |(Dec.) Device Example | Description

0x0000 — 0x3FFF |0 — 16383 Host 0 Class Attributes (Drive)

0x4000 — 0x43FF

16384 — 17407

Module

1

Drive Parameter 1 Attributes

2 Drive Parameter 2 Attributes
16384 | Class Attributes (Module)
16385 | Module Parameter 1 Attributes
Class Attributes
Attribute | Access
ID Rule |Name Data Type |Description
0 Get Number of WORD Number of parameters in the device
Instances
1 Set Write Protect WORD 0 = Password disabled
Password n = Password
2 Set NVS Command |BYTE 0 = No Operation
Write 1 = Store values in active memory to NVS
2 = Load values in NVS to active memory
3 = Load default values to active memory
3 Get NVS Parameter |WORD Checksum of all parameter values in a
Value Checksum user setin NVS
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SCANport Parameter Object (Continued)

Instance Attributes

Attribute | Access
ID Rule |Name Data Type Description
0 Get Read Full STRUCT of:
UINT Parameter value
BOOL[16] Descriptor Ssee below)
UINT Multiplier (
UINT Divisor (1)
UINT Base (!
UINT Offset ("
STRING[16] | Parameter name
UINT File/Group/Element cross-reference
UINT Minimum value
UINT Maximum value
UINT Default value
STRING[4] Units (e.g., Amp, Hz)
1 Get/Set | Parameter Value UINT Parameter value in NVS. @
128 Get Descriptor BOOL[16] Descriptor (see below)
130 Get DPI Parameter Name | STRING[16] Parameter name

() This value is used in the formulas used to convert the parameter value between display units and
internal units. Refer to Formulas for Converting on page C-22.

(2) Do NOT continually write parameter data to NVS. Refer to the attention on page 6-1.

Descriptor Attribute
Bit Name Description
0 Data Type (Bit 1) Right bit is least significant bit (0).
000 = BYTE used as an array of Boolean
001 = WORD used as an array of Boolean
1 Data Type (Bit 2) 010 = BYTE (8-bit integer)
011 = WORD (16-bit integer)
- 100 = DWORD (32-bit integer)
2 DataType (BIt3) |51 _ TCHAR (8-bit (not unicode) or 16-bits (unicode)
110 = REAL (32-bit floating point value)
111 = Reserved
3 Sign Type 0 = unsigned
1 = signed
4 Hidden 0 = visible
1 = hidden
5 Not a Link Sink 0 = Parameter can sink a link
1 = Parameter cannot sink a link
6 Not Recallable 0 = Recallable from NVS
1 = Not Recallable from NVS
7 ENUM 0=No ENUM text
1= ENUM text
8 Writable 0 = Read only
1 = Read/write
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SCANport Parameter Object (Continued)

Descriptor Attribute (Continued)

Bit Name Description
9 Not Writable When 0 = Writable when enabled (e.g., drive running)
Enabled 1 = Not writable when enabled
10 Instance 0 = Parameter value is not a Reference to another
parameter
1 = Parameter value refers to another parameter
11 Reserved Must be zero

12 Decimal Place (Bit 0) |Number of digits to the right of the decimal point.
13 Decimal Place (Bit 1) |0000=0
(Bit2)
(Bit3)

14 |Decimal Place (Bit2) |1111=15
15 Decimal Place (Bit 3

Formulas for Converting

Display Value = ((Internal Value + Offset) x Multiplier x Base) / (Divisor x 10Decimal Places)

Internal Value = ((Display Value x Divisor x 10Decimal Placesy ; (ytiplier x Base)) - Offset

Common Services

Implemented for:
Service Code | Class Instance Service Name
0x0E Yes Yes Get_Attribute_Single
0x10 Yes Yes Set_Attribute_Single

Object Specific Services

Implemented for:
Service Code | Class Instance Service Name
0x32 Yes No Get_Attributes_Scattered
0x34 Yes No Set_Attributes_Scattered
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SCANport Fault Object
Class Code

Hexadecimal Decimal

0x97 151

Products such as drives use this object for faults. Modules use this object
for events.

Instances

The number of instances depends on the maximum number of faults or
events supported in the queue. The maximum number of faults/events
can be read in Instance 0, Attribute 1.

Instances (Hex.) |(Dec.) Device Example | Description
0x0000 - 0x3FFF |0 — 16383 Host 0 Class Attributes (Drive)
0x4000 — 0x43FF | 16384 — 17407 | Module 1 Most Recent Drive Fault
2 Second Most Recent Drive Fault
16384 | Class Attributes (Module)
16385  |Most Recent Module Event
Class Attributes
Attribute | Access
ID Rule |Name Data Type |Description
0 Set Fault Command |BYTE 0 = No Operation
Write 1 = Clear Fault/Event
2 = Clear Fault/Event Queue
3 = Reset Device
1 Get Number of WORD Maximum number of faults/events that the
Instances device can record in its queue
2 Get Fault Trip BYTE Fault that tripped the device. For modules,
Instance Read this value is always 1 when faulted.
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Instance Attributes

Attribute | Access
ID Rule |Name Data Type Description
0 Get Full/All STRUCT of:
Information | STRING[16] |Fault text
WORD Fault code
LWORD Fault time stamp
Services
Implemented for:
Service Code Class Instance Service Name
0x0E Yes Yes Get_Attribute_Single
0x10 Yes No Set_Attribute_Single
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SCANport Warning Object

Class Code
Hexadecimal Decimal
0x98 152

Products such as drives use this object for alarms or warnings. Modules

do not support

Instances

this object.

The number of instances depends on the maximum number of warnings
supported by the queue. The maximum number of warnings can be read
in Instance 0, Attribute 1.

Instances (Hex.) |(Dec.) Device Example | Description
0x0000 — Ox3FFF |0 — 16383 |Host 0 Class Attributes (Drive)
Only host devices can have warnings. 1 Most Recent Warning
2 Second Most Recent Warning
Class Attributes
Attribute | Access
ID Rule |Name Data Type |Description
0 Set Warning BYTE 0 = No Operation
Command Write 1 = Clear Warning
2 = Clear Warning Queue
3 = Reset Device
1 Get Number of WORD Maximum number of warnings that
Instances the device can record in its queue
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Instance Attributes

Attribute | Access
ID Rule |Name Data Type Description
0 Get Full/All STRUCT of:
Information | STRING[16] |Warning text
WORD Warning code
LWORD Warning time stamp

Services
Implemented for:
Service Code Class Instance Service Name
0x0E Yes Yes Get_Attribute_Single
0x10 Yes No Set_Attribute_Single
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TCP/IP Interface Object

Class Code

Hexadecimal Decimal
OXF5 245
Instances

The module supports one instance of the TCP/IP Interface object.

Number |Description

0 Class Attributes

1 Object Attributes

Class Attributes

Attribute | Access

ID Rule |Name Data Type |Description

1 Get Revision UINT The revision of this object

Instance Attributes

Attribute | Access

ID Rule |Name Data Type |Description

1 Get Status of TCP/|DWORD |0 = Not configured
IP Network 1 = Valid configuration
Interface 210 15 = Reserved

2 Get Configuration |DWORD |Bit Value (0 = False, 1 = True)
Capability 0 = Supports BOOTP

1 = DNS Client (able to resolve host
names by query to DNS server)

2 = DHCP Client (able to obtain
network configuration through
DHCP)

3 = DHCP-DNS Update (able to send
its host name in the DHCP request)

4 = Configuration Settable (able to set
the network configuration via TCP/
IP)

510 31 = Reserved
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TCP/IP Interface Object (Continued)

Instance Attributes (Continued)

Attribute | Access
ID Rule |Name Data Type Description
3 Set Configuration | DWORD Bit  Value
Control 0 - 3 = Startup configuration
0 = Use configuration saved in NVS
1 = Obtain configuration via BOOTP
2 = Obtain configuration via DHCP
(not supported by 1203-EN1)
3 =Reserved
4 = DNS Enabled (resolves host names
by query to DNS server) (not
supported by 1203-EN1)
510 31 = Reserved
4 Get Physical Link |STRUCT of:
Object UINT Path size
Padded EPATH | Path
5 Get Interface STRUCT of:
Configuration | UDINT Module’s IP address
UDINT Module’s subnet mask
UDINT Module’s gateway address
UDINT Primary name server
UDINT Secondary name server
STRING Default domain name
6 Get Host Name | STRING Host name when using DHCP
Services
Implemented for:
Service Code | Class Instance Service Name
0x0E Yes Yes Get_Attribute_Single
0x10 No Yes Set_Attribute_Single
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Ethernet Link Object
Class Code

Hexadecimal Decimal
0xF6 246
Instances

The module supports one instance of the TCP/IP Interface object.

Number |Description
0 Class Attributes
1 Object Attributes
Class Attributes
Attribute | Access
ID Rule Name Data Type |Description
1 Get Revision  |UINT The revision of this object
Instance Attributes
Attribute | Access
ID Rule Name Data Type | Description
1 Get Interface |UDINT Speed in megabits per second (Mbs)
Speed
2 Get Interface |DWORD | Bit | Value
Flags 0 = Link status (0 = inactive, 1 = active)
1 = Duplex (0 = half duplex, 1 = full duplex)
2 to 31 = Reserved
3 Get Physical |USINT[6] |MAC address (XX-XX-XX-XX-XX-XX)
Address The first octet (USINT[0]) is on the left.
4 Get Interface | STRUCT
Counters |of: Octets received
UDINT | Unicast packets received
UDINT | Non-unicast packets received
UDINT | Inbound packets received but discarded
UDINT | Inbound packets with errors (not discarded)
UDINT | Inbound packets with unknown protocol
UDINT | Octets sent
UDINT | Unicast packets sent
UDINT | Non-unicast packets sent
UDINT | Outbound packets discarded
UDINT | Outbound packets with errors
UDINT
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Instance Attributes (Continued)

Attribute | Access
ID Rule |Name Data Type |Description
5 Get Media | STRUCT of: |RX = Received, TX = Transmitted
Counters | UDINT RX frames not having integral number of octets long
UDINT | RXframes not passing FCS check
UDINT | TX frames having one collision
UDINT | TX frames having multiple collisions
UDINT | Number of times of SQE test error message
UDINT | TX Frames delayed first attempt by busy medium
UDINT | Collisions detected later than 512 bit-times in trans.
UDINT | TX frames failing due to excessive collisions
UDINT | TX frames failing due to intern MAC sublayer TX error
UDINT | Times of carrier sense condition loss during trans.
UDINT RX frames exceeding the maximum frame size
UDINT | RX frames failing due to intern MAC sublayer RX error
Services
Implemented for:
Service Code | Class Instance Service Name
0x0E Yes Yes Get_Attribute_Single
0x4C No Yes Get_and_Clear
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Logic Command/Status Words

Appendix D presents the definitions of the Logic Command and Logic

Status words that are used for some products that can be connected to the
EtherNet/IP module. If you do not see the Logic Command/Logic Status
for the product that you are using, refer to your product’s documentation.

1336 PLUS II, 1336 PLUS, and 1305 Drives

Logic Command Word

Logic Bits
15/14113]12/11]10|9 (8|7 |6|5|4|3|2|1|0 | Command |Description
x | Stop 0 = Not Stop
1= Stop
x| [start ™ 0 = Not Start
1 = Start
X Jog 0= Not Jog
1=Jog
X Clear Faults |0 = Not Clear Faults
1 = Clear Faults
X |X Direction 00 = No Command
01 = Forward Command
10 = Reverse Command
11 = Hold Direction Control
X Local 0 = Not Local
Control 1 = Local Lockout
X MOP 0 = Not Increment
Increment |1 = Increment
X | X Accel Time |00 = No Command
01=Time 1
10 =Time 2
11 = Hold Time
X |x Decel Time |00 = No Command
01=Time 1
10 =Time 2
11 =Hold Time
X (X [x Reference | 000 = No Command
Select 001 = Freq Select 1
010 = Freq Select 2
011 = Preset Freq 3
100 = Preset Freq 4
101 = Preset Freq 5
110 = Preset Freq 6
111 = Preset Freq 7
X MOP 0 = Not Decrement
Decrement |1 =Decrement

(' A0 =Not Stop condition (logic 0) must first be present before a 1 = Start condition will start the drive.
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1336 PLUS I1, 1336 PLUS, and 1305 Drives (Continued)

Logic Status Word

Logic Bits
15/14]13[12]11[10]9/8|7 6|54 (3|2 |1

o

Status Description

Enabled 0 = Not Enabled
1 =Enabled

>

x| |Running 0 = Not Running
1 = Running

X Command 0 = Reverse
Direction 1 = Forward

X Actual 0 = Reverse
Direction 1 = Forward

X Accel 0 = Not Accelerating
1 = Accelerating

X Decel 0 = Not Decelerating
1 = Decelerating

X Alarm 0=No Alarm
1=Alarm

X Fault 0 = No Fault
1 = Fault

X At Speed 0 = Not At Reference
1 = At Reference

X (X |X Local Control |000 = TB3
001 =Port 1
010 = Port 2
011 =Port 3
100 = Port 4
101 =Port5
110 =Port 6
111 = Unused

X X [X |X Reference 0000 = Freq Select 1
0001 = Preset Freq 1
0010 = Preset Freq 2
0011 = Preset Freq 3
0100 = Preset Freq 4
0101 = Preset Freq 5
0110 = Preset Freq 6
0111 = Preset Freq 7
1000 = Freq Select 2
1001 = Adapter 1
1010 = Adapter 2
1011 = Adapter 3
1100 = Adapter 4
1101 = Adapter 5
1110 = Adapter 6
1111 = Jog Frequency
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N-File Addresses

Appendix E provides information on the N-File addresses used when
accessing the PCCC object or the DF-1 serial port. When using
messages, you can use the N-File addresses to locate information about
the module or SCANport product.

The 1203-EN1 module supports the N-File addresses shown below:

Address N-File Addresses

N10:0 Number of SCANport product parameters

N10:1-999 |SCANport product parameters 1 — 999 (value only)
N11:0-999 [SCANport product parameters 1000 — 1999 (value only)
N12:0 -999 |SCANport product parameters 2000 — 2999 (value only)

N13:0 Number of SCANport module 1203-EN1 parameters
N13:1-999 [SCANport module 1203-EN1 parameters 1 — 999 (value only)

N30:1-999 |SCANport product parameters 1 — 999 (all information — read only)
N31:0-999 |SCANport product parameters 1000 — 1999 (all information — read only)
N32:0-999 |SCANport product parameters 2000 — 2999 (all information — read only)

N33:1-999 |SCANport module parameters 1 — 999 (all information — read only)

N40:0-63 |Block Transfer Emulation file

N41:0-9 Control (Logic Command, Reference, datalink) registers — see page C-16

N42:3 Control, control timeout

N42:7 Module Port # — The SCANport module port number the module is
connected to on the SCANport product

N42:8 Reserved for future use — Always zero

N50:0 Number of SCANport product parameters

N50:1 -249 | SCANport product parameters 1 — 249 (value only)




N-File Addresses

Address

N-File Addresses

N51:0 - 249

SCANport product parameters 250 — 499 (value only)

N61:0 - 249

SCANport product parameters 2750 — 2999 (value only)

N90:1 - 249

SCANport product parameters 1 — 249 (all information read only)

N91:0 - 249

SCANport product parameters 250 — 499 (all information read only)

N101:0 - 249

SCANport product parameters 2750 — 2999 (all information read only)
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Supported Emulated Block Transfer
Commands

Appendix F provides information about the Emulated Block Transfer
commands supported by the EtherNet/IP-to-SCANport module. You
may want to use these to set or obtain information about parameters in
the SCANport product connected to the 1203-EN1. This appendix
contains the following:

e List of supported emulated block transfer commands.

Emulated block transfer error response.

Setting up data files for listed emulated block transfer commands.

Examples of each emulated block transfer command listed.

What is Emulated Block Transfer

Emulated block transfer is a method used by some SCANport
peripherals to read and write information using PCCC messages. Some
Allen-Bradley EtherNet/IP products can send PCCC messages. Other
products can send PCCC messages using a DF-1 connection. This
appendix assumes that you have experience using emulated block
transfer commands with SCANport peripherals.

ATTENTION: Hazard of equipment damage exists. If explicit
messages are programmed to frequently write parameter data to certain
drive products, the EEPROM (Non-Volatile Storage) will quickly
exceed its life cycle and cause the product to malfunction. Do not create
a program that frequently uses explicit messages to write parameter
data to a product. Datalinks do not write to the EEPROM and should be
used for frequently changed parameters.
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Supported Emulated Block Transfer Commands

The following table lists the supported emulated block transfer
commands and where you can find more information on them.

Command Page Command Page
Parameter Value Read (7 F-3 NVS Functions F-16
Parameter Value Write () F-4 Fault Command Write (! F-17
Parameter Read Full F-6 Fault Queue Entry Read Full ™ [F-18
Product ID Number Read F-9 Fault Queue Size ™ F-20
Scattered Parameter Value Read  |F-11  Trip Fault Queue Number @ [F-22
Scattered Parameter Value Write  [F-13

() This function can be accessed in the module and product. The following examples
describe how to access it in the product. To do so in the module, add 16384 to the
decimal value of header word 2.

Emulated Block Transfer Status Word

When an operation is unsuccessful, header word 1 of the drive response
contains a negative value (bit 15 = 1).

If an error occurs, the drive also returns a status word to indicate the
reason for the failure. The location of the status word is typically header
word 3 in the drive response, but will depend on the message.

Figure F.1 Example Message Structure and Error Message Reply

PLC Request
Drive Response

Message Length Header Word 0

Messagi Length Header Word 0

Header 1 Header Word 1
Header 1 OR 0x8000 Header Word 1
Header 2 Header Word 2
Header 2 Header Word 2
Data Data Word 3

Error Code Header Word 3
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The following table lists the error codes.

Value

Description

0

No error occurred.

1

The service failed due to an internal reason, and the drive could not perform the
request (some messages are read only or write only).

The requested service is not supported.

An invalid value in the block transfer emulation request header word 1.

An invalid value in the block transfer emulation request header word 2.

An invalid value in the block transfer emulation request header word 1.

The data value is out of range.

N|{o|jo| s~

There is a drive state conflict. The drive is in an incorrect state to perform the
function. The drive cannot be running when you perform certain functions.

Parameter Value Read

Parameter Value Read reads the 16-bit parameter data value for the
selected parameter number.

PLC Block Transfer Emulation Instruction Data

PLC request instruction length: 3 words
Drive response instruction length: 4 words

Figure F.2 Parameter Value Read Message Structure

PLC Request

Drive Response

Message Length
3

Header Word 0
Header Word 0

PLC Decimal Value

769

Message Length
4

Header Word 1 .
PLC Decimal Value Header Word 1

Parameter Number
(See Drive List)

769=0K, -31999=Error

Header Word 2

Parameter Number Header Word 2

Parameter Value or
Status Word Dizl St
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Message Operation

Parameter Value Read reads parameter values from the drive and
places that value (or an error code) in word 3 of the drive response data
file. The value is shown in device units. Device units are listed in the user
manual for the device you are using.

If an error occurs:

e Word 3 of the response contains the status code.

o The status area of the data file is non-zero.

Example
In this example, the value of parameter 20 was requested from a 1336
PLUS drive and a value of 4096 was returned. 4096 is the internal drive

unit value for Maximum Rated Voltage Parameter. This corresponds to a
value of 100% Drive Rated Volts in Display Units.

Data File Format

0 1 2 3 4 5 6 7 8 9

PLC request 3 fmwe 2o | T [ | | [ ]

Drive response |4 |769 |20* |4096*

* Example only — These values vary depending on parameters and products.

Parameter Value Write

Parameter Value Write writes a 16-bit parameter data value to the
selected parameter number.

PLC Block Transfer Emulation Instruction Data

PLC request instruction length: 4 words
Drive response instruction length: 3 or 4 words
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Figure F.3 Parameter Value Write Message Structure

PLC Request

Message Length
4

Header Word 0

PLC Decimal Value

Header Word 1

-31999
Parameter Number Data Word 2
Parameter Data Data Word 3
Message Operation

Drive Response

Message Length Header

dord Word 0

PLC Decimal Value Header

769 — Message OK

31999 — Messgge Error Word 1
Data

Parameter Number Word 2
Status Word Data

Word 3

Parameter Value Write sends a new value to the specified parameter.
The value must be in device units. Units for each parameter are listed in
the device manual.

If an error has occurred, word 1 of the response returns a value of

-31999, and word 3 contains a status code.

Example

In this example, a value of 4096 was sent to Parameter 20. 4096 is in

drive units and indicates a value of 100% Drive Rated Volts, as defined

in P147, Drive Rated Volts.

Data File Format

1 2

4 5 6

0
PLC request [4

|-31999[20"  [4096*

Drive response |3

[769  [20 ]

* Example only — These values vary depending on parameters and products.
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Parameter Read Full

Parameter Read Full provides all known attributes for the parameters
requested. This information includes the parameter’s current value,
descriptor, multiply and divide value, base value, offset value, text string,
group element reference, minimum value, maximum value, default
value, and unit text string.

PLC Block Transfer Emulation Instruction Data

PLC request instruction length: 3 words
Drive response instruction length: 4 or 23 words
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Figure F.4 Parameter Read Full Message Structure

PLC Request
Drive Response
Message Length Header Word 0
9 Message Length Header
PLC Decimal Value | | oo der Word 1 23 Word 0
768 PLC Decimal Value Header
eadel
768 — Message OK
Parameter Number -32000 — Message Error Word 1
Bl Header Word 2
(See Drive List) Parameter Number Data
Word 2
Parameter Value Data
or Status Word Word 3
. Data
D
escriptor Word 4
. Data
Multiply Value Word 5
- Data
Divide Val
ivide Value Word 6
Base Value Data
Word 7
Data
Offset Value Word 8
Data
Char2 Char 11| Word 9
Data
Char 4 Chars 11 word 10
Data
Char 6 Char5 | 1 \word 11
Data
Char 8 Char7
Parameter Word 12
Text |
Data
Char 10 Chars 11 worg 13
Data
Chari2 1 Char®t |1 \yorg 14
Data
Char 14 1 Char13 || g 15
Data
Char1e | Char1s 11 o 16
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Figure F.4 Parameter Read Full Message Structure (Continued)

Drive Response

. Data
File, Group, Element | | "\~
- Data
Minimum Value Word 18
. Data
Maximum Value Word 19
Data
Default Value Word 20
Char2 S Data
Word 21
Unit Text
Data
Char4 | Char3
ar ar Word 22

Message Operation

Parameter Read Full retrieves the attributes of the specified parameter.
The attributes for each parameter include the data, minimum and
maximum values, and the parameter text. The response message returns
this information.

If an error has occurred in reading any of the values, word 3 contains the
status word.

The parameter text is returned with each data word containing two
ASCII characters per word. The first and second characters are in
opposite order.

Example

In this example, a Parameter Read Full was performed through block
transfer on a 1336 PLUS drive. “PLC request” shows the header
message for the request. The data is returned in the response data file,
starting with word 3, for parameter 20. Word 3 shows the present value
in drive units. Word 4 through word 8 provide scaling information, used
to convert drive units to engineering units for the Human Interface
Module (HIM). Word 9 through word 16 provide the parameter name.
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This example shows the response message in both binary and ASCIL
Note the ASCII information beginning with word 9. The parameter name
characters return in reverse order for each word. Word 9 has the ASCIIL
value of (aM). To read this, reverse the word to read (Ma). The next word
(ix), reversed, gives you (xi). These words, along with the following two
words, form the word Maximum. You can see the parameter name
Maximum Voltage in word 9 through word 16 of the response message.
In addition, words 21 — 22 are also returned in this format. These words
provide the units in which the parameter is defined. In this example it is
Vits.

Word 17 contains the file, group, and element which are used to
reference the parameter.

Words 18 — 20 contain the minimum, maximum, and default values of
this parameter.

Data File Format

0 1 2 3 4 5 6 7 8 9

PLCrequest [3  [768 [20* | | | | | | |

Drive response |23 768  |20" 4096* |355* |1* 4096* (460" |0* 24909*

(Decimal)

27000" [ 30061* |8301* |28502* | 29804" | 26465™ |8293* | 1794* |1024* 4915

4096* |27734* |29556*

Drive response |\00\17 |{\03\00 [\00\14 [\10\00 |\01¢ |\00\01 [\10\00 [\01\CC |\00\00 |a M

(ASCll)

iX um |m oV tl ga e 0702 (0400 (\130

\10\00 |1V st

* Example only — These values vary depending on parameters and products.

Product ID Number Read

Product ID Number Read returns the product ID of the device to which
the 1203-EN1 module is connected.

PLC Block Transfer Emulation Instruction Data

PLC request instruction length: 3 words
Drive response instruction length: 4 words
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Figure F.5 Product ID Number Read Message Structure

PLC Request
Drive Response
Messagg S P A e Message Length Header
PLC Decimal Value : ol
256 Header Word 1 PLC Decimal Value Header
—3225516 ZZMI\AegggggeoEKrror Word 1
0 Data Word 2
0 Header
Word 2
Data
Product ID Number Word 3
Product Code | Product Code |Bulletin
(Hex) (Decimal) Number |Product
0x02 2 1336S 1336 PLUS Fractional HP
0x03 3 1336S 1336 PLUS
0x07 7 1336F 1336 PLUS Il
0x10 16 1336T 1336 FORCE w/PLC Adapter Board
0x11 17 2364F 2364 RGU DC Bus Regen Front End
0x12 18 1394 1394 Motion Drive
0x13 19 1557 1557 Medium Voltage AC Drive
0x14 20 193 SMP-3
0x15 21 150 SMC Dialog Plus
0x17 23 1305 1305 AC Drive
0x18 24 1397 1397 DC Drive
0x19 25 1336R 1336 Line Regeneration Package
0x20 32 1336T 1336 FORCE w/Standard Adapter Board
0x22 34 1336E 1336 IMPACT

Message Operation

Product ID Number Read, through the drive response message word 3,
indicates the type of device the 1203-EN1 module is connected to. This
value is defined in the message response chart shown above.

If an error has occurred, word 1 of the response returns a negative value

of —32512.
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Example

In this example, the Product ID Number Read was requested. The
drive response contained a value of 3 in word 3 of its message response,
indicating a connection to a 1336 PLUS drive.

Data File Format

0 1 2 3 4 5 6 7 8 9

PLC request 3 [2s6 [0 | | | | | | |

s [ [ [ |

Driveresponse  [4  [256 [0

* Example only — These values vary depending on parameters and products.

Scattered Parameter Value Read

Scattered Parameter Value Read reads a scattered list of parameters.

PLC Block Transfer Emulation Instruction Data

PLC request instruction length: 5 — 63 words
Drive response instruction length: 5 — 63 words
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Figure F.6 Scattered Parameter Value Read Message Structure
PLC Request
Drive Response
Messg%esléength Header Word 0
Message Length Header
PLC Decimal Value 5-63 Word 0
Header Word 1 :
3 PLC Decimal Value Header
ooy A Word 1
= — Message error
Nirber o prantr | s o g
Number of Parameter Data
Values to Read Word 2
Paramete1r Number Data Word 3
bit | Parameter Number Data
15 1 Word 3
0 Data Word 4
Parasrﬁter\\,/valug or Data
atus Wor
Parametezr Number Data Word 5 1 Word 4
?it Parameter Number Data
0 Data Word 6 s 2 Word 5
Parameter Value or Data
Status Word
Parametesr Number Data Word 7 > Word 6
bit | Parameter Number Data
0 Data Word 8 15 3 Word 7
Parameter Value or
Data
[ ] [ ]
. . S’ratu?3 Word Word 8
° . ° Q
: : . .
Parameter Number | | paia Word 64 . .
° [ ]
i Data
Data Wi o bit | Parameter Number
0 ata Word 6 15 30 Word 61
Parameter Value or Data
Status Word Word 62
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Message Operation

Scattered Parameter Value Read reads a predefined group of
parameter values, in any order, from the device. You define the number
of parameters to read in word 2 of the request. The parameters to be read
and their order is defined starting with word 3. An unused word is left
between each parameter request, so the drive can respond with the
parameter value, as shown.

If an error has occurred in reading any of the parameters:

e Word 1 of the drive response returns a value of —32765.

e Bit 15 of the drive response word for the number of that parameter is
set.

e The drive response word for the value of that parameter returns a
status word instead of returning the parameter value.

Example
In this example, eight parameters were read from a 1336 PLUS drive, as
defined in word 2 of the request. Parameter numbers 5, 7, 8, 20, 18, 17,

19, and 36 were requested. The drive response returned the values of
these parameters in the data file. These values are in drive units.

Data File Format

0 1 2 3 4 5 6 7 8 9

PLC request 19 3 8 5 0 I 0 8" 0 20

0 18 |0* 17 |0 19 |0 36* |0

Drive response 19 3 8" 5* 6* 7* 1000* |8* 1000* |20*

4096* |18*  [4096* [17* |51 |19 |60 |36* |6144"

* Example only — These values vary depending on parameters and products.

Scattered Parameter Value Write

Scattered Parameter Value Write writes to a scattered list of
parameters and returns the status of each parameter. If any of the states
have errors, the parameter number is negative.



F-14 Supported Emulated Block Transfer Commands

PLC Block Transfer Emulation Instruction Data

PLC request instruction length: 5 — 63 words
Drive response instruction length: 5 — 63 words

Figure F.7 Scattered Parameter Value Write Message Structure

PLC Request
Drive Response
Message Length | | Header Word 0
5-63 Message Length Header
5-63
PLC Decimal Value Header Word 1 Word 0
30765 PLC Decimal Value Header
3 — Message OK Word 1
Number of Parameter Header Word 2 ~82765 — Message Error
Values to Write Number of Parameter Data
Values to Write Word 2
Parameter Number Data Word 3
1 bit | Parameter Number Data
15 1 Word 3
Parameter Value Data Word 4
1
Status Word 1 Dzt
Word 4
Parameter Number Data Word 5
2 bit | Parameter Number Data
15 2 Word 5
Parameter Value Data Word 6
2
Status Word 2 Data
Word 6
Parameter Number Data Word 7
E bit | Parameter Number Data
15 3 Word 7
Parameter Value Data Word 8
3 Data
Status Word 3 Word 8
[ ] o
[ ] [
[ ] L] [ ] [ ]
: [ ]
[ ] [ ]
° °
[ ] o [ ] [ ]
[ ] [ ]
[ ] (]
Parameter Number Data Word 61
30 bit | Parameter Number Data
15 30 Word 61
Parameter Value Data Word 62
30 Data
Status Word 30 Word 62
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Message Operation

Scattered Parameter Value Write writes data values to a predefined
group of device parameters in any order. You define the number of
parameters to write in word 2. The parameters to be written to and their
order is defined starting with word 3.

If an error occurs while writing to any of the parameters:

e Word 1 of the drive response returns a value of —32765.
e Bit 15 of the drive response word for that parameter’s number is set.

e The drive response word for that parameter’s status word is non-zero.
If no error has occurred:

e Word 1 of the drive response returns a value of 3.

e Each of the drive response’s parameter numbers are the same as in the
request.

e Each of the drive response status words returns a value of 0.

Example

In this example, six parameters were written to in a 1336 PLUS drive.
Word 2 of the request defines the number of parameter values that are
transferred. Beginning with word 3, the message lists each parameter
number followed by the value of the parameter. The values are entered in
device units.

The drive response returns the status of each parameter write. If the
request was successful, a zero is returned. If an error has occurred, the
response returns a status word code for the error.

Data File Format

0 1 2 3 4 5 6 7 8 9

PLC request 15 -32765 (6* 90 | 1* 150 (4* 300 |20 |31*

10" (10 2 12* |5

Drive response |15 3 6* 90" |0* 150* |0* 30 |0* 31*

0 10 0* 12r |0

* Example only — These values vary depending on parameters and products.
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NVS Functions

NVS (Non-Volatile Storage) Functions activates the specified NVS
functions.

PLC Block Transfer Emulation Instruction Data

PLC request instruction length: 4 words
Drive response instruction length: 3 words

Figure F.8 NVS Functions Message Structure

PLC Request
Drive Response
Messagz Length Header Word 0
Message Length Header
PLC Decimal Value 8 Word 0
~31998 Header Word f PLC Decimal Value | | Header
770 — Message OK
-31998 — Messgge Error Word 1
0 Header Word 2
0 Header
Word 2
NVS Command Data Word 3
Value NVS Command
00 Not Used
01 NVS Save
02 NVS Recall
03 NVS Default Initialize

Message Operation
The NVS storage function allows three different message requests:

e NVS Save saves parameter information from the working memory or
RAM to NVS Storage.

e NVS Recall retrieves the last saved data from NVS Storage and places
it in the working memory or RAM.

e NVS Default Initialize clears the RAM and NVS Storage and sets all
parameter values to default.

If an error has occurred, response word 1 returns a value of -31998.
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Example

This example requests the NVS Storage Save function be performed.

Data File Format

1 2 3 4 5 6 7 8 9

0
PLCrequest  [4 [-31998[0 [ot203] | | | | ]

Drive response |3 |770 | 0 | | | | | | |

Fault Command Write

Fault Command Write activates the Clear Fault, Clear Fault Queue,
and Drive Reset functions.

PLC Block Transfer Emulation Instruction Data

PLC request instruction length: 4 words
Drive response instruction length: 3 or 4 words

Figure F.9 Fault Command Write Message Structure

PLC Request
Drive Response

Messagz Length Header Word 0
Message Length Header
PLC Decimal Value 3or4 Word 0
-30976 Header Word 1 PLC Decimal Value Header

1792 — Message OK
-30976 — Message Error| Word 1

0 Header Word 2

0 Header
Word 2
Fault Command Data Word 3
Data
Error Code Word 3
Value Fault Command
00 Not Used
01 Clear Fault
02 Clear Fault Queue
03 Drive Reset (1336 FORCE Only)
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Message Operation

The specified fault Clear/Reset function sends a fault handling request to
the device.

o A Clear Fault request clears the last fault that occurred.

e A Clear Fault Queue clears the entire fault buffer. Certain devices may
store more than one fault.

e A Drive Reset is used with the 1336 FORCE drive product only. This
function resets the drive; it clears the fault queue and writes the
parameter information stored in NVS Storage to RAM.

Data File Format

1 2 3 4 5 6 7 8 9

0
PLCrequest |4 [-30976]0 [o,t,203] | | [ | |

Driveresponse  [3  [1792 [0 | | | | | | |

Fault Queue Entry Read Full

Fault Queue Entry Read Full reads the contents of the specified fault
queue entry. A message is returned which includes the fault text and fault
code associated with the specified fault queue entry. The 1336 FORCE
drive also returns the time stamp associated with the fault.

PLC Block Transfer Emulation Instruction Data

PLC request instruction length: 3 words
Drive response instruction length: 12 or 16 words
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Figure F.10 Fault Queue Entry Read Full Message Structure

PLC Request

Messagg Length Header Word 0

Drive Response

Message Length Header

PLC Decimal Value 120r 16 Word 0
1792 Header Word 1 |1;|7_9(; De:\:/limal Valcl)J; —

— Vessage
-30976 — Messa%e Error | | Word 1
Fault Queue Header Word 2

Entry Number Fault Queue Header
Entry Number Word 2

Data

Char2 | Chart 1 worg 3

Data

Char 4 Char 3 Word 4

Data

Char 6 Char 5 Word 5

Data

Char8 | Char7 11 \worg 6

Fault Text — -~

ata

Char 10 Char9 Word 7

Data

Char 12 Char 11 Word 8

Data

Char14 | Char 13 Word 9

Data
Char16 | Char 15 Word 10

Data
Fault Code Value Word 11

B Data
SES REF Word 12

] Data

Hour Minute

1336 FORCE Clock Word 13

Drive Only Time - A -
ae 1| Word 14

Year Month L

Word 15
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Message Operation

Fault Queue Entry Read Full reads the contents of the fault queue
specified in word 3 of the request. The response returns the fault text
which can be ASCII text. Every two characters of text are in reverse
order. Also, the 1336 FORCE drive returns a time stamp, indicating the
day and time the fault occurred.

If an error has occurred, word 1 of the response returns a negative value.

Example

In this example, Fault Queue Entry number 3 was retrieved from a 1336
PLUS drive. The drive response returned the ASCII text Drive Reset Flt,
with each character reversed. The fault code for this example is 22.

Data File Format

0 1 2 3 4 5 6 7 8 9

PLCrequest [3  [1792

s [ [ [ [ 1 |

Drive response |12 1792 |3 29252* |20313* | 8293* | 25938* [ 25971* | 8308* [27718*
8303* |22*

Drive response [\00\0C |\07\00 |\03\00 |r D Vi e eR es t IF
t \00\16

* Example only — These values vary depending on parameters and products.

Fault Queue Size

Fault Queue Size gets the number of fault entries allowed in the fault
queue.

PLC Block Transfer Emulation Instruction Data

PLC request instruction length: 3 words
Drive response instruction length: 4 words
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Figure F.11 Fault Queue Size Message Structure

PLC Request
Drive Response
Message Lengih Header Word 0
’ Message Length Header
4 Word 0

PLC Decimal Value
1793 Header Word 1 PLC Decimal Value | | Header

1793 — Message OK
-30975 — Message Error Word 1

0 Header Word 2

0 Header
Word 2
: Data
Fault Queue Size Word 3

Message Operation

Fault Queue Size reads back the size of the fault queue available in the
product. Each product may have a different number of fault queue entries
available for storage.

If an error has occurred, word 1 of the response returns a value of
-30975.

Example

In this example, a 1336 PLUS drive was used. This product has a fault
queue of four storage locations available to store faults. This value is
seen in word 3 of the response header message.

Data File Format

0 1 2 3 4 5 6 7 8 9

PLC request 3 J1793 [o | | | | ] | |

Drive response |4 | 1793 |0

e 1 [ 1T |

* Example only — These values vary depending on parameters and products.
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Trip Fault Queue Number

Trip Fault Queue Number provides the fault queue number of the fault
that caused the device to trip.

PLC Block Transfer Emulation Instruction Data

PLC request instruction length: 3 words
Drive response instruction length: 4 words

Figure F.12 Trip Fault Queue Number Message Structure

PLC Request
Drive Response

Message Length
3

Header Word 0

PLC Decimal Value

Message Length Header
4 Word 0

1794 Header Word 1 PLC Decimal Value | | Header

1794 — Message OK
-30984 — Message Error Word 1

0 Header Word 2
0 Header
Word 2
. Header
Number of Trip Fault Word 3
Message Operation

Trip Fault Queue Number provides the number of the entry in the fault
queue that tripped the device in word 3 of the drive response. The fault
queue number is 0 when the device is not faulted.

If an error has occurred in the block transfer, word 1 of the response is
negative.

Example

In this example, the device has stored a fault in the first entry of the fault
queue that caused the drive to trip. Word 3 of the response indicates the
entry number.
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Data File Format

0 1 2 3 4 5 6 7 8 9

PLC request 3 Jireafo [ [ T T T T 1

Driveresponse |4 [1794 [0 [1* | | | | | |

* Example only — These values vary depending on parameters and products.
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Notes:
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BOOTP (Bootstrap Protocol)

BOOTP lets the module configure itself dynamically at boot time if the
network has a BOOTP server. The BOOTP server assigns the module a
preconfigured IP address, a subnet mask, and a gateway address;
therefore, you do not have to configure these using the parameters in the
module. BOOTP can make it easier to administer an Ethernet network. A
free version of Rockwell Software’s BOOTP Server can be accessed at
http://www.ab.com/networks.

Bridge
A bridge refers to a network device that can route messages from one
Ethernet network to another.

A bridge also refers to a communications module in a ControlLogix
controller that connects the controller to a network. See also Scanner.

CIP (Common Industrial Protocol)

CIP is the transport and application layer protocol used for messaging
over EtherNet/IP networks. The protocol is used for implicit messaging
(real time I/0) and explicit messaging (configuration, data collection,
and diagnostics).

ControlFLASH

ControlFLASH is an Allen-Bradley software tool that lets users
electronically update firmware on printed circuit boards. The tool takes
advantage of the growing use of flash memory (electronic erasable
chips) across industrial control products.

Controller

A controller, also called programmable logic controller, is a solid-state
control system that has a user-programmable memory for storage of
instructions to implement specific functions such as I/O control, logic,
timing, counting, report generation, communication, arithmetic, and data
file manipulation. A controller consists of a central processor, input/
output interface, and memory. See also Scanner.
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Data Rate

The data rate is the speed at which data is transferred on the EtherNet/IP
network.

You can set the module to a data rate of 10 Mbps Full-Duplex, 10 Mbps
Half-Duplex, 100 Mbps Full-Duplex, or 100 Mbps Half-Duplex. If the
network hub or switch sets or auto-negotiates the data rate, you can set
the module to automatically detect the data rate.

Datalinks

A Datalink is a type of pointer used by some Allen-Bradley drives to
transfer data to and from the controller. Datalinks allow specified
parameter value(s) to be accessed or changed without using explicit
messages. When enabled, each Datalink consumes four bytes in both the
input and output image table of the controller. The drive determines the
size of Datalinks.

DriveExplorer Software

DriveExplorer software is a tool for monitoring and configuring
Allen-Bradley products and modules. It can be run on computers running
Microsoft Windows 95, Windows 98, Windows NT (version 4.0 or
higher), Windows CE (version 2.0 or higher), and Windows 2000
operating systems. DriveExplorer (version 4.03 or higher) can be used to
configure this module and Allen-Bradley drives. Information about
DriveExplorer software and a free lite version can be accessed at http://
www.ab.com/drives/driveexplorer.

DriveTools SP Software

A software suite designed for Microsoft Windows 95, Windows 98,
Windows NT (4.0 or higher), and Windows 2000 operating systems.
This software suite provides a family of tools that you can use to
program, monitor, control, troubleshoot, and maintain Allen-Bradley
products. DriveTools SP (version 3.01) can be used with Allen-Bradley
drives. Information about DriveTools SP can be accessed at http://
www.ab.com/drives/drivetools.

Duplex

Duplex describes the mode of communication. Full-duplex
communications let a device exchange data in both directions at the
same time. Half-duplex communications let a device exchange data only
in one direction at a time. The duplex used by the module depends on the
type of duplex that other network devices, such as switches, support.
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EDS (Electronic Data Sheet) Files

EDS files are simple text files that are used by network configuration
tools such as RSNetWorx for EtherNet/IP to describe products so that
you can easily commission them on a network. EDS files describe a
product device type, revision, and configurable parameters. EDS files for
many Allen-Bradley products can be found at http://www.ab.com/
networks/eds.

EtherNet/IP Network

Ethernet/IP (Industrial Protocol) is an open producer-consumer
communication network based on the Ethernet standard (IEEE 802.3),
TCP/IP, UDP/IP, and CIP. Designed for industrial communications, both
I/0 and explicit messages can be transmitted over the network. Each
device is assigned a unique IP address and transmits data on the network.
The number of devices that an EtherNet/IP network can support depends
on the class of IP address. For example, a network with a Class C IP
address can have 254 nodes.

General information about EtherNet/IP and the EtherNet/IP specification
are maintained by the Open DeviceNet Vendor’s Association (ODVA).
ODVA is online at http://www.odva.org.

Explicit Messaging

Explicit Messages are used to transfer data that does not require
continuous updates. They are typically used to configure, monitor, and
diagnose a device over the network.

Fault Action

A fault action determines how the module and connected drive act when
a communications fault (for example, a cable is disconnected) occurs or
when the scanner is switched out of run mode. The former uses a
communications fault action, and the latter uses an idle fault action.

Fault Configuration

When communications are disrupted (for example, a cable is
disconnected), the module and drive can respond with a user-defined
fault configuration. The user sets the data that is sent to the drive in the
fault configuration parameters (Parameters 25- [Flt Cfg Logic] through
34- [FIt Cfg D2 In]). When a fault action parameter is set to use the fault
configuration and a fault occurs, the data from these parameters is sent as
the Logic Command, Reference, and/or Datalink(s).
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Flash Update

The process of updating firmware in the module. The module can be
flash updated using the Allen-Bradley software tool ControlFLASH or
the X-modem protocol and a 1203-SFC serial cable.

Gateway

A gateway is a device on a network that connects an individual network
to a system of networks. When a node needs to communicate with a
node on another network, a gateway transfers the data between the two
networks. You need to configure the address for the gateway device in
the module if you want the module to communicate with devices that are
not on its network.

Hardware Address

Each Ethernet device has a unique hardware address (sometimes called a
MAC address) that is 48 bits. The address appears as six bytes separated
by colons (for example, xx:xx:xx:xx:xx:xx). Each byte has a value
between 0 and 255 (0x00 and OxFF). This address is assigned in the
hardware and cannot be changed. It is required to identify the device if
you are using a BOOTP utility.

HIM (Human Interface Module)

A device that can be used to configure and control an Allen-Bradley
drive.

Hold Last

When communications are disrupted (for example, a cable is
disconnected), the module and drive can respond by holding last. Hold
last results in the drive receiving the last data received via the EtherNet/IP
connection before the disruption. If the drive was running and using the
Reference from the module, it will continue to run at the same Reference.

Idle Action

An idle action determines how the module and connected drive act when
the controller is switched out of run mode.

I/0 Data

I/O data, sometimes called “ implicit messages” or “input/output,”’
transmit time-critical data such as a Logic Command and Reference. The
terms “input” and “output” are defined from the scanner’s point of view.
Output is transmitted by the scanner and consumed by the module. Input
is transmitted by the module and consumed by the scanner.
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IP Addresses

A unique IP address identifies each node on an EtherNet/IP network. An
IP address consists of 32 bits that are divided into four segments of one
byte each. It appears as four decimal integers separated by periods

(xxx.xxx.xxx.xxx). Each “xxx” can have a decimal value from 0 to 255.
For example, an IP address could be 192.168.0.1.

An IP address has two parts: a network ID and a host ID. The class of
network determines the format of the address.

01 7 15 23 31
Class A [0[Network D [Host ID |

01 7 15 23 31
Class B [1]0]Network ID Host ID \

012 7 15 23 31
Class C [1]1]0|Network ID |Host ID |

The number of devices on your EtherNet/IP network will vary depending
on the number of bytes that are used for the network address. In many
cases you are given a network with a Class C address, in which the first
three bytes contain the network address (subnet mask = 255.255.255.0).
This leaves 8 bits or 256 addresses on your network. Because two
addresses are reserved for special uses (0 is an address for the network
usually used by the router, and 255 is an address for broadcast messages
to all network devices), you have 254 addresses to use on a Class C
address block.

To ensure that each device on the Internet has a unique address, contact
your network administrator or Internet Service Provider for unique fixed
IP addresses. You can then set the unique IP address for the module by
using a BOOTP server or by manually configuring parameters in the
module. The module reads the values of these parameters only at
power-up.

Logic Command/Logic Status

The Logic Command is used to control the drive (e.g., start, stop,
direction). It consists of one 16-bit word of input to the module from the
network. The definitions of the bits in this word depend on the drive.

The Logic Status is used to monitor the drive (for example, operating
state, motor direction). It consists of one 16-bit word of output from the
module to the network. The definitions of the bits in this word depend on
the drive.
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Master-Slave Hierarchy

A module configured for a master-slave hierarchy exchanges data with
the master device. Usually, a network has one scanner which is the
master device, and all other devices (for example, drives connected to
EtherNet/IP modules) are slave devices.

On a network with multiple scanners (called a multimaster hierarchy),
each slave device must have a scanner specified as a master.

Module

Devices such as drives, controllers, and computers usually require a
module to provide a communication interface between them and a
network such as EtherNet/IP. A module reads data on the network and
transmits it to the connected device. It also reads data in the device and
transmits it to the network.

The 1203-EN1 EtherNet/IP-to-SCANport module connects
SCANport-supported drives to an EtherNet/IP network. Modules are
sometimes also called “adapters,” “cards,” “embedded communication

options,” “gateways,” and “peripherals.”

9

Non-Volatile Storage (NVS)
NVS is the permanent memory of a device. Devices such as the module
and drive store parameters and other information in NVS so that they are

not lost when the device loses power. NVS is sometimes called
“EEPROM.”

PCCC (Programmable Controller Communications Command)

PCCC is the protocol used by some controllers to communicate with
devices on a network. Some software products (for example,
DriveExplorer and DriveTools SP) also use PCCC to communicate.

Peer-to-Peer Hierarchy

A module that is configured for a peer-to-peer hierarchy can exchange
data with a device on the network that is not a scanner. This type of
hierarchy can be set up so that a scanner configures or transmits data to
one Allen-Bradley drive which then sends the same configuration or data
to other Allen-Bradley drives on the network. To use a peer-to-peer
hierarchy, you configure one module to transmit data (2 or 4 words) and
one or more modules to receive the data.
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Ping

A ping is a message that is sent by a SCANport product to its peripheral
devices. They use the ping to gather data about the product, including
whether it can receive messages and whether they can log in for control.

Reference/Feedback

The Reference is used to send a Reference (for example, speed,
frequency, torque) to the drive. It consists of one 16-bit word of input to
the module from the network.

Feedback is used to monitor the speed of the drive. It consists of one
16-bit word of output from the module to the network.

RSLogix 5/500/5000

RSLogix software is a tool for configuring and monitoring controllers to
communicate with connected devices. It is a 32-bit application that runs
on various Windows operating systems. Information about RSLogix
software can be found at http://www.software.rockwell.com/rslogix.

RSNetWorx for EtherNet/IP

RSNetWorx for EtherNet/IP software is a tool for configuring and
monitoring EtherNet/IP networks and connected devices. It is a 32-bit
Windows application that runs on Windows 95, Windows 98, and
Windows NT. Information about RSNetWorx for EtherNet/IP software
can be found at http://www.software.rockwell.com/rsnetworx.

Scanner

A scanner is a separate module (of a multi-module controller) or a
built-in component (of a single-module controller) that provides
communication with modules connected to a network. See also
Controller.

SCANport

SCANport is a standard peripheral communication interface used by
various Allen-Bradley drives and power products, such as 1305 and 1336
PLUS II drives.

SCANport Peripheral

A device that provides an interface between SCANport and a network or
user. Peripheral devices are also referred to as “modules” or “adapters.”
The serial converter and HIMs are examples of SCANport peripherals.
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SCANport Product

A device that uses the SCANport communications interface to
communicate with one or more peripheral devices. For example, a motor
drive such as a 1336 PLUS II drive is a SCANport product. In this
manual, a SCANport product is also referred to as “drive” or “host.”

Status Indicators

Status indicators are LEDs that are used to report the status of the
module, network, and drive.

Subnet Masks

A subnet mask is an extension to the IP addressing scheme that lets you
use a single network ID for multiple physical networks. A bit mask
identifies the part of the address that specifies the network and the part of
the address that specifies the unique node on the network. A “1” in the
subnet mask indicates the bit is used to specify the network. A “0” in the
subnet mask indicates that the bit is used to specify the node.

For example, a subnet mask on a Class C address may appear as follows:
1111111 11111111 11111111 11000000 (255.255.255.192). This mask
indicates that 26 bits are used to identify the network and 6 bits are used
to identify devices on each network. Instead of a single physical Class C
network with 254 devices, this subnet mask divides it into four networks
with up to 62 devices each.

Switches

Switches are network devices that provide virtual connections that help
to control collisions and reduce traffic on the network. They are able to
reduce network congestion by transmitting packets to an individual port
only if they are destined for the connected device. In a control
application, in which real time data access is critical, network switches
may be required in place of hubs.

TCP (Transmission Control Protocol)

EtherNet/IP uses this protocol to transfer Explicit Messaging packets
using IP. TCP guarantees delivery of data through the use of retries.

UDP (User Datagram Protocol)

EtherNet/IP uses this protocol to transfer I/O packets using IP. UDP
provides a simple, but fast capability to send I/O messaging packets
between devices. This protocol ensures that modules transmit the most
recent data because it does not use acknowledgements or retries.
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Zero Data

When communications are disrupted (for example, a cable is
disconnected), the module and drive can respond with zero data. Zero
data results in the drive receiving zero as values for Logic Command,
Reference, and Datalink data. If the drive was running and using the
Reference from the module, it will stay running but at zero Reference.
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Notes:
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1336 PLUS II, 1336 PLUS, and 1305
drives - Logic Command/
Status, D-1

A

adapter, see module

applying power to the module, 2-6
Assembly object, C-4

attentions, 1-4

baud rate, see data rate

bit definitions for Logic Command/
Status word, D-1

BOOTP (Bootstrap Protocol)
definition, G-1
disabling, 3-5
free server application, G-1
using, 3-3
BOOTP parameter, B-1
bridge
adding to an /O configuration, 4-2
definition, G-1
example, 4-1

C

cables
EtherNet, 2-5

catalog number, 1-1

CIP, G-1

classes of IP addresses, G-5

Comm Flt Action parameter, B-4
commissioning the module, 2-8
communications module, see module

compatible products, 1-3
components, 1-1
connecting module to the network,
2-5
controller
definition, G-1
Explicit Messages, 6-4
ControlLogix
example program for Explicit
Messages, 6-5
example program for I/O, 5-5
formatting Explicit Messages, 6-2

D

data rate

definition, G-2

setting, 3-7
Datalinks

definition, G-2

examples, 5-5

in I/0 image, 5-2

using, 5-5
dimensions, A-1
DriveExplorer

definition, G-2

free lite version, G-2

supported feature, 1-2
drives compatible with module, 1-3
DriveTools SP

definition, G-2

supported feature, 1-2
duplex

definition, G-2

selecting, 3-7



Index

E

EDS (Electronic Data Sheet) Files
definition, G-3
web site, G-3
EEPROM, see Non-Volatile Storage
(NVS)
EN Rate Act parameter, B-4
EN Rate Cfg parameter, B-3
environmental specifications, A-2
equipment required, 1-3
Ethernet Link object, C-29

EtherNet/IP
cable, 2-5
connector on module, 1-1
data rates, A-1
example network, 4-1
module, see module
network definition, G-3
objects, C-1
specification, G-3
events
clearing, 7-6
list of, 7-6
viewing, 7-6
examples
Datalinks, 5-5
Explicit Messages, 6-5
/0 messaging, 5-5
Explicit Messages
about, 6-1
definition, G-3
examples, 6-5
formatting, 6-2
running, 6-4

F

fault action
configuring a module for, 3-13
definition, G-3

fault configuration
configuring a module for, 3-13
definition, G-3

faults, see events

features, 1-2

firmware release, P-2

flash update, G-4

Fit Cfg A1 - D2 In parameters, B-6

Flt Cfg Logic parameter, B-5

Flt Cfg Ref parameter, B-5

full duplex, see duplex

G

gateway, G-4
Gateway Act 1 - 4 parameters, B-3

gateway address
setting with BOOTP, 3-3
setting with parameters, 3-5

Gateway Cfg 1 - 4 parameters, B-2

H

half duplex, see duplex
hardware address
definition, G-4
on label, 3-3
HIM (Human Interface Module), G-4
hold last
configuring a module for, 3-13
definition, G-4
host IDs, G-5
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I/0
about, 5-1
configuring a module for, 3-7
configuring a scanner or bridge
for, 4-5
definition, G-4
examples, 5-5
image, 5-2
Identity object, C-2
[dle Flt Action parameter, B-4
installation
applying power to the module, 2-6
commissioning the module, 2-8
connecting to the network, 2-5
preparing for, 2-1
IP Addr Act 1 - 4 parameters, B-3
IP Addr Cfg 1 - 4 parameters, B-2

IP address
definition/classes, G-5
setting with BOOTP, 3-3
setting with parameters, 3-5

L

LEDs, see status indicators
Logic Command/Status
bit definitions, D-1
definition, G-5
in I/O image, 5-2
using, 5-3

M

MAC address, see hardware address
manual

conventions, P-2

related documentation, P-1

web site, P-1

Master-Slave hierarchy
configuring a module for, 3-9
definition, G-6

mechanical dimensions, A-1

messages, see Explicit Messages or

10

messaging

emulated block transfer, F-1 to
F-23

MOD status indicator
locating, 7-1
troubleshooting with, 7-3

modes of operation, 1-6

module
adding to an /0 configuration, 4-4
applying power, 2-6
commissioning, 2-8
compatible products, 1-3
components, 1-1
definition, G-6
features, 1-2
illustration, 1-1
installing, 2-1 to 2-8
IP address, 3-3, 3-5
parameters, B-1 to B-10
resetting, 3-16
specifications, A-1
troubleshooting, 7-1 to 7-7
web pages, 8-1

M-S Input parameter, B-6

M-S Output parameter, B-7

N

NET A status indicator
locating, 7-1
troubleshooting with, 7-4

NET B status indicator
locating, 7-1
troubleshooting with, 7-5

network IDs, G-5
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Non-Volatile Storage (NVS)
definition, G-6
in drive, 5-5

0]

objects

list of, C-1 to C-30

using for Explicit messages, 6-3
ODVA EtherNet/IP specification, G-3
operating status, 1-6

P

Parameter Group object, C-11
Parameter object, C-8
parameters

convention, P-2

list of, B-1 to B-10

numbers, B-1

SCANport product

using emulated block transfer
commands to view, F-3 to
F-15

PCCC, G-6
PCCC object, C-13
Peer A Input parameter, B-7
Peer A Output parameter, B-9
Peer B Input parameter, B-7
Peer B Output parameter, B-9
Peer Cmd Mask parameter, B-7
Peer Fit Action parameter, B-8
Peer Inp Addr 1 - 4 parameters, B-8
Peer Inp Enable parameter, B-9
Peer Inp Status parameter, B-9
Peer Inp Timeout parameter, B-8
Peer Out Enable parameter, B-9
Peer Out Skip parameter, B-9
Peer Out Time parameter, B-9

Peer-to-Peer hierarchy
configuring a module for, 3-9
configuring a module to receive
data, 3-11
configuring a module to transmit
data, 3-10
definition, G-6
ping, G-7
PORT status indicator
locating, 7-1
troubleshooting with, 7-2
power consumption, A-1
preparing for an installation, 2-1
processor, see controller

programmable logic controller, see
controller

Q

quick start, 1-5

R

Ref Adjust parameter, B-7
Reference/Feedback
definition, G-7
in I/0 image, 5-2
selecting an adjustment, 3-8
using, 5-4
Register object, C-6
regulatory compliance, A-2
related documentation, P-1
requested packet interval, 4-6
Reset Module parameter, B-4
RSLinx, P-1
RSLogix 5/500/5000
adding devices to the I/O
configuration, 4-2 to 4-7
definition, G-7
saving the I/O configuration, 4-7
using RSLinx with, 4-7
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RSNetWorx for EtherNet/IP
definition, G-7
web site, G-7

S

safety precautions, 1-4
scanner
adding to an /O configuration, 4-2
definition, G-7
SCANport
connector on module, 1-1
data rates, A-1
definition, G-7
peripheral, G-7
products, 1-3, G-8
SCANport Adapter parameter, B-1
SCANport Device object, C-18
SCANport Fault object, C-23
SCANport Parameter object, C-20
SCANport Warning object, C-25
Serial Port Rate parameter, B-6
SP I/0 Act parameter, B-5
SP I/0 Cfg parameter, B-5
specifications
EtherNet/IP address, G-3
EtherNet/IP subnet mask, G-8
module, A-1
status indicators
definition, G-8
locating, 7-1
normal operation, 1-6
troubleshooting with, 7-1
Subnet Act 1 - 4 parameters, B-3
Subnet Cfg 1 - 4 parameters, B-2
subnet mask
definition, G-8
setting with BOOTP, 3-3
setting with parameters, 3-5

switches
definition, G-8
example network, 2-5

T

TCP (Transmission Control Protocol),
G-8

TCP/IP Interface object, C-27
technical support, P-2

tools required, 1-3
troubleshooting, 7-1 to 7-7

U
UDP (User Datagram Protocol), G-8
update, see flash update

w

Web Enable parameter, B-9
Web Features parameter, B-10
web pages
enabling with parameter, 3-15
for the module, 8-1
web site
for DriveExplorer software, G-2
for DriveTools SP software, G-2
for EDS files, G-3
for EtherNet/IP, G-3
for manuals, P-1

wiring, see cables

y4

zero data
configuring a module for, 3-13
definition, G-9
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